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1
Scope

This Recommendation defines the ID resolution protocols for multimedia information access triggered by tag-based identification.

2
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The reference to a document within this Recommendation does not give it, as a stand-alone document, the status of a Recommendation.
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3
Definitions
3.1
Terms defined elsewhere
This Recommendation uses the following terms defined elsewhere:

3.1.1
Object Identifier [ITU-T X.680]: A globally unique value associated with an object to unambiguously identify it.
3.1.2
ID tag [ITU-T F.771]: An ID tag is a tiny physical object which stores a small amount of information which is an identifier or includes an identifier with other additional application data such as name, title, price, and address. An ID tag is attached or associated with a real-world entity to carry the information or attributes about the entity. In this Recommendation, an ID tag is used to store an identifier of the real world entity with optional application data. Examples are RFIDs, barcodes, 2D barcodes, infrared tags, active RF tags, and so on.
3.1.3
ID terminal [ITU-T F.771]: ID terminal is a device with a data capture capability from ID tags, and other capability such as communication capability and multimedia information presentation capability.  The data capture capability may include a function to obtain identifier from ID tags even with no communication capability such as barcodes and 2D barcodes.  Examples of data capture techniques are digital camera, optical scanner, RF transponder, IrDA, galvanic wire-line, etc.  Sometimes, ID terminal is called as user terminal.






3.2
Terms defined in this Recommendation

This Recommendation defines the following terms:

3.2.1
Fixed Form Type ID scheme: An ID scheme which structure is fixed.

3.2.2
ID Structure Information Server (ISIS): A server that resolves an OID into an ID Stricture Information which is needed for ID resolution process.
3.2.3
ID Resolution Server (IRS): A server that resolves an ID into associated information.
3.2.4
Variable Form Type ID scheme: An ID scheme which structure is variable.

3.2.5
Virtual OID: A temporary OID used in ID Structure Information Retrieval Protocol which does not exists in real the OID tree.

4
Abbreviations and acronyms

This Recommendation uses the following abbreviations and acronyms:
DNS
Domain Name Service
FFT
Fixed Form Type
FQDN
Fully Qualified Domain Name
ID
Identifier
IETF
Identifier
IRS
ID Resolution Server
IRP
ID Resolution Protocol

ISIRP
ID Structure Information Retrieval Protocol
ISIS
ID Structure Information Server
MIDS
Multimedia Information Delivery Server
NAPTR
Naming Authority Pointer
OID
Object Identifier

POSIX

Portable Operating System Interface
RFC

Request for Comments
RFID

Radio Frequency Identification
VFT

Variable Form Type
	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


5
Conventions
None
6
Overview of the ID resolution protocols
ID resolution process is composed of two steps, ID Structure Information retrieval step and ID resolution step. For this purpose, ISIRP (ID Structure Information Retrieval Protocol and IRP (ID resolution protocol) are used. Figure 1 shows overall ID resolution process. In this Recommendation, two protocols for ISIRPs and IRPs are defined by Annex A and B.
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Figure 1: Overview of Multimedia Information Access Triggered by Tag-based Identification
In multimedia information access process triggered by tag-based identification, ID terminal reads OID and ID from a tag such as a barcode and RFID (Step [1]).  If the tag is ISO/IEC 18000 compliant RFID, OID and ID are encoded as defined in ISO/IEC 15962. 

If the ID terminal does not know how to process the ID, it firstly sends OID to ID Structure Information Server (ISIS) (Step [2]). ISIS deals with ID Structure Information retrieval process in which ISIS gets OID as an input and return ID parsing information as output (Step [3]).  If it knows how to process the ID, it directly access ID Resolution Server (IRS) as follows.  
Then, the ID terminal sends the ID to IRS (Step [4]).  IRS gets ID as an input, and returns an address of multimedia information in Multimedia Information Delivery Server (MIDS) (Step [5]). 
In this case, both ISIS and IRS can be implemented by hierarchically distributed servers.
Lastly, the ID terminal accesses MIDS to obtain multimedia information (Step [6] and [7]). 

Annex A

<IRP No.1>

(This Annex forms an integral part of this Recommendation)
NOTE 1 – This is initial text. The name of protocol will be decided. Detailed description of protocol will be described more specifically.
NOTE 2 –The title of OID Resolution Protocol was changed into ID Structure Information Retrieval Protocol because a generic protocol development belongs to SG 17. If the generic OID resolution protocol of SG 17 supports retrieval of the structure information of a specific identifier, it can be used instead of such a new protocol development.
A.1
Introduction
This Annex defines ISIRP (ID Structure Information Retrieval Protocol) and IRP (ID resolution protocol) which constitute ID resolution of multimedia information accessing service and applications.
A.2
ID Structure Information Retrieval Protocol
A.2.1
Overview of ID Structure Information Retrieval Protocol

The ID Structure Information Retrieval Protocol (ISIRP) is communication protocol between user terminal and ISIS which is based on DNS protocol as defined in IETF RFC 1035 and NAPTR resource record as defined in IETF RFC 2915.

The ID Structure Information is stored in NAPTR resource record in ISIS and the user terminal retrieved this information from ISIS by ISIRP.

Figure A.1 shows example operation of ISIRP with OID {2 27 1}.
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Figure A.1 ORP operation

An ISIRP client sends OID in FQDN form to ISIS. ISIS maintains mapping between OID and ID Structure Information in a DNS zone file. ISIS is normal DNS server and has delegation hierarchy.

A.2.2
OID transformation rules

OID should be converted in FQDN form to be sent to ISIS.  The transformation rule of OID into FQDN is defined as following 3 steps:


Step 1: separate each arc with period (“.”)


Step 2: reverse the order of the arcs


Step 3: add “.oid” at the end of result from Step 2

For example, OID {2 27 1} will be converted as 1.27.2.oid.
A.2.3
ID Structure Information

The ID Structure Information is stored in NAPTR Resource Records at ISIS. The ID Structure Information is composed of version of ID Structure Information and ID processing rule. The ID processing rule expressed in RegExp field of NAPTR resource record using POSIX Regular Expression. This rule is substitution syntax of ID into certain form for ID resolution process.

For this purpose following new Service field values of NAPTR resource record should be defined.


FFT: Fixed Form Type ID scheme. It indicates that RegExp field contains rule for converting ID into certain form for ID resolution process and it needs no more query to ORS


VFT: Variable Form Type ID scheme. It indicates that RegExp field contains rule for extracting some fields from an ID and it needs more query to ORS


Vnnn: Version of ID processing information expressed with three digits

For example, following NAPTR resource record indicates that it is FFT ID scheme.

’0’ ’100’ ’U’ ’FFT:V100’ ’!^(.{3})(.{5}).{3}$!\\2.\\1.nid.org!’.
Applying above RegExp to ID, it returns text string in form of “nnnnn.nnn.nid.org” where n is a binary digit.

And following NAPTR resource record indicates that it is VFT ID scheme

’0’ ’100’ ’U’ ’VFT:V100’ ’!^(.{2}).{11}$!\\1!’.
Applying above RegExp to ID, it returns first 2 bits of ID which is totally 13 bits.

A.2.4
Operation of ISIS
The ISIS should be operated as DNS server which is defined in IETF RFC 1035.

A.2.5
Operation of ISIRP client

Figure A.2 shows operation of ISIRP client.
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Figure A.2: Operation of ISIRP client

The ISIRP client convert OID into FQDN form as defined in Section A.2.2 of this Recommendation and send it to the ISIS. When ISIRP client get a NAPTR resource record with Service field value “FFT”, it applies the rule in RegExp field on ID and used that result for ID resolution process. When ISIRP client get a NAPTR resource record with Service field value “VFT”, it applies the rule in RegExp field on ID and create virtual OID. This virtual OID is created by adding the result in front of OID in FQDN form.

For example, if OID in FQDN form is “1.27.2.oid” and result of query to ISIS is “5” then virtual OID “5.1.27.2.oid” will be generated.

A.3
ID Resolution Protocol
A.3.1
Overview of ID Resolution Protocol

The user terminal reads ID from tag and changes it into FQDN form for sending it as part of a DNS query. The NAPTR type (type code 0x35) is used for the DNS query. This DNS query is sent to the default DNS server (local DNS server). If the default DNS server has a NAPTR Resource Record for that ID, it returns a NAPTR Resource Record which includes the URL of content. If the default DNS server does not have any NAPTR Resource Record for that ID, it sends a query to ROOT DNS server and ROOT DNS server returns the IP address of another name server which might have a NAPTR Resource Record for that ID. The default DNS server then sends another query to this new address. This procedure runs recursively until a NAPTR Resource Record can be obtained. When the default DNS server successfully receives a NAPTR Resource Record, it sends the NAPTR Resource Record back to the terminal and the ID resolution procedure finishes.
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Figure A.3: ID resolution procedure

The NAPTR Resource Record includes the order, preference, flags, service, regular expression and replacement fields, as defined in IETF RFC 2915.

NOTE – This ID resolution protocol can be implemented by defining the character string for tail part of FQDN form (for example, idr.org) and service types in the NAPTR Resource Record (for example, “I2U+http”).

A.3.2
Service types
TBD
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