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Introduction

Currently there is no way to indicate the desired or approved class of service for an H.323 call. It is necessary to signal the class of service during admission request and call setup signalling in order for the Gatekeepers, Gateways, and other network elements to take appropriate action. The action to be taken is outside the scope of this proposal and would depend on service level agreements between the user and the provider, but may include:

· Priority admission confirmation

· Priority access to gateways

· Approval of bandwidth requests

· Request for QOS from network elements

· Authentication of service level request

· Other actions to assure a specific level of service

There are two methods that could be used to incorporate Service Class indications in the RAS and Call Signalling messages. The first is to define and incorporate a Service Class parameter into each affected H.225.0 message. This approach provides the most compact message structure, however, it continue the undesirable process of extending H.225.0 messages. The second approach is to use the GenericData parameter added to H.323/H.225.0 V4. This provides a method of extending H.323/H.225.0 functionality without changing the H.323/H.225.0 documents. This proposed draft recommendation describes the second approach.
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Draft Recommendation H.GEF.4

Service Class Designations for H.323 Calls 

(Brazil, 2001)

1
Scope

This Recommendation specifies the Service Class designations for H.323 calls. The use of Service Class designations provides a mechanism to indicate the desired or approved class of service for an H.323 call. It is necessary to signal the class of service during registration, admission, location and call setup signalling in order for the Gatekeepers, Gateways, and other network elements to take appropriate action to provide the desired level of service.

2 References

The following ITU-T Recommendations contain provisions that, through reference in this text, constitute provisions of this Recommendation. All Recommendations and other references are subject to revision; all users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.

1) ITU-T Recommendation H.323 Version 4 (2000), Packet based Multimedia Communications Systems.

2) ITU-T Recommendation H.225.0 Version 4 (2000), Media Stream Packetization and Synchronization on Non-Guaranteed Quality of Service LANs

3
Terms and definitions

For the purposes of this Recommendation, the following definitions apply.

Class of Service: An indication of the desired or required priority and quality of a call.

Priority: An indication of the importance of a call.

Quality: An indication of the user perception of the media streams related to a call.

Token:  A piece of information, either clear or encrypted which can be used to validate a request for a specific Class of Service.
4
Abbreviations and Acronyms

For the purpose of this Recommendation the following abbreviations are used.

	ASN.1
	Abstract Syntax Notation No. 1

	QOS
	Quality of Service

	
	

	
	


5
Service Class Definition

There are times when it is important to indicate the desired or required Class of Service for a call. This may be due to service level agreements, emergency communications, or other system requirements. This Class of Service is represented by a ServiceClass parameter that is divided into priority and quality. Priority specifies the importance of the call. This parameter may be used to control those elements of the network that affect the probability of call completion and minimize call loss. Quality specifies the quality of service of the call. This parameter may be used to control those elements of the network that affect bandwidth allocation, jitter control, and other parameters relating to the quality of the media stream delivery.

Some priority levels may require authentication. A mechanism is provided to allow transmission of clear or encrypted tokens. These tokens may be used to validate the service class request.

A ServiceClass may be associated with an endpoint at registration time. This could provide a specific service class for all calls made {or received} by the endpoint. A ServiceClass may be associated with a call at admission and call setup time. This could provide a specific service class on a per-call basis.

The calling endpoint may initiate the per-call service class request, or it may be initiated by the local or remote Gatekeeper. The Gatekeeper may initiate a service class request after detecting that the called endpoint requires a specific service class.

The ServiceClass information is sent to allow Gatekeepers, Gateways, and other network elements to take specific action. The action to be taken is outside the scope of this recommendation and would depend on service level agreements between the user and the provider, but may include:

· Priority admission confirmation

· Priority access to gateways

· Approval of bandwidth requests

· Request for QOS from network elements

· Authentication of service level request

· Other actions to assure a specific level of service

5.1 
Messages and Signalling

The ServiceClass parameter is transported as follows in the H225.0 RAS and Call Signalling (Q.931) messages using the generic extensibility framework:

1. The genericData parameter (containing the ServiceClass Information) should be used in the H323-UU-PDU (while sending the H225.0 SETUP, ALERTING, CALL PROCEEDING, CONNECT, FACILITY) or RAS  (while sending RRQ, RCF, ARQ, ACF, LRQ, LCF) messages. The GenericData parameter identifies ServiceClass features and contains the ServiceClassGenericData. The ServiceClassInfo of the ServiceClassGenericData contains the appropriate fields populated.

2. The genericData parameter (containing the ServiceClass Information) should be used in the H323-UU-PDU (while sending the H225.0 RELEASE COMPLETE) or RAS  (while sending RRJ, ARJ, LRJ) messages. The GenericData parameter identifies ServiceClass features and contains the ServiceClassGenericRejectReason. 

3. A new ServiceClassInfo ASN.1 definition is introduced to transport the service class parameters.

5.2
Service Class Request During Registration

{This is useful for establishing a priority dial tone service}

An endpoint may wish to establish a specific class of service for all calls originating {ed. and terminating???} at that endpoint. To do this, the endpoint includes a ServiceClassGenericData element containing the ServiceClassParameter in the RRQ message. This element specifies the desired class of service for all calls originating {ed. and terminating???} at the endpoint. If the Gatekeeper supports Service Class requests, it will reply with the ServiceClassGenericData element containing the ServiceClassParameter in the RCF message. This element will contain either the same service class as requested, or the service class that the Gatekeeper is willing to allocate to the endpoint. If no ServiceClassGenericData element is returned, it is assumed that the Gatekeeper does not support service class requests. If the endpoint does not want the registration to be accepted unless the Gatekeeper accepts the requested class of service, it shall include the RequiredClass field in the ServiceClassParameter. If the Gatekeeper receives a ServiceClassParameter with the RequiredClass field present, and if it cannot or will not allocate the requested class, the Gatekeeper shall respond with a ServiceClassGenericData element with the ServiceClassRejectReason parameter set to serviceClassUnavailable.

The endpoint may include a token in the ServiceClassParameter contained in the RRQ. This token may be used by the Gatekeeper to authenticate the service class request. The mechanism for giving this token to the endpoint is outside the scope of this recommendation. If a token is required by the Gatekeeper, and is either not present or invalid, the Gatekeeper shall respond with a ServiceClassGenericData element with the ServiceClassRejectReason parameter set to serviceClassUnauthorized.

The Gatekeeper may return a token in the ServiceClassParameter contained in the RCF. This token may indicate that the Gatekeeper has authorized the request. If the token is present, the endpoint shall include it in all subsequent ARQ and SETUP messages which originate {ed. and terminate???} at the endpoint.

5.3 Service Class Request During Admission Request 

An endpoint may wish to establish a specific class of service for a call originating {ed. and terminating???} at that endpoint. To do this, the endpoint includes a ServiceClassGenericData element containing the ServiceClassParameter in the ARQ message. This element specifies the desired class of service for the call originating {ed. and terminating???} at the endpoint. If the Gatekeeper supports Service Class requests, it will reply with the ServiceClassGenericData element containing the ServiceClassParameter in the ACF message. This element will contain either the same service class as requested, or the service class that the Gatekeeper is willing to allocate to the endpoint. If no ServiceClassGenericData element is returned, it is assumed that the Gatekeeper does not support service class requests. If the endpoint does not want the admission request to be accepted unless the Gatekeeper accepts the requested class of service, it shall include the RequiredClass field in the ServiceClassParameter. If the Gatekeeper receives a ServiceClassParameter with the RequiredClass field present, and if it cannot or will not allocate the requested class, the Gatekeeper shall respond with a ServiceClassGenericData element with the ServiceClassRejectReason parameter set to serviceClassUnavailable.

The endpoint may include a token in the ServiceClassParameter contained in the ARQ. This token may be used by the Gatekeeper to authenticate the service class request. This token may have been received in a previous RCF, or may have been received through some other mechanism that is outside the scope of this recommendation. If a token is required by the Gatekeeper, and is either not present or invalid, the Gatekeeper shall respond with a ServiceClassGenericData element with the ServiceClassRejectReason parameter set to serviceClassUnauthorized.

The Gatekeeper may return a token in the ServiceClassParameter contained in the ACF. This token may indicate that the Gatekeeper has authorized the request. If the token is present, the endpoint shall include it in the subsequent SETUP {ed. Or CONNECT???} message sent by the endpoint for this call.

The Gatekeeper may wish to establish a specific class of service for a call originating or terminating at an endpoint. To do this, the Gatekeeper includes a ServiceClassGenericData element containing the ServiceClassParameter in the ACF message. This element specifies the desired class of service that the Gatekeeper wants the endpoint to signal for the call. If the endpoint supports Service Class requests, it shall include the ServiceClassGenericData element containing the ServiceClassParameter in the subsequent SETUP, ALERTING, CALL PROCEEDING, FACILITY, CONNECT messages for this call. If the endpoint does not support Service Class requests, the ServiceClassGenericData element is ignored. {ed. This is usefull for emergencyPublic priority for 911 calls} 

5.4
Service Class Request During Call Setup

An endpoint may wish to establish a specific class of service for a call originated by that endpoint. To do this, the endpoint includes a ServiceClassGenericData element containing the ServiceClassParameter in the SETUP message. This element specifies the desired class of service for the call originated by the endpoint. If the Gateway {ed. or other endpoint} supports Service Class requests, it will reply with the ServiceClassGenericData element containing the ServiceClassParameter in the ALERTING, CALL PROCEEDING, FACILITY, or CONNECT message. {ed. In one or all messages???} This element will contain either the same service class as requested, or the service class that the Gateway {ed. or other endpoint} is willing to allocate to the endpoint. If no ServiceClassGenericData element is returned, it is assumed that the Gateway {ed. or other endpoint} does not support service class requests. If the endpoint does not want the call to be accepted unless the Gateway {ed. or other endpoint} accepts the requested class of service, it shall include the RequiredClass field in the ServiceClassParameter. If the Gateway {ed. or other endpoint} receives a ServiceClassParameter with the RequiredClass field present, and if it cannot or will not allocate the requested class, the Gateway {ed. or other endpoint} shall respond with a ServiceClassGenericData element with the ServiceClassRejectReason parameter set to serviceClassUnavailable.

The endpoint may include a token in the ServiceClassParameter contained in the SETUP. This token may be used by the Gateway {ed. or other endpoint} to authenticate the service class request. This token may have been received in a previous RCF, ACF, or may have been received through some other mechanism that is outside the scope of this recommendation. If a token is required by the Gateway {ed. or other endpoint}, and is either not present or invalid, the Gateway {ed. or other endpoint} shall respond with a ServiceClassGenericData element with the ServiceClassRejectReason parameter set to serviceClassUnauthorized.

The Gateway {ed. or other endpoint} may return a token in the ServiceClassParameter contained in the ALERTING, CALL PROCEEDING, FACILITY, or CONNECT. {ed. In one or all messages???} This token may indicate that the Gateway {ed. or other endpoint} has authorized the request. If the token is present, the endpoint shall include it in any subsequent FACILITY {ed. Or CONNECT???} message sent by the endpoint for this call.

5.5
Service Class Indication During Location Discovery

The Gatekeeper, on receiving an LRQ, may wish to establish a specific class of service for a call terminating at an endpoint in its zone. To do this, the Gatekeeper includes a ServiceClassGenericData element containing the ServiceClassParameter in the LCF message. This element specifies the desired class of service that the Gatekeeper wants signalled for the call. The Gatekeeper receiving the LCF shall forward the ServiceClassGenericData element containing the ServiceClassParameter to the calling endpoint in the ACF. If the endpoint supports Service Class requests, it shall include the ServiceClassGenericData element containing the ServiceClassParameter in the subsequent SETUP, ALERTING, CALL PROCEEDING, FACILITY, CONNECT messages for this call. If the endpoint does not support Service Class requests, the ServiceClassGenericData element is ignored. {ed. This is usefull for emergencyPublic priority for 911 calls} 

An endpoint receiving an ACF containing the ServiceClassGenericData element shall follow the procedure in section 5.3.

6
H.225.0 Generic Data Usage 

Generic extensibility framework shall be used to specify the Service Class parameter for use in H.225.0 RAS and Call Signalling messages as described below. 

Data Specification 

ServiceClassID: Identifies the Service Class Feature using the standard field of GenericIdentifer with a unique integer value.

	Generic Extensibility Type
	Fields
	 Field name
	Value

	GenericIdentifier
	-
	Standard


	TBD




ServiceClassParameter: This is the data sent in H.225.0 RAS and Call Signalling messages to indicate the requested or approved service class for the call. It is an Enumerated Parameter with unique identification using the standard field and the content is a raw field consisting of the ASN.1 PER encoded Service Class as specified in the ASN.1 notation in Annex A.

	Generic Extensibility Type
	Fields
	Field name
	Value

	EnumeratedParameter
	
	
	

	GenericIdentifier
	id
	standard
	1

	Contents
	content
	raw
	ASN.1 PER encoding of the ServiceClassInfo


ServiceClassRejectReason: It is an Enumerated Parameter with a unique identification using the standard field and the content is a number8 field identifying the reason in the range 0 to 255. It is recommended 0 is unused and start with 1 = serviceClassUnavailable.

	Generic Extensibility Type
	Fields
	Field name
	Value

	EnumeratedParameter
	
	
	

	GenericIdentifier
	id
	standard
	2

	Contents
	content
	number8
	Range = 0..255

0. = unused

1. =serviceClassUnavailable

2. =serviceClassUnauthorized


ServiceClassGenericData: An equivalent of an ASN.1 CHOICE type represented using the GenericData type. The identifier identifies the feature using the ServiceClassID defined above. The parameter is a SEQUENCE OF EnumeratedParameters. It can have only one EnumeratedParameter type for the parameter, having either the ServiceClassParameter (as defined previously) or the ServiceClassRejectReason (as defined previously). They shall not be present at the same time.

	Generic Extensibility Type
	Fields
	Field name
	Value

	GenericData
	
	
	

	GenericIdentifier
	id
	standard
	ServiceClassID

	SEQUENCE OF EnumeratedParameter

Contents
	parameters


	compound
	A choice between (only one of them present at a time in parameters field)

1. serviceClassParameter of type ServiceClassParameter  

2. serviceClassRejectReason of type ServiceClassRejectReason 




ServiceClassDescriptor: This is a FeatureDescriptor used for feature negotiation using the generic extensibility framework.

	Generic Extensibility Type
	Fields
	Field name
	Value

	GenericIdentifier
	id
	standard
	ServiceClassID

	SEQUENCE OF EnumeratedParameter

Contents
	parameters


	
	None 


Annex A
Service Class ASN.1 Definitions for use inside Generic Data

A.1 Service Class ASN.1 Definition

SERVICE-CLASS DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS



ClearToken,



CryptoToken


FROM H235-SECURITY-MESSAGES

ServiceClassInfo  ::= SEQUENCE
;root for service class related asn.1

{


priority

CHOICE


{



emergencyAuthorized
NULL,




emergencyPublic

NULL,



high



NULL,



normal


NULL,



low



NULL,



…


}


quality

CHOICE  ;per TIPHON definition


{



best



NULL,



high



NULL,



medium


NULL,



bestEffort


NULL,



…


}


requiredClass

NULL
OPTIONAL,


tokens


SEQUENCE OF ClearToken OPTIONAL,


cryptoTokens

SEQUENCE OF CryptoH323Token OPTIONAL,


…

}

END

A.2 Description of New ASN.1 Types and Fields

NumberPortabilityInfo – Allows specification of Service Class parameters within RAS and Call Signaling messages. 

priority – Identifies the priority of the call. This is used to indicate a specific probability of call completion. EmergencyAuthorized is expected to be used for local, national, or other government emergency communications. EmergencyPublic is to be used for public access to emergency services such as 911. High, medium and low may be used for calls related to service level agreements that guarantee a specific probability of completion.

quality – Identifies the quality of the call. This is used to indicate a specific call quality. This may result in specific signaling actions with QOS mechanisms, bandwidth allocations, jitter control, codec selection, or other actions. These selections may be used for calls related to service level agreements that guarantee a specific quality of service. 

requiredClass – The presence of this field indicates that the request depends on the availability of this service class. If the class is not available, the request shall be rejected. It this field is not present, the service class is a request, and if not available, the next best available service should be provided.

token, cryptoToken – These fields may contain tokens which indicate the authority to use or request specific service classes.
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