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ABSTRACT: 
The global mobility is defined as the ability for a H.323 user to access and manage services in a foreign network and a foreign user to access and manage services in a H.323 domain. In this context, some definitions as described in H.323 annex H have been reviewed. Then, by considering the current status of existing standards, several issues needed to be resolved to provide global mobility management in H.323 systems have been described through different scenarios. Some points of action have been finally defined to make enhancements for global mobility management  :

· start a new recommandation to design a protocol for global mobility providing, 

· define extensions to H.323 architecture, 

· give an accurate definition of the mobile H.323 user data, 

· study the option of using a Directory address server,

· define the user profile, for a "local" use (intra and inter domain in H.323), and for a general use (inter systems).
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1. 
Introduction

A strong added-value would be brought to H.323 systems if they allow :

· any fixed or mobile user to reach an H.323 mobile user and vice-versa,

· any foreign user to access and manage his own H.323 services when he is roaming in any H.323 network (if allowed to), by using any H.323 terminal,

· any H.323 user to access and manage his own services (and access to some services in addition) proposed when he is roaming in any foreign network (other multimedia systems, PSTN, UMTS…), by using any terminal compatible with the visited network.

However, it implies some new specifications in the H.323 system for the architecture and the protocols :

· using of a single user identity in all system, or having a solution to exchange identities from a network to another,

· using of the same E.164 address or ISDN number in all systems,

· using of the same logic of service in any network,

· access from any H.323 network to the user’s profile stored in the user’s home  network (H.323, PLMN, PSTN…),

· access from any foreign network to the user’s profile stored in the user’s home H.323 network.

This set of requirements provides a framework for “global mobility” in H.323 systems :

· To allow the global mobility management, H.323 Annex H needs to be reviewed and enhanced which is proposed in this document. 

· Then, it is necessary to identify what the technical contraints are for global mobility management between H.323 systems and foreign systems. 

· Third, this document also contains proposals for  extensions on H.225 (proposed as the protocol for mobility management). 

· This new version of protocol, usable in other systems, can be defined as a new, generic protocol : H.XXX ?

2. References and abbreviations

2.1. References

[1]
3G TS 23.002: "3GPP Technical Specification Group Services and Systems Aspects; Network Architecture".

[2]
ITU-T Recommendation H.225.0 Annex G (1999), "Communication between administrative domains".

[3]
ITU-T Recommendation H.235 (2000), "Security and encryption for H-Series (H.323 and other H.245-based) multimedia terminals".

[4]
ITU-T Recommendation H.225.0 Version 3 (1999), "Call Signaling Protocols and Media Stream Packetization for Packet Based Multimedia Communication Systems".

[5]
ITU-T Recommendation H.323 Version 3 (1999), "Packet Based Multimedia Communication Systems".

[6]
ITU-T Recommendation H.235 Annex G

2.2. Abbreviations

2G

    Second generation

AuF

    Authentication Function

BE

Border Element

DAS

Directory Address Server

GK

Gatekeeper

GSM

Global System for Mobile telecommunications

GW

Gateway

HLF

Home Location Function

HLR

Home location register

IN

Intelligent Network

IWF

Interworking Function

LCS

Location Service

MT

Mobile Terminal

NPoA

Network Point of Attachment

PLMN

Public Land Mobile Network

PSTN

Public Switched Telephony Network

UMTS

Universal Mobile Telecommunication System

VLF

Visitor Location Function

VLR

Visitor Location Register

3. Definitions for global mobility

3.1. User mobility

The user mobility is defined as the ability for the user to maintain the same user identity when using different terminal types or access networks. In all systems (H.323, PLMN, PSTN), the user can be identified with many identities, for different purposes.

In H.323 systems, the user is so able to access all his services with any H.323 terminal.

3.2. Terminal mobility

The terminal mobility is defined  as the ability for a fixed or mobile H.323 endpoint to reach an H.323 mobile user and vice versa. Conversations should also be provided even if the mobile terminal moves from one place to another with different points of attachment. If needed, communications should also be continued among the H.323 mobile users.

3.3. Service mobility 

The service mobility is defined as the ability for the user to obtain a particular service independant of user and terminal mobility. In this situation, the foreign network must have the means to obtain the parameters required for the service.

It implies that the service mobility will enable users to have the same H.323 services keeping the same user identity or using the same terminal as the user moves from its own network to a foreign one. It also implies that the user will be able to use the same user identity or the same terminal after changing service providers.

Furthermore, the service mobility can be defined as the ability for a mobile user to keep using his services without interruption even if the user is moving with his terminal from one place to another with different points of attachment, or changing of terminal, or even moving from one system to another. The service delivery is qualified as “seamless”.

3.4. Service provider mobility

It is defined as the ability for a user to maintain the same user identity on different terminals or even terminal types after changing the service providers. It implies so that the user identity is portable. This type of mobility is is very closely related to the "portability" concept in PSTN and mobile networks.

4. Service requirements 

The application of the new definitions for global mobility implies several basic requirements :
· Identification and authentication of any mobile user enables a H.323 serving administrative domain to validate the user identity of the mobile user.

· Authentication of the serving administrative domain enables a served mobile user to verify the authenticity of the serving administrative domain.

· mobile user registration enables a mobile user to associate one or more of his user service roles with any H.323 terminal…

· mobile user call handling enables a mobile user to make and receive calls on the basis of the user identity at any suitable terminal…

5. Interworking between systems based on differents standards (eg. ANSI-41, GSM, UMTS...)

Considering the service requirements to support global mobility, and taking into account the current state of standards for other systems, there are many issues that need to be resolved :

· During identification, the user identity must be presented to the visited H.323 system in a compatible format; different id. formats are used in the other systems. In PSTN systems even, no user identity is used.

· During the authentication procedure, the foreign network or H.323 domain must interrogate the home network or domain on the user identity by exchanging authentication data that must be compatibles and transfered with security.

· During mobile user registration (it is assumed that the user profile is transferred to the visited network during this procedure), there is a need to adapt the user service roles primarly defined for the home system to the visited H.323 network. But these data are differently coded and formated in each system.

· The mobile user must access only services supported by the visited H.323 network and by the used H.323 terminal. It is necessary to define in the user profile transfer procedure a negociation phase between the visited H.323 network and the home foreign network. On the other side, there is a need to make other systems access the H.323 user data from other systems, when the H.323 user is registering in a foreign network.

This list of issues is not exhaustive and must be completed. Some detailed issues are detailed in the following items case by case.

5.1. PLMN systems (second generation)

5.1.1. H.323 domain as the visited network

The entities and interfaces used for global mobility management between a visited H.323 and home 2G PLMN are shown in figure 1.


Figure 1 : PLMN subscriber roaming into a H.323 domain

In the current situation, there are several issues to solve :

· The interface between the HLR (database storing the PLMN subscriber data) and the IWF must be used to transfer user data to the VLF. Actually, this interface is to be defined. 

· All data stored in the HLR can not be accessed from the VLF. Typically, with specific MAP services, external entities can access the user's location, state, and services data, but the whole information can only be accessed by PLMN entities such as the VLR or the MSC. A solution to access relevant user information in a compatible format must be studied.

· The protocol used to access user data is the MAP. The IWF entity must have a MAP interface. 

· different versions of the MAP protocol are implemented (e.g. MAP GSM, MAP IS-41), the IWF must support all MAP versions.

5.1.2. H.323 domain as the home network

The entities and interfaces used for global mobility management between a visited 2G PLMN network and home H.323 domain are shown in figure 2.


Figure 2 : H.323 susbscriber roaming in a PLMN network (second generation)

In the current situation, there are several issues to solve :

· The interface between the VLR (database storing a part of PLMN subscriber data in the visited network) and the IWF must be used to transfer user data from the HLF. If no interworking function is integrated from the side of the PLMN network, the MAP protocol must be supported. Actually, this interface is to be defined. 

· H.323 mobile user data stored in the HLF and the way to access them from the 2G PLMN network are to be defined. 

· different versions of the MAP protocol are implemented (e.g. MAP GSM, MAP IS-41), the IWF must support all MAP versions.
5.1.3. User Data 

The problem is that data related to user services are supposed to be used in PLMN Intelligent Network (CAMEL), but H.323 systems doesn't include an intelligent network to provide services to the user. The Gatekeeper is so unable to interpret correctly such these data and use it for service control. 

5.2. UMTS systems

5.2.1. H.323 domain as the visited network

The entities and interfaces used for global mobility management between a visited H.323 domain and home UMTS network are shown in figure 3.


Figure 3 : UMTS susbscriber roaming in a H.323 domain

In the current situation, there are several issues to solve :

· The interface between the UMTS “HLF” (database storing a copy of the UMTS subscriber data for mobility management in the packet-based network) VLF must be used to transfer user data. Actually, this interface is to be defined. 

· Data stored in the UMTS HLF and the way to access them from the visited H.323 domainare to be defined. 

5.2.2. H.323 domain as the home network

The entities and interfaces used for global mobility management between a visited UMTS network and home H.323 domain are shown in figure 4.


Figure 4 : H.323 susbscriber roaming in a UMTS network
In the current situation, there are several issues to solve :

· The interface between the CSCF (supposed to contain a VLR-like function) from the visited UMTS network and the HLF must be used to transfer user data. Actually, this interface is to be defined. 

· H.323 mobile user data stored in the HLF and the way to access them from the visited UMTS network are to be defined.

5.2.3.  User data

User data that would be stored in the UMTS HLF are not defined yet. By default, it is possible to say that all relevants user data would be accessibles for H.323 systems, but they might be defined and coded only for a CAMEL use purpose…

5.3. PSTN systems

5.3.1.  H.323 domain as the home network

The entities and interfaces used for global mobility management between a visited PSTN network and home H.323 domain are shown in figure 5.


Figure 5 : H.323 susbscriber roaming in a PSTN network
In the current situation, there are several issues to solve :

· The interface between the SCP from the visited PSTN network and the IWF must be used to transfer user data. Actually, this interface is to be defined. 

· H.323 mobile user data stored in the HLF and the way to access them from the visited PSTN network are to be defined.

5.3.2. H.323 domain as the visited network

The entities and interfaces used for global mobility management between a visited H.323 domain and home PSTN network are shown in figure 6.


Figure 6 : PSTN susbscriber roaming in a H.323 domain
The interface between a "virtual PSTN database" from the home PSTN network and the IWF must be used to transfer user data. Actually, this interface is to be defined. 

5.3.3. User data

Basically, PSTN network have not been designed to manage mobility, so A PSTN is should be designed with VLF-like or HLF-like entities to store user data. This issue is out of scope in this contribution. 

6. Proposal

6.1. Identification and numbering data

6.1.1. Primary user identity

This parameter is the user key identity in the network and the key parameter in messages. The most frequently used in network signalling is the IMSI (one per PLMN subscriber). 

It must be mapped  with user identities from other systems. It must permit the GK/VLF to identify the User home database.

The Primary user identity may stay the same when the user has changed his home service provider, or may be related to the home service provider. 

In the first case, another procedure between the GK and a DNS-like server (what can be called Directory Address Server or DAS) shall be designed, to make the GK/VLF know the address of the user home database, from his identity. The use of the IMSI is not really relevant, because the alias address can be used for the same purpose, and is much more carriable for the user (indeed, the IMSI is designed as a long number sequence stored on a SIM card). If it is considered that the user identifies himself to the network by entering manually his identity, the format of this identity shoul be so a carriable, easy-to-enter alias address (like user@domain, or a short number sequence). 

A foreign user would identify himself to the network with his IMSI or an alias address (that would be given to him when having subscribed to extension service in H.323 domain), the GK/VLF should also :

· notice that the user is a foreign subscriber and interrogate directly the DAS, which returns the home Database address,

or,

· address the IWF by default because the identity is not formated with the home database address; the IWF interrogates the DAS server, which returns the home Database address 

The figure 7 illustrates the two cases for the use of a DAS.


Figure 7 : procedure options for the use of a DAS
6.1.2. Callable user identity

Used for call delivery, this identity would be mapped with ISDN numbers from PSTN and PLMN networks. 

The Callable user identity consists on an optional access code followed by the E.164 address (10-digit code number of format {Number Plan Area}-NXX-XXXX).

In the global mobility context, the E.164 address should be decorrelated from the user geographic location, but from the user’service/access provider as well, in order to make this address usable wherever and whatever network or domain the user is registered in. 

6.1.3. Services data

Services data for a H.323 mobile user must be readables from foreign systems in the global mobility context. Their design should be for study. 

6.2. H.323 User profile

Adopting a structure to contain all H.323 user data is an efficient way to ensure that user data would be usable by other networks. The user profile may be defined as a structure containing all or a part of data related to the H.323 mobile user:

· data related to identication, naming, authentication : all user identities such as the Primary user id., the callable user id., the Temporary user id., and other identifiers when relevants, data used for authentication),

· data related to the user’s category : public or private user, or even professionnal or residential user, 

· data related to the user’s state : attached or detached to the visited network,

· data related to the user’s location (user or terminal NPoA, current GK/VLF address, HLF address, others related to equipments serving the user, as SGSN address, IWF address/number, HSS address/number, VLR number optional, SGSN number/address, GGSN address, etc…),

· data related to the user’s terminal : identity, type (IP phone, PSTN phone, Mobile Phone, Palm, PDA, PC, laptop…) 
· , Terminal address, capabilities (services supported…),

· data related to the user’s services : code (service identity in a compatible format), state (activated, deactivated, interrogated, erased...),  parameters (Forwarded-to-number, etc...),

· data related to the visited network or domain : nature (other multimedia system, PLMN, PSTN, etc...), capabilities (CAMEL Subscriber Environment support, set of services supported in the visited network or domain, QoS allowed for the mobile user, etc...).

This user profile is logically centralized. Physically, the profile can be stored in a centralized database (as the HLF) or in a distributed database ; the user profile may be so a set of sub-profiles contained in each foreign system where the user has subscribed service extension. Each of these sub-profiles would be used locally and would contain user data related only to the network or domain.

6.3. Mobility management procedures

The procedures are described in H.323 annex H. The H.225 annex G provides extensions to the H.225 protocol to support mobility management. However, it would be possible to extend annex G for global mobility management purpose, and rename it as a H.xxx recommandation. 

7. Conclusion

The global mobility management for H.323 mobile users is limited by data, protocols and interfaces that are not defined actually in current standards or incompatibles between H.323 systems and foreign systems. There is so a need to In this contribution, several issues that need to be solved are described. 

There are several issues needed to be resolved for global mobility management in H.323 systems . Some points of action to make enhancements on H.323 annex H to provide such this mobility to the H.323 mobile users :

· start a new H.xxx recommandation to design a protocol for global mobility providing. This document would contain in the first step the current version of H.225 annex G, and then receive extensions needed for the protocol design, 

· define extensions to H.323 architecture (interfaces to define, possible IN implementation) to support global mobility. This can be a part of the new recommandation or be an additional annex,

· give an accurate definition of the mobile H.323 user data needed for global mobility in the new recommandation, 

· continue the study on the option for using a Directory address server,

· continue the user profile definition (structure, detailed information, formats, access mechanisms), for a "local" use (intra and inter domain in H.323) in H.323 annex H, and for a general use in the new recommandation.
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