Proposed H.323v4 Corrections

During a post-approval review of the document, a number of potential errors were discovered in H.323 and H.225.0.  These errors should be clearly obvious and need correction before the documents are published.  Please review the contents.

Use of the Global Call Reference and Facility

The 4th paragraph of section 7.3 shall be modified as shown below:

The Call Signalling Channel may carry signalling for many concurrent calls, using the Call Reference Value to associate the message with the call. An entity indicates its ability to handle multiple concurrent calls on the same call signalling connection by setting the multipleCalls flag to TRUE in messages that it sends on the Call Signalling Channel. An entity may dynamically set the value of the multipleCalls field in order to indicate its present ability to support multiple connections along the Call Signalling Channel. If an endpoint wishes to change the value of multipleCalls at a time when no other H.225.0 messages are being exchanged across the Call Signalling Channel, it shall transmit the multipleCalls field via a Facility message with the CRV set to the Global Call Reference as shown in Figure 4-5/Q.931 and guid in the callIdentifier field set to all zeros.

Use of the neededFeatures Field

It was discussed that the neededFeatures field received in an ARQ that then results in an LRQ should be copied from the ARQ into the LRQ message.  In general, the neededFeatures requested in the ARQ should be supported by either the Gatekeeper (because it is a RAS feature or handled during call routing) or by an endpoint (discovered through LRQ/LCF or other means).  To clarify this point, H.323 section 7.9.3.2 shall be clarified as follows:

7.9.3.2 Processing by the responding entity

The responding entity (typically a Gatekeeper) looks at the features specified in the neededFeatures field of the request to determine if it can accept the request. It also looks in the neededFeatures, desiredFeatures and supportedFeatures fields to determine whether the features needed by it are supported by the requesting entity.

If the responding entity is a Gatekeeper that sends an LRQ in response to receiving an ARQ, the Gatekeeper shall copy any features that are not provided by the Gatekeeper into the LRQ. In trying to determine whether the necessary set of features are supported, the Gatekeeper shall examine the supported features of the endpoint to which the ARQ may resolve, either locally or in response to an LCF, and the features supported by the Gatekeeper.
If the responding entity determines that the necessary sets of features are supported by both entities, then the responding entity may acknowledge the request. The responding entity lists the set of features that it chooses to support in the supportedFeatures field of it reply. If the request is accepted, then all of the neededFeatures from the request must be included in the supportedFeatures field of the reply. The responding entity may also include desiredFeatures.

If the responding entity needs additional features to be supported by the requesting entity, it shall reject the request. If it wishes to declare which features must be supported for the request to be successful, this should be specified using the neededFeatures field of the reject message. The responding entity may also include any desiredFeatures and supportedFeatures in the reject message.

URQ Ambiguities:

As stated in the first paragraph, a URQ sent by the Gatekeeper shall be responded to with a UCF.  The second paragraph contradicts that statement.  Additionally, a URQ without any aliases shall be interpreted as unregistering the endpoint.

Section 7.2.2 shall be modified as shown below:

A Gatekeeper may cancel the registration of an endpoint by sending an Unregister Request (URQ) message to the endpoint. The endpoint shall respond with an Unregister Confirmation (UCF) message. The endpoint shall attempt to re-register with a Gatekeeper prior to initiating any calls. This may require the endpoint to register with a new Gatekeeper.

If the Gatekeeper sends a URQ message containing a list of alias addresses, the endpoint shall assume that only those alias addresses are unregistered. A URQ that contains no aliases shall indicate a request to unregister the endpoint.
Editorial Errors

In section 8.1.7.4, the hyphen between the words “referred-to” in the second paragraph should be removed.  It should simply be “referred to”.

Proposed H.225.0v4 Corrections

Clarification of New Fields in Facility

New fields were added to the Facility message to help carry information that may be lost due to the fact that it is illegal to send to Call Proceeding message.  Unfortunately, it is not noted that these fields did not exist prior to version 4.  A note is necessary to ensure interoperability.

The following definitions in section 7.4.1 shall be modified:

destinationInfo – Contains an EndpointType to allow the caller to determine whether the call involves a gateway or not.  This field is present in a Facility message when a routing gatekeeper received it in a Call Proceeding message from the called user and is forwarding the information to the calling user. This field did not exist in the Facility message prior to H.225.0 version 4.
h245SecurityMode – An H.323 entity that receives a Setup message with the h245SecurityCapability set responds with the corresponding, acceptable h245SecurityMode in the Call Proceeding, Alerting, Progress, or Connect.  This field is present in a Facility message when a routing gatekeeper received it in a Call Proceeding message from the called user and is forwarding the information to the calling user. This field did not exist in the Facility message prior to H.225.0 version 4.
Corrections to Annex H (ASN.1)

A number of rejection code fields were omitted in the H.225.0v4 document relating to “needed features”.  In addition, the “empty” CHOICE in the h323-message-body needs clarification.  Lastly, the data type of the “group” element of the CallsAvailable SEQUENCE is incorrect.

The specific changes are shown below:

CallsAvailable ::= SEQUENCE

{


calls

INTEGER (0..4294967295),


group

IA5String (SIZE (1..128)) OPTIONAL,


...

}

GatekeeperRejectReason ::= CHOICE

{


resourceUnavailable

NULL,


terminalExcluded

NULL,
-- permission failure, not a resource failure


invalidRevision

NULL,


undefinedReason

NULL,


...,


securityDenial

NULL,


genericDataReason

NULL,


neededFeatureNotSupported
NULL
}

RegistrationRejectReason ::= CHOICE

{


discoveryRequired

NULL,



invalidRevision

NULL,


invalidCallSignalAddress
NULL,


invalidRASAddress

NULL,
-- supplied address is invalid


duplicateAlias

SEQUENCE OF AliasAddress,







-- alias registered to another endpoint


invalidTerminalType

NULL,


undefinedReason

NULL,


transportNotSupported
NULL,
-- one or more of the transports


...,


transportQOSNotSupported
NULL,
-- endpoint QOS not supported


resourceUnavailable

NULL,
-- gatekeeper resources exhausted


invalidAlias


NULL,
-- alias not consistent with gatekeeper rules


securityDenial

NULL,


fullRegistrationRequired
NULL,
-- registration permission has expired


additiveRegistrationNotSupported NULL,


invalidTerminalAliases
SEQUENCE


{



terminalAlias

SEQUENCE OF AliasAddress OPTIONAL,



terminalAliasPattern
SEQUENCE OF AddressPattern OPTIONAL,



supportedPrefixes
SEQUENCE OF SupportedPrefix OPTIONAL,



...


},


genericDataReason

NULL,


neededFeatureNotSupported
NULL
}

AdmissionRejectReason ::= CHOICE

{


calledPartyNotRegistered
NULL,
-- cannot translate address


invalidPermission

NULL,
-- permission has expired


requestDenied


NULL,
-- no bandwidth available


undefinedReason

NULL,


callerNotRegistered

NULL,


routeCallToGatekeeper
NULL,


invalidEndpointIdentifier
NULL,


resourceUnavailable

NULL,


...,


securityDenial


NULL,


qosControlNotSupported

NULL,


incompleteAddress

NULL,


aliasesInconsistent

NULL,
-- multiple aliases in request identify distinct people


routeCallToSCN

SEQUENCE OF PartyNumber,


exceedsCallCapacity

NULL,
-- destination does not have the capacity for this call


collectDestination

NULL,


collectPIN


NULL,


genericDataReason

NULL,


neededFeatureNotSupported
NULL
}

LocationRejectReason ::= CHOICE

{


notRegistered


NULL,


invalidPermission

NULL,
-- exclusion by administrator or feature


requestDenied


NULL,
-- cannot find location


undefinedReason

NULL,


...,


securityDenial

NULL,


aliasesInconsistent

NULL,
-- multiple aliases in request identify distinct people


routeCalltoSCN

SEQUENCE OF PartyNumber,


resourceUnavailable

NULL,


genericDataReason

NULL,


neededFeatureNotSupported
NULL
}

ServiceControlResponse ::= SEQUENCE --(SCR)

{


requestSeqNum


RequestSeqNum,


result



CHOICE


{



started


NULL,



failed



NULL,



stopped


NULL,



notAvailable


NULL,



neededFeatureNotSupported
NULL,


...


} OPTIONAL,


nonStandardData

NonStandardParameter OPTIONAL,


tokens



SEQUENCE OF ClearToken OPTIONAL,


cryptoTokens


SEQUENCE OF CryptoH323Token OPTIONAL,


integrityCheckValue

ICV OPTIONAL,


featureSet


FeatureSet OPTIONAL,


genericData


SEQUENCE OF GenericData OPTIONAL,


...

}
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