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INTRODUCTION

This document is the output of the drafting group on the Functional Architecture for IN support of IP-networks.

The material is intended to be included in the CS4 baseline document to replace existing section 1.4.

1. Functional Entities to Support IN CS-4 interworking with H.323 systems

Introduction

Due to the unstable state of IP Telephony architecture standards in general and H.323 specifically. Also, recognising the efforts of some standardisation bodies, namely ETSI TIPHON, in providing such reference, we establish the referenced terms to be used in relation to the functional requirements for IN support of IP Telephony. These terms of reference shall be updated as needed, to maintain an internally consistent baseline document.

For a better understanding of the applicable H.323 network architecture, we introduce H.323 functional entities, which may be contained within H.323 entities as defined in the standard. This is an attempt to accommodate the new concept of a decomposed gateway, defined in H.248 (work under way), and the applicable network configurations supporting the two call models of H.323.

The functional names are chosen with the intent of minimising confusion. They do not intend to imply a specific implementation.

Relevant H.323-family and related protocols

H.248

H.248 (AKA H.GCP) describes a control model and protocol for an MGC to control an MG. An MGC-MG association reserves the behavior of a H.323 gateway. H.248 is currently being developed in SG16, in co-operation with IETF MEGACO. With the intention of providing a single, international standard for Media Gateway Control.

RAS (Reservation, Admission and Status)

The RAS signaling function uses H.225.0 messages to perform registration, admissions, bandwidth changes, status, and disengage procedures between endpoints and Gatekeepers. For details refer to (H.323) and (H.225.0).

H.323 Service Control Protocol {FFS}
This is work under study in SG16, intended to enhance service related information transfer to and from the gatekeeper, which is currently limited to RAS. This work is expected to be strongly influenced by the IN-IPT inter-working model and the joint work of SG16/SG11 in general.

Selected H.323 definitions (copied from H.323v2, decided)
H.323 Entity: Any H.323 component, including terminals, Gateways, Gatekeepers, MGCs and MGs.

call: Point-to-point multimedia communication between two H.323 endpoints. The call begins with the call set-up procedure and ends with the call termination procedure. The call consists of the collection of reliable and unreliable channels between the endpoints. A call may be directly between two endpoints, or may include other H.323 entities such as a Gatekeeper or MC. In case of interworking with some SCN endpoints via a Gateway, all the channels terminate at the Gateway where they are converted to the appropriate representation for the SCN end system. Typically, a call is between two users for the purpose of communication, but may include signaling-only calls. An endpoint may be capable of supporting multiple simultaneous calls.

call signaling channel: Reliable channel used to convey the call set-up and teardown messages (following Recommendation H.225.0) between two H.323 entities.

gatekeeper: The Gatekeeper (GK) is an H.323 entity on the network that provides address translation and controls access to the network for H.323 terminals, Gateways and MCUs. The Gatekeeper may also provide other services to the terminals, Gateways and MCUs such as bandwidth management and locating Gateways.

gateway: An H.323 Gateway (GW) is an endpoint on the network which provides for real‑time, two-way communications between H.323 Terminals on the packet based network and other ITU Terminals on a switched circuit network, or to another H.323 Gateway. Other ITU Terminals include those complying with Recommendations H.310 (H.320 on B-ISDN), H.320 (ISDN), H.321 (ATM), H.322 (GQOS-LAN), H.324 (GSTN), H.324M (Mobile), and V.70 (DSVD).

RAS channel: Unreliable channel used to convey the registration, admissions, bandwidth change, and status messages (following Recommendation H.225.0) between two H.323 entities.

terminal: An H.323 Terminal is an endpoint on the network which provides for real-time, two-way communications with another H.323 terminal, Gateway, or Multipoint Control Unit. This communication consists of control, indications, audio, moving color video pictures, and/or data between the two terminals. A terminal may provide speech only, speech and data, speech and video, or speech, data and video.

zone: A Zone (see Error! Reference source not found.) is the collection of all terminals (Tx), Gateways (GW), and Multipoint Control Units (MCU) managed by a single Gatekeeper (GK). A Zone includes at least one terminal, and may or may not include Gateways or MCUs. A Zone has one and only one Gatekeeper. A Zone may be independent of network topology and may be comprised of multiple network segments which are connected using routes (R) or other devices.
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Figure 1: H.323 Zone

Selected H.248 definitions  ( based on Draft H.248 text )
Media Gateway (MG): The media gateway converts media provided in one type of network to the format required in another type of network. For example, an MG could terminate bearer channels from a switched circuit network (i.e., DSOs) and media streams from a packet network (e.g., RTP streams in an IP network).  This gateway may be capable of processing audio, video and T.120 alone or in any combination, and will be capable of full duplex media translations.  The MG may also play audio/video messages and perform other IVR functions, or may perform media conferencing.

Media Gateway Controller (MGC): Controls the parts of the call state that pertain to connection control for media channels in a MG.

Composite gateway: A logical entity composed of a single MGC and one or more MGs that may be reside on different machines.  Together, they preserve the behavior of a gateway as defined in H.323 and H.246.
H.323 Call routing Models

The location of the different functional entities in physical entities depends on the routing model used. In H.323 two models exist, the so-called Gatekeeper-routed call (GRC) model, and the so-called Direct-routed call (DRC) model.

DRC:
The terminals or gateways exchange call control signalling (H.225, H.245) directly with each other. Interaction between terminal/gateway and Gatekeeper is only via RAS signalling

GRC:
In addition to RAS, The terminals or gateways exchange call control signalling via the Gatekeeper, which acts as a signalling proxy. The Gatekeeper may alter the signalling information.

H.323 Functional Entities

· SM (Service Manager): 
SM is a GK functional entity which is responsible for managing the IPT network services. On the IPT side it exposes the RAS interface, but one cannot assume that service interactions are only based on RAS flows. For example, the SM may initiate activities caused by “Back End Services”, or by call control signalling events (in case of collocated SM and CM).
This entity is responsible for passing service related information to and from IN service layer, namely the SCF, and managing the service control relationship. As such, the SM may contain a SSF-like or SCF-like functionality or subset thereof, to model the pre and post conditions that are required to interact with an SCF.

· CM (Call Manager) 
CM is a functional entity, responsible for handling call signaling on either network. The CM communicates with the SM using RAS. Extensions to or alternatives for RAS are under study in SG16. The CM may be located within the Gatekeeper, to support the Gatekeeper Routed Call (GRC) model, or within a gateway (or MGC) to support the Direct Routing Call (DRC) model.
To support ISUP signaling, the CM has to implement H.246 Annex C. In that case it appears to the IN side CCF as being another CCF. This functionality includes handling the management of the logical channels, H.245 control signalling.

· RM (Resource Manager) 
RM is a functional entity within an MGC which is responsible for controlling the MG, (using the H.248 Media Gateway Control Protocol which, is under development)

· MM (Media Manager) 
MM is the functional entity within a gateway or MG which is responsible for transforming SCN media (i.e. voice) to H.323 media (RTP/RTCP)

· BES (Back End Services)
This term is currently under study in TIPHON. This is in fact a place holder with the intention to model the inter-working of the GK with 3rd party applications such as Authentication, Authorization and accounting systems, however this whole issue is for further study.

Functional Model

The following figures show the functional model involving IN and H.323 interworking. As indicated above, possible groupings in MGC and GK for both GRC and DRC are depicted.  Decomposed gateways as well as monolithic examples are used. It should be noted that:

· These examples are by no means exhaustive. For instance, the GK may contain an MGC.

· The single GK as modeled in these figures can in fact represent several different physical instances in the network, for example with one GK in charge of the terminal or access network/zone, and another in charge of the interface to the Switched Circuit Network
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Figure 2: A DRC configuration
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Figure 3: A GRC configuration using a monolithic gateway
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Figure 4: A GRC configuration using MGC at the edge

Requirements for IN-Interaction with H.323 system 

Due to lack of contributions on this subject, we note that this is for further study.

2. Functional Entities to Support IN CS-4 interworking to support PINT based services
New Functional Entities for IN CS-4 

Following functional entities are required in such a scenario:

PINT Gateway Function

A PINT gateway accepts PINT requests from PINT clients. It processes the requests and returns  responses to the clients. Note that between a PINT gateway and a PINT client one or more PINT servers, e.g. acting as a proxy server or a redirect server, may be located. A proxy server makes requests to another PINT server on behalf of its clients; a redirect server returns to its clients addresses of other PINT servers to which requests can be redirected.
The gateway capability includes the ability to communicate with a so-called Executive System located outside the IP network domain which will actually perform the service call requested by a PINT Client.

In case the Executive System is an IN system, the PINT gateway delivers received PINT requests to the SCF. It provides the SCF with the necessary information to control service requests, identify users and authenticate data, and protect the IN from misuse or attacks from the IP-network. Furthermore, it hides the SCF/ SRF from entities in the IP-network domain and acts as a mediation device between the IP-network and the IN.

It also relays requests from an SCF to the IP-network domain to perform services (e.g. user notification).

Additionally, this function transfers data (e.g. fax data) between IP-networks and the IN. 

This function is situated at the edge of  the IP-network domain, where the Application Association with PINT Client/Server is subject of standardisation of the IETF PINT work group and where the Application Association with SCF in the IN domain is subject of standardisation of the ITU-T WP 4/11.

Necessary extensions to existing Functional Entities 

Specialised Resource Function (SRF)

This function has to be extended by capabilities to exchange data with gateway functions to IP-networks. Additionally, for some of the services it needs to support specialised resources with media transformation functions such as

- Text to fax

- Text to speech (already covered in Q.1224, 3.3.6.2 as TTS function)

Service Control Function (SCF): 

Extensions or impacts are for further study.

Service Data Function (SDF):

Extensions or impacts are for further study. 

Service Switching  Function (SSF): 

Extensions or impacts are for further study. Note that Click to Dial type of services can be supported based on IN CS-3 capabilities.

Call Control Function (CCF): 

Extensions or impacts are for further study.

Interfaces

The following interfaces are to be considered:

IF1: PINT Gateway-to-SCF interface: 
This interface will relay requests either from the IN or the IP-network. This interface is modelling the information relay, whether it requires standardisation is for further study.

The IETF PINT working group is developing a protocol set based on a modification of the Session Initiation and Session Description Protocols (SIP and SDP) /2/. The architectural configuration envisaged is that end users will make service requests. These requests will be marshalled and converted into SIP/ SDP messages by a dedicated PINT client that will be sent to an optional PINT Server. The PINT Server will further relay the service requests to the PINT Gateway. From the perspective of the IP-network requesting user, this PINT Gateway with it's connected Executive System is responsible for processing and executing their service feature request; any entities (such as the IN entities) are „hidden“ behind this PINT Gateway Function, and their operation is transparent to the IP-network users.

In addition, information exchange is also possible in the direction towards the PINT Client, e.g. for notification requests.

IF2: Service Control Gateway-to-SRF interface:
This interface may not require standardisation, as it will be a data stream to e.g. the SRF text conversion function.
Interface 2 is used to establish a data connection and to exchange data between the SRF and the PINT Gateway function (on request of the SCF). Whether standardisation of this interface is required in Q5/11 & Q22/11 is for further study.

IF4: SCF-SRF interface:
This interface will require enhancements with respect to IN CS-3.

This interface reflects an extension of the existing SCF-SRF relationship. It is used to request the SRF by the SCF to retrieve the appropriate data from the gateway function. This may require transfer of correlation information to address the PINT Gateway function and the appropriate data. In addition, the SCF instructs the SRF to transform the retrieved data into other formats and to transfer this data over the PSTN/ PLMN to the end user.

The following diagram illustrates the resulting functional architecture:
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Figure 5: Enhanced Functional Architecture for IN support of PINT based services
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Attachment
Attachment to section 2:  

Physical scenarios supporting PINT based services

From IETF documents (/1/ and /2/) there are a number of entities that can interact using the PINT IP protocol. These are a Proxy, a Redirect Server, a Registrar, an (end) User Agent Server, and, specific to PINT, a "pure" Client, a Gateway, and (potentially) a Notification Receiver. Of these entities, all are completely within the IP network, with the exception of the PINT Gateway, which exists at the edge of the IP network. Note, that the PINT Gateway is a PINT Server which has the ability to deliver a PINT request received from the IP network to a "Executive System" located in the PSTN and to deliver PINT responses received from the "Executive System" to the IP network respectively.

As described in /2/, the PINT Gateway terminates the message flows with the other IP network-based entities. It also communicates with the IN Service Control Function, presenting an abstraction of this to the IP network-based entities as a "Executive System". It transfers data objects (or "content") from the IP network along with requests, and returns responses to the IP network-based requesting PINT Clients. As such, it acts as a mediation device between the IP-network and the Intelligent Network; the PINT Gateway Function is required in all PINT service transactions.

There are a number of different configurations possible with this collection of entities, two of which are shown in Figure 1. The first configuration has a Client sending a request to an intervening Proxy that routes the request to an appropriate PINT Gateway. The second shows the simplest configuration possible, in which a PINT Client makes a request of a PINT Gateway (i.e. with no other entities involved on the IP-network). Note that, in this case, there is no prior PINT Server (e.g. Proxy, Redirect Server) within the IP-network; only a PINT Client.
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Figure 6: PINT Example Configurations

3. Functional Entities to Support IN CS-4 interworking with H.248 Service Control systems

This section is for future consideration, if required.

4. Functional Entities to Support IN CS-4 interworking with NAS based systems

This section is for future consideration, if required.

5. Functional Entities to Support IN CS-4 interworking with SIP Service Control systems

This section is for future consideration, if required.

6. Functional Entities to Support IN CS-4 Distributed service logic servers

The SCF to SA-GF interface (IF-8) is provided to allow access to distributed service logic via an IP based protocol.  As such, the “distributed service logic” may be resident within one Network Operators domain, or may be provided by a 3rd party such as a Service Provider.  Either way the SA-GF will provide the necessary firewall/security functions to protect both the IN network provider and the 3rd party service logic provider and any protocol mapping functionality deemed necessary.  This is represented in Case 1 of the figure below.

From an implementation point of view the SA-GF functionality may be co-located with the SCF in the IN domain and a peer entity providing the necessary firewall capability co-located with the Distributed Service Logic in the IP domain.  In this case IF8 would be absorbed by the SCF.  This is shown in Case 2 below:  
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Figure 7: SA-GF implementation cases

IF8: SCF to SA-GF interface: This interface reflects the requirements pertinent to the IF9 interface.  However, the possibility of physically or functionally co-locating these functional entities would remove this from standardisation.

IF9: SA-GF to distributed service logic platforms:  may require standardisation.   This interface is required to provide a gateway where exchange of information can take place between Service Logic platforms in separated domains using published APIs.

SA-GF:  The Service Application Gateway Function allows interworking between the Service Control layer in the Intelligent Network and the API based functions in the IP domain.  For IN CS-4 on the application level, the types of API based functionality may include, CORBA, JAVA, JAIN technologies or other API based platforms. Additionally this functionality may provide protocol mapping/service mediation.

GF:  The Gateway function will provide firewall/security functions necessary for the distributed service logic platform.

7. Functional Entities to Support IN CS-4 Signalling Transport functionality

The SCF to SC-GF interface (IF-3) is provided to allow access to Service Control functionality via an IP based network. The SC-GF will provide the necessary firewall/security functions to protect both the IN SS#7 signalling network and the IP based protocol network. The main functions of this gateway are to provide inter-technology firewall functionality and lower layer protocol adaptation. That is, mapping from an IP based lower layer protocol (e.g. UDP+/IP) to an SS#7 based lower layer protocol (e.g. SCCP/MTP).  The inter-technology firewall functionality may be intra-network or inter-network provider. In the case of Inter-network firewall functionality the availability of security functions in this entity is critical. This is represented in Case 1 of the figure below.

From an implementation point of view the SC-GF functionality may be co-located with the SCF in the IN domain, or an IP server in the IP domain. In this case IF3 would be incorporated into the SCF.  This is shown in Case 2 below:
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Figure 8: SC-GF implementation cases

IF3 SCF to SC-GF interface: This interface reflects the requirements pertinent to the TC Application Part interface (e.g. INAP) carried over an SCCP/MTP transport interface. However, the possibility of physically co-locating these functional entities would remove the exposure of this transport layer.

IF7 SC-GF to H.323 Gatekeeper: distributed service logic platforms: This interface reflects the requirements pertinent to the TC Application Part interface (e.g. INAP) carried over a TCP/IP or UDP+(SIGTRAN)/IP transport interface. However, the possibility of physically co-locating these functional entities would remove the exposure of this transport layer.

SC-GF:  The Service Application Gateway Function allows interoperability between the Service Control function in the Intelligent Network and the H.323 Gatekeeper in the IP domain.  For IN CS-3 the standard allowed the SSP to SCP INAP TC interface to be transported over TCP/IP or UDP/IP. These options depended on the services and guarantees provided by the IP network architecture that is used to transport the signalling. This case was not specified but not precluded in IN CS-1.

GF:  The basic Gateway function will provide firewall/security functions necessary for policing and screening of the transport, transaction capabilities and the application protocol.

Attachment
Attachment to section 7:  

Physical scenarios supporting Signalling Transport Gateways

The SCF-MGC/Gatekeeper interface appears different to existing IN interfaces, crossing domain boundaries.  It depicts the possible inter-connections between IN and IP based networks. The SCF-MGC/Gatekeeper interface spans two reference points IF3 and IF7 in a defined client server relationship. Where the MGC/Gatekeeper acts as the Client and the SCF acts as the Server, in the IF3/IF7 reference point.  Physically these protocol contexts may be realised using differing of similar equipment. In one context it may be cost effective to site the SC GF close to the SCF and in the other context it may be cost effective to site the SC GF closer to the Client end of the interface. The options are the following:

Option 1



Figure 9 MGC/Gatekeeper in the IP domain

This figure assumes that the SC GF is located at the boundary between domains.  It would therefore perform some sort of client/agent capability.  It is assumed that the SC-GF would contain some security or gateway control functionality and protocol adaptation functionality. In the IP domain, an INAP+/TC/TCP/IP protocol may be used, and in the other domain, INAP+/TC/SCCP/MTP may be used. This ensures the security of both domains.

Advantages:

This option has the advantage of independent network evolution, and network integrity. It may be the best scenario where the Service Control Gateway Function is provided by a third party; i.e the two inter-working operators contract a third operator to provide the interconnection. Standardisation could be reasonably swift, as the differing functions are not dependent on each other. This scenario enables independent procurement of entities.

Disadvantages:

This option may be more difficult to implement, and may be less cost effective in networks where both domains are controlled, or where there fall under a common ownership.

Option 2



Figure 10: Coincident SC-GF/SSF-GK

Here the SC GF is co-located with the SSF-GK hence the interface in the IP domain IF7 is obsolete. This provides maximum re-use of the SS7 network by putting the domain boundary in the SSF-MGC/Gatekeeper. This scenario would assume that the statement, ‘mapping between internal and external representation’ have no visibility since only one representation of the protocol is seen. The relative advantage of this option is clear, that there are fewer entities to procure and interfaces to maintain. This may be cost effective for an operator who interfaces at the MGC/Gatekeeper and has a limited IP network routing capability.

Option 3



Figure 11: Coincident Service Control Gateway function in the SCF

In this scenario, the SCF contains the necessary Gateway functionality.  This removes the need to standardise an interface between the SC GF and the SCF and it still allows the interface to make use of specifications that are evolving in INAP, hence the IF3 reference point is obsolete. This provides maximum re-use of the IP protocols and network. This scenario assumes that any screening is carried out in the SCF. The relative advantage of this option is clear, that there are fewer entities to procure and interfaces to maintain. This may be cost effective for an operator who interfaces at the SCP and has a limited SS7 network routing capability. This may be advantageous for small operators or Service Providers who own SCP equipment and find IP routing easier to procure. 

8. Functional Entities to Support IN CS-4 Benchmark Features

The functional model proposed is an extension of the IN CS-2 functional model (see Figure 1). It is intended to support IN CS-4 benchmark services, Internet based service customisation and termination of Voice over IP to reach users in the telephone domain as well as general IN management capabilities. 

Functional Entities

Following functional entities are required:

Service Control Gateway Function (SC GF)
The Service Control Gateway Function allows the inter-working between the service control layer in Intelligent Network and IP-networks. For IN CS4 on the service control level the relations between the IN and the following entities in the IP-network are supported:

· PINT Server 

· H.323 GateKeeper Function

· others are for further study

H.323 GateKeeper Function

A H.323 Gatekeeper function could be seen as a logical switch (CCF). Call control signalling (H.225, Q.931-like) and connection control signalling (H.245) for VoIP is transferred via the Gatekeeper, which makes network routing decisions.

A Gatekeeper can require SCF assistance for these routing decisions, e.g. for 1-800 numbers, number portability, user profile consultation, VPN support.

Function related to H.323 GateKeeper Function
The following definition is taken from ETSI TS 101 313: The gatekeeper is a functional entity that is responsible for the Registration, Administration, and Status (RAS) of H.323 terminals and gateways. The gatekeeper shall participate in zone management, call processing, and call signalling.

· General Functions
· The following functions need to be supported by this gateway function Data filtering/parsing/mapping

· Security/Authentication

· Real Time data collection (billing/parsing)Triggering  of services (in the IN domain or in the IP-network domain)

· Configuration/dimensioning

· Flow control

· Feature Interaction Management

Call/Bearer Control Gateway Function (C/B GF)
This gateway is equivalent to a composite function combining both the Media gateway and the Media gateway controller as defined in ETSI TS 101 313.

This gateway supports the following functions :

· access to a packet network through the PSTN, e.g. Internet dial-up access via a modem connection

· inter-working of  VoIP calls with PSTN calls

Connection of this gateway function to other entities in the IP-network and its internal tasks is for further study; work is progressing on this in ETSI TIPHON, IETF and SG16.

Management Gateway Function (M GF)
The gateway function is required for management purposes. Connection of this gateway function to entities in the IP-network and its internal tasks is for further study.

Necessary extensions to existing Functional Entities

Specialised Resource Function (SRF)

This function has to be extended by capabilities to exchange data with gateway functions to IP-networks. Additionally, for some of the services it needs to support specialised resources with media transformation functions such as

- Text to fax

- Text to speech (already covered in Q.1224, 3.3.6.2 as TTS function)

Service Control Function (SCF): 

Extensions or impacts are for further study.

Service Data Function (SDF):

For some services there may be a need for the SCF to access a database type of entity with service related information to be shared between the IN and the IP-network. (as for Internet dialup access, Internet call waiting, such as the association between a PSTN number and an IP-address, or the state of C/B GF resource, etc...).

Therefore, the following functionality needs to be added to the SDF description:

“SDF contains data pertaining to modem usage/available factor for Internet dial-up access.”

Service Switching Function (SSF): 

Extensions or impacts are for further study.

Call Control Function (CCF): 

Extensions or impacts are for further study.

Management Functions (SMF, SMAF, SCEF): 

Extensions or impacts are for further study.

Interfaces

The following interfaces are to be considered:

· IF3: Service Control Gateway-to-SCF interface: may require ITU-T standardization co-operatively between the IETF and the ITU-T, to reflect the requirements pertinent to the IF1 reference point,

This interface is used to trigger the SCF with service requests, to allow the SCF to instruct the collection of information necessary to execute the service (identity, charging and authenticity information), and to control the gateway during service execution.

SCF should be able to send service or modification requests to the IP-network via the SC GF.

For example, for the Internet Call Waiting service, the SCF needs to notify the Internet user of an incoming call. Then, IF3 should allow the SCF to request Internet services. 

This interface may require standardisation in the ITU-T.

· IF4: SCF-SRF interface: will require enhancements to the existing ITU-T standard for this reference point,

This interface reflects an extension of the existing SCF-SRF relationship. It is used to request the SRF by the SCF to retrieve the appropriate data from the gateway function. This may require transfer of correlation information to address the GF and the appropriate data. In addition, the SCF instructs the SRF to transform the retrieved data into other formats and to transfer this data over the PSTN/ PLMN to the end user.

· IF5: CCF-C/B GF interface: may require standardization but is not expected to be IN specific, work is progressing on this in ETSI TIPHON, IETF and SG16.

This interface is required for Voice over IP based services. Details on this interface are for further study.

· IF6: SDF - C/B GF interface: may require standardization. This interface is required to control Internet access (availability control, etc…) for Internet dial-up access.

There is a need for an interface between the service control in the IN and the call control for VoIP within the IP network to extend IN based services in the IP-network domain. This requires further study.

· IF7: (H.323 GKF)  SSF - SC GF interface: may require standardization. This interface is required to trigger and control value added services from a H.323 gatekeeper function in the IP network e.g. for multi media access from the Internet “dial-up” access.

There is a need for an interface between the service control in the IN and the call control in the GKF, e.g.; VoIP, within the IP network to extend IN based services in the IP-network domain. This requires further study.

· Management IF: from the SMF to the management gateway may require standardization based on the SG4 x reference point requirements.

The following diagram illustrates the resulting functional architecture:
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Figure 12: Enhanced Functional Architecture for IN support of IP-networks
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9. Example Information flows between IP-networks and the IN 

The following examples are agreed in Q5/11 to be added to the “function architecture for IN-IP Network inter-working, to outline requirements, to further discussion and to provoke further contribution on the open points. Example (section 9.2) is fairly stable; Example (section 9.3) requires clarification on a number of new proposed procedures; Example (section 9.4) requires clarification on a number of questions and is considered an initial description.

IN based service for Dial-up Internet Access 

The service considered is an IN based value added service to access to the Internet through the PSTN (dialup access). 

In this example several C/B GF are/may geographically distributed in the network and that a single number is used (e.g., an 800 freephone number) to access them. Dialing of this number triggers service logic in the SCP that routes the call to the appropriate C/B GF. This is based on the geographical location of the calling party and on the availability of dynamic (near real-time) information of C/B GF usage and available. 

In the following sections, several possible solutions to this problem are discussed with their consequences on functional interfaces.

Note that the same scenario could apply for the VoIP variant of C/B GF.

Solution 1:  Query to a database

This solution makes the following assumptions:

· a functional entity  A monitors the states of the various C/B GFs (e.g., modem usage/busy).

· a SCF-SDF type of interface exists between SCF and SDF which allows the SCF to query SDF about the states of the various C/B GFs (usage, etc.).
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Figure 13

Queries from the SCF to SDF in order to get the status of the C/B GFs could take place on either a periodic basis, or when a busy signal is encountered.

This solution requires an interface between a SCF and a SDF. 

Information flows in that case would be:

C/B GF
    SDF (A)

  SCF









        Update


Ack




look-up




        Data (e.g. Modem Nber)

Figure 14

The contents of the data in the information flows are for further study.

Solution 2: management solution

The SMF collects information from the C/B GF and stores it in an internal database  for providing the data for the IN based service dial-up for Internet access.
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Information Flow for Click-to-Dial (CTD) Service

The information flow for CTD (phone-to-phone) is shown in Figure 1. The detailed information between SC GF and SCF (IF3) can be deduced from the mapping of IETF-defined in the SIP Extended protocol for PINT. This flow chart applies to CTFB as well. This example represents stable requirements based on IN CS-2 though interworking is not defined for IN CS-3 operations.

A brief description of the information flow sequence is as follows:

1.  PC user requests for CTD service

2.  Server sends CTD request

3.  SCGF sends CTD service request to SCF

4.  SCF initiates call attempt to DN1 and requests DN1_answered event report

5,6.
Connection established between SSF/CCF and phone A using existing ISDN signalling

7. SSF/CCF reports to SCF phone A answered

8. SCF instructs SSF/CCF to connect phone A and SRF

9. SCF instructs SRF to play announcement

10. SCF initiates call attempt to DN2 and requests DN2_answered event report

11,19.
Connection established between SSF/CCF and phone B using existing ISDN signalling

13. SSF/CCF reports to SCF phone B answered

14. SCF instructs SSF/CCF to disconnect phone A and SRF and to merge phone A and phone B legs


[image: image13.wmf]PC

Sever

SCGF

SCF

Fig.1 Information Flow for Click-to-Dial (Phone-to-Phone) Service

SSF/CCF

Phone A

Phone B

(DN2)

(DN1)

CTD(DN1 DN2)

CTD(DN1 DN2)

ICA(DN1)+RRBE(O-Answer)

ServR(CTD DN1 DN2)

Setup

Connect

ERB(O-Answer)

CTR

PA

ICA(DN2)+RRBE(O-Answer)

DFC+MCS

Setup

Connect

Listen to

Annoucement

ERB(O-Answer)

1

2

3

4

5

6

7

8

9



10

11

12

13

14



1

2

3

4

5

6

7

8

9



10

11

12

13

14



IF in Internet domain

Existing IF in IN domain

New IF in IN domain

Updated IF in IN domain

LEGEND

Bearer Connection

ICA



InitiateCallAttempt

RRBE

RequestReportBCSMEvent

CTR

ConnectToResource

DFC

DisconnectForwardConnection

PA

  PlayAnnouncement

Existing IF in ISDN domain

Updated IF in ISDN domain

ERB

EventReportBCSM

MCS    

MergeCallSegment



ServR  

ServiceRequest



W_Server/

P_Client

PINT

 Server

HTTP

PINT

ffs

(SIP/SDP)


Note 1:
Notifications from the IN/ISDN domain to the PINT server may be useful; further contribution is invited

Note 2:
Support of conference services by these capabilities may be possible; further contribution is invited


Information Flow for Click-to-Fax  (CTF) Service

The information flow for CTF service in the IN domain is shown in Figure 2. IF2 between SC GF and SRF is used to transfer data. It can use any available data transport medium and does not need to be standardized. This flow chart also applies to “Voice Access to Content”.  A number of additional features are proposed in this example; these questions and this example requires further study

A brief description of the information flow sequence is as follows:

1. SCGF relays, from the IP domain, a CTF service request to SCF

2. SCF provides SCGF with SRF address and GCI and requests SCGF to send data to SRF

3. SCF initiates call attempt to DN2 and requests DN2-answered event report

4. SCGF relays, from the IP domain, data (No proposal has been agreed to standardized this procedure in the IN domain; re-use of existing ISDN capabilities may be possible; this re-use and protocol selection require further contribution)

5. SSF/CCF reports to SCF DN2 answered

6. SCF instructs to connect DN2 with SRF with GCI included for correlation and ResourceType setting to Text-to-Fax

7. SCF instructs SRF to send converted data to user and report the completion of data sending. GCI is included to identify the data to be converted.

8. SCGF requests the fax sending progress during the course of transfer

9. SCF relays the request to SRF

10. SRF sends back the progress status

11. SCF relays the status to SCGF

12. SRF reports to SCF the completion of fax sending

13. SCF instructs to disconnect the connection between DN2 and SRF.
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Information Flow for Internet Call Waiting (ICW) Service

To consider the Internet Call Waiting feature, the Internet access needs to be under the control of the IN: 

· The Intelligent Network should know that the called telephone number is busy with an Internet Access. Therefore, the information that an Internet session is in progress must be available to the IN.

One solution could be as follows:

· When a user connects to the for Internet dial-up the IN recognizes an IAP/ISP number or through some other means.
It happens either at the CCF/SSF level if the IAP/ISP number is specific or after an interrogation of the SDF if those numbers are not specific. (In the latter case the SMF is then responsible to update the data in the SDF.)

· DPs are then positioned in order to trigger the address (phone/IP) conversion when an incoming call for the Internet dial-up user is to be terminated.

The information flow for ICW is shown in Figure 3.  The service is triggered by an armed TDP at the Called Party T_Busy DP.

A brief description of the information flow sequence is as follows:

1. PC user (or ISP) sends registration request to register the IP_address to DN relationship, and the VoIP specific E.164 address to the DN relationship, as a result of dial-up access to Internet (ICW server to SCGF).

Note:
The Internet Point of Presence Server (PoP) need not necessarily be the same as the ICW Server.

2. SCGF relays the user registration information to SDF. The SDF stores the IP address relating to the ICW Server for the DN1, and the VoIP specific E.164 address to DN1 relationship. Therefore, mapping the data for later on translation (direct PC User IP-addressing to DN1 support is under study and requires further contribution).

3. The calling party (a telephone user) makes a call to the called party (PC user) with DN1. The Connection is setup using existing ISDN signalling.

4. SSF/CCF is triggered on at Called Party T_Busy and sends IDP (T_Busy) to SCP.

Note:
The SSF/CCF is located at the local exchange serving the DN1 line and a TDP is armed at T_Busy for the line registered for the Internet Call Waiting service.

5. SCF queries SDF for the IP relation, to obtain the IP address relating to the ICW Server of DN1.

6. SDF returns the IP address relating to the ICW Server of DN1.

7. SCF sends incoming call notification to SCGF

8. SCGF relays the notification to the ICW Server

9. The ICW Server relays the notification to PC user

10. The PC user chooses to accept the incoming call and send indication to the ICW Server

11. The ICW Server relays the Accept message to SCGF

12. The SCGF sends the Accept message to SCF

13. The SCF queries the SDF for an appropriate for the VoIP specific E.164 address relating to DN1.

Note:
This address is used to select the C/B GF to address the resource of the VoIP gateway to access VoIP to DN1. SEL is the C/B GF selection criterion parameter.

15. The SDF returns the selected VoIP specific E.164 address. The C/B GF is then addressed using DN3 and this directory number to reach DN1. The SCF instructs SSF/CCF to route the call to DN3 (the VoIP gateway); including the selected VoIP specific E.164 address.

16. The SSF/CCF initiates the connection setup to DN3 using ISDN signalling. The NNI/UNI setup message, including the selected VoIP specific E.164 address of the called party (PC user).

Note:
This connection set-up, as an option, may be translated at the C/B GF into an H.245 setup request, to be handled by a GateKeeper Function. Where used, the GateKeeper function controls the resource of the C/B GF and the Setup request to the PC User for Voice over IP. The H.245 Connection Complete message is then returned to the C/B GF.

17. The Connection completion message returned to SSF/CCF.

18. The Connection completion message returned to the originating exchange
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