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Introduction


The method of tunnelling of various protocols in a H.323 network has been an issue over the last few SG16 meetings. This contribution proposes a mechanism for negotiating the method of carrying and/or tunnelling protocols during the H.225 RAS phase. It is the intention that the solution is suitable to meet both short and long term needs of  H.323 networks.


Discussion


It is well established that there is need to ‘tunnel’ existing protocols through an H.323 network and that some of the information in these protocols may be required to be used by the various H.323 endpoint types: Gatekeepers, Gateway, Endpoints etc.





The need to support QSIG, ISUP and TCAP-based signalling has been presented to previous meetings.





However, a common method of describing the protocol to be signalled has not been established. This contribution will show how the support of various protocols may be signalled  by H.225 RAS messages.





The current method of Call Signalling in H.225.0 utilises Q.931 mechanisms, with additional H.323 information being carried in the U-U information element. To meet all requirements, both short-term and long-term, the following  two mechanisms should be supported :-





1) Tunnel complete protocols such as QSIG, ISUP or TCAP unchanged inside the U-U information element.  This is seen as a short term solution to solve specific network issues, since it does not require much change to existing products. The drawback is that elements from both Q.931 and the tunnelled protocol may carry the same information, leading to interworking problems if one of the elements is changed and the other is not. This method of tunnelling can also be seen as inefficient across the line because of this duplication of information.





2) Carry complete protocols such as QSIG, ISUP or TCAP as a substitute for Q.931. This removes the need to carry duplicated information in the same message. For efficiency reasons, certain networks would benefit from carrying the same protocol end-to-end, without having to undergo conversion into Q.931 messages. This is seen as more of a long-term solution, since it requires more of a significant change to H.323 networks. However, it is definitely a necessary option as H.323 moves into the NNI environment 


and starts to use NNI-type protocols such as ISUP and TCAP. 





The proposed procedure of determining which of the signalling methods, and which of the protocols are to be carried within that signalling method can be implemented in the H.225 RAS signalling. This gives the endpoints (GW, GK, etc) an opportunity to determine which is the preferred method and supported protocol(s). An addition to the EndpointType structure allows this information to be negotiated and the endpoints can make decisions based on the information BEFORE sending the H.225 Setup message. 





Typical Examples of H.225 RAS 


Protocol Capability Negotiation, Non-pre-granted ARQ 





In the example in Figure 1 below, for a direct routed call using a gatekeeper and two border elements, EP2’s EndpointType is carried in the AccessConfirmation (it is assumed that BEB  is aware of EP2’s capabilities, typically by means of a previous RRQ/RCF), the LCF and the ACF. This gives EP1 the opportunity to decide which protocol to use when sending the H225 Setup message. 
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                                  Figure 1 - Direct Routed call signalling using Annex G





Protocol Capability Negotiation, Pre-granted ARQ





Figure 2 shows another example, for a GK routed call, pre-granted ARQ, the endpoint types of EP1 and EP2 are known by GKA1 by means of the RRQ and the LCF messages. In this case, GKA1 can make a decision on which protocol to use in the H.225 Setup message.


�





Figure 2 - GK Routed call signalling, Pre-granted ARQ





In this example, it would also be possible for GKA1 to know the protocol capabilities of  GKA2 before the Setup is received. This could be done using a mechanism such as the H.225 Annex G AccessRequest/AccessConfirm (indefinite call option) using protocol capability indicators in the AccessConfirm message. 





Note that it would also be possible for the EP1-GKA1 and GKA2-EP2 interface to use different call signalling protocols, provided that EP1’s RCF and EP2’s RRQ carried the protocol negotiation information.


Pre-Granted ARQ :- Call Example 1





As a typical call example of the above case in Figure 2, the EPs/GKs have the following  capabilities :-


EP1 can send/receive ISUP tunnelled in Q.931 U-U.


GKA1 can send/receive ISUP tunnelled in Q.931 U-U.


GKA2 can send/receive Q.931 only.


EP2 can send/receive ISUP tunnelled in Q.931 U-U.





GKA1 receives the RRQ from EP1 and recognises that it may receive tunnelled ISUP messages. The RCF is returned to EP1 with an indication that GKA1 can also receive tunnelled ISUP messages. 


GKA2 receives the RRQ from EP2 and cannot recognise the information, since it cannot receive tunnelled messages. The RCF is returned to EP2 with an indication that only Q.931 is supported.


When the Setup is received (Q.931 with tunnelled ISUP) by GKA1, the LRQ is sent forward to GKA2. The LCF is returned by GKA2 with an indication that only Q.931 is supported. 


Thus GKA1 must interwork at this point (tunnelled ISUP to Q.931 using H.246 Annex C) and send the Setup to GKA2 using Q.931.


GKA2 will forward the Setup to EP2 using Q.931.





Pre-Granted ARQ :- Call Example 2





As a another potential call example of the above case in Figure 2, the EPs/GKs can all send/receive non-tunnelled (native) ISUP :-





GKA1 receives the RRQ from EP1 and recognises that it may receive ISUP messages. The RCF is returned to EP1 with an indication that GKA1 can also receive ISUP messages. Similarly, for GKA2 and EP2. 


When the Setup is received (ISUP) by GKA1, the LRQ is sent forward to GKA2. The LCF is returned by GKA2 with an indication that ISUP is supported.


Thus GKA1 can send the Setup directly to GKA2 as ISUP, no interwork is required. Similarly, GKA2 can send the Setup directly to EP2 as ISUP.





Thus a complete ISUP message is sent across an H.323 network, with no tunnelling of ISUP and no interworking to Q.931 required.


Proposal


This proposal suggests an addition to the EndpointType structure to indicate that the entity can send and receive different protocol(s), and whether the method of carriage of the protocol(s) is tunnelled inside the H.225 U-U Information Element or not.





ProtocolInformation ::= SEQUENCE


{


	protocolID			ProtocolIdentifier,


	protocolTunnel  		BOOLEAN,


						-- indicates whether protocol can be tunnelled


						-- inside h225 U-U information element


						-- default is “no” (0)


	priority			INTEGER(0..15) OPTIONAL


						-- Priority in case multiple protocols supported


}





ProtocolList ::= SEQUENCE 


{


	nonStandardData		 NonStandardParameter OPTIONAL,


      ...,


	signallingProtocol		SEQUENCE OF ProtocolInformation


-- as list of protocols to be carried can be


						-- identified here i.e.


						-- h225 is default but may explicitly be specified


						-- qSig


						-- ISUP etc  


}





EndpointType ::= SEQUENCE


{


	nonStandardData	NonStandardParameter OPTIONAL,


	vendor			VendorIdentifier OPTIONAL,


	gatekeeper		GatekeeperInfo OPTIONAL,


	gateway		GatewayInfo OPTIONAL,


	mcu			McuInfo OPTIONAL,	-- mc must be set as well


	terminal		TerminalInfo OPTIONAL,


	mc			BOOLEAN,		-- shall not be set by itself


	undefinedNode	BOOLEAN,	


	...,


	set			BIT STRING (SIZE(32)) OPTIONAL,


					-- shall not be used with mc, gatekeeper


					-- code points for the various SET devices


					-- are defined in the respective SET Annexes


	protocolSupport	ProtocolList OPTIONAL


					-- indicates the protocol(s) to be sent/received


					-- Default protocol is H225


}





Also required, for the pre-granted ARQ case, is an extension to the RCF message :-





RegistrationConfirm ::= SEQUENCE --(RCF)


{


	requestSeqNum		RequestSeqNum,


	protocolIdentifier		ProtocolIdentifier,


	nonStandardData		NonStandardParameter OPTIONAL,


	callSignalAddress		SEQUENCE OF TransportAddress,


	terminalAlias		           SEQUENCE OF AliasAddress OPTIONAL,


	gatekeeperIdentifier	           GatekeeperIdentifier  OPTIONAL,


	endpointIdentifier		EndpointIdentifier,


	...,	


	alternateGatekeeper	            SEQUENCE OF AlternateGK OPTIONAL,


	timeToLive			TimeToLive OPTIONAL,


	tokens				SEQUENCE OF ClearToken OPTIONAL,


	cryptoTokens		            SEQUENCE OF CryptoH323Token OPTIONAL,


	integrityCheckValue	            ICV OPTIONAL,


	willRespondToIRR		BOOLEAN,


	preGrantedARQ		SEQUENCE


	{


		makeCall					BOOLEAN,


		useGKCallSignalAddressToMakeCall	BOOLEAN,


		answerCall					BOOLEAN,


		useGKCallSignalAddressToAnswer	BOOLEAN,


		...,


		irrFrequencyInCall	 INTEGER (1..65535) OPTIONAL,	-- in seconds; not present if GK 


											-- does not want IRRs


		totalBandwidthRestriction	   BandWidth OPTIONAL,	 -- total limit for all concurrent calls


		useAnnexECallSignalling       BOOLEAN,


		protocolSupport	  	   ProtocolList OPTIONAL,


							-- indicates the protocol(s) to be sent/received


							-- Default protocol is H225


	} OPTIONAL,


	maintainConnection	BOOLEAN


}








At registration, an endpoint that can send and receive signalling protocol PDUs indicates the protocol(s) to be supported and whether the tunnelling method is supported for each protocol in the terminalType of the RRQ. In the ACF that a gatekeeper returns to an endpoint, the destinationType can indicate the destination’s ability to send and receive specific signalling protocol PDUs. In gatekeeper routed cases, the protocolSupport field in destinationType of the ACF can be used to indicate the gatekeeper’s ability to send and receive other signalling protocol PDUs. Since the EndpointType structure is imported by Annex G, this capability can also be represented through Annex G.





This method allows an endpoint to specify a list of up to 16 protocols that it wishes to be supported (H.225 is the default). A list may be built using priorities and the most appropriate method of signalling can be decided. The lowest number represents the highest priority.
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