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Introduction

The method of signalling transport of various protocols in a H.323 network has been an issue over the last few SG16 meetings. This contribution proposes a mechanism for negotiating the method of signalling transport during the H.225 RAS phase.

Discussion

As H.323 systems are beginning to move into a NNI environment, it has been recognised that different networks require different methods of call signalling transport. It has been recognised in various standards bodies (IETF Sigtran, Tiphon) that the existing call signalling transports (e.g. Annex E, TCP) are not sufficient in NNI environments. For example, many networks have specific requirements on reliability, redundancy and congestion management.



The IETF Sigtran WG has developed a protocol called Simple Control Transmission Protocol (SCTP) to deal with these limitations (Ref 1). Also developed are three adaptation layers for transporting Q.921-user (e.g. Q.931, QSIG), MTP2-user (i.e. MTP3) and MTP3-user (e.g. ISUP, SCCP) protocols over SCTP (Refs 

2, 3, 4). This work can be said to be in a stable state and is likely to be at Proposed Standards Track RFC status at the time of the next IETF in November. 



It is generally agreed (e.g. in Tiphon) that the method of signalling transport between a Signalling Gateway (SG) and Media Gateway Controller (MGC) will be based on SCTP. This contribution investigates methods to extend the use of SCTP across the H.323 network. This will allow MGC implementations the possibility of supporting one single signalling transport mechanism, thus saving implementation costs. Added benefits of this is the extra reliability, redundancy and congestion management functionality SCTP can give to the network.



SCTP’s signalling associations can be pre-configured (as is typical in a NNI network), or on a per-call basis. In H.225 terminology this is analogous to pre-granted and non-pre-granted ARQ scenarios. 



Typical Examples of H.225 RAS

Use of SCTP for Pre-granted ARQ 



In a typical H.323 network it is envisaged that Gatekeepers would have permanent reliable associations with built in redundancy to other Gatekeepers, similar to an SS7 network. In this case, the SCTP association would be set up and configured between each gatekeeper during the H.225 RAS phase, and calls would be pre-granted across this network, as illustrated in Figure 1 below :-
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Figure 1 - Use of SCTP in GK Routed call signalling, Pre-granted ARQ





In this example, the GK (NNI) network is statically built up using procedures such as the H.225 Annex G AccessRequest/AccessConfirm (indefinite call option) using SCTP capability indicators in the AccessConfirm message. Once communication has been established between GKs, the SCTP associations can be set up by GKA1 taking advantage of SCTP network functions such as multi-homing. 



Note that it would also be possible for the EP1-GKA1 and GKA2-EP2 interface to use SCTP provided that EP1’s RCF and EP2’s RRQ carried an indication that SCTP was possible to be used as signalling transport. 



Use of SCTP for Non-pre-granted ARQ  



To use SCTP in the non-pregranted ARQ case, the SCTP association would have to be set up on a per-call basis, since the endpoint has no knowledge of the call’s destination until after the ACF has been returned. This is illustrated in an example case in Figure 2 below :-
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Figure 2 - Use of SCTP in Direct Routed call signalling using Annex G



In this example, the capability of EP2 to use SCTP must be carried in the Access Confirm (it is assumed that BEB  is aware of EP2’s capabilities, typically by means of a previous RRQ/RCF), the LCF and the ACF. EP1 is the endpoint who initiates the SCTP association. Note that the SCTP Data (i.e. the Setup) can be sent in the same message as the SCTP Cookie, thus minimising the number of signals sent across the network.



Transport of H.225 Call Signalling using SCTP



The actual transport of H.225 Call Signalling can use one of two methods. Firstly, a Sigtran “H.225 Adaptation Module” could be developed by the IETF dealing with specific H.323 issues. Secondly, since  H.225 Call Signalling is based on Q.931, it is theoretically a Q.921-user, and can use the Sigtran Q.921-user adaptation module. However, this would require further investigation since there is no physical interface to support in H.225, and this adaptation module may not be suitable.



Current Use of Annex E in H.225 RAS



It is noted that there are currently two structures in H.225.0 Version 3 which overlap with this proposal (supportsAnnexECallSignalling and useAnnexECallSignalling). These structures are carried in the RRQ, RCF, ACF and LCF, implying that they only have relevance within one GK domain. This contribution proposes a more flexible solution, encompassing inter-domain scenarios (inclusion in Annex G). Whether the existing AnnexECallSignalling structures are extended, replaced or not used in conjunction with this proposal is matter for discussion.   

Proposal

The proposed procedure of determining which of the signalling transport methods (Annex E or SCTP) can be implemented in the H.225 RAS signalling. This gives the endpoints (GW, GK, etc) an opportunity to determine which is the preferred signalling transport method for the particular network/call scenario. 



This proposal suggests an addition to the EndpointType structure to indicate which methods of signalling transports are supported.



CallSignallingTransport ::= CHOICE 

{

	TCP	     	BOOLEAN,       

	AnnexE	BOOLEAN,

	SCTP 		BOOLEAN

}



EndpointType ::= SEQUENCE

{

	nonStandardData	NonStandardParameter OPTIONAL,

	vendor			VendorIdentifier OPTIONAL,

	gatekeeper		GatekeeperInfo OPTIONAL,

	gateway		GatewayInfo OPTIONAL,

	mcu			McuInfo OPTIONAL,	-- mc must be set as well

	terminal		TerminalInfo OPTIONAL,

	mc			BOOLEAN,		-- shall not be set by itself

	undefinedNode	BOOLEAN,	

	...,

	set			BIT STRING (SIZE(32)) OPTIONAL,

					-- shall not be used with mc, gatekeeper

					-- code points for the various SET devices

					-- are defined in the respective SET Annexes

	transportSupport	CallSignallingTransport OPTIONAL

					-- indicates the signalling transport methods 

					-- which are supported. Default is Annex E.

}



Also required, for the pre-granted ARQ case, is an extension to the RCF message :-



RegistrationConfirm ::= SEQUENCE --(RCF)

{

	requestSeqNum		RequestSeqNum,

	protocolIdentifier		ProtocolIdentifier,

	nonStandardData		NonStandardParameter OPTIONAL,

	callSignalAddress		SEQUENCE OF TransportAddress,

	terminalAlias		           SEQUENCE OF AliasAddress OPTIONAL,

	gatekeeperIdentifier	           GatekeeperIdentifier  OPTIONAL,

	endpointIdentifier		EndpointIdentifier,

	...,	

	alternateGatekeeper	            SEQUENCE OF AlternateGK OPTIONAL,

	timeToLive			TimeToLive OPTIONAL,

	tokens				SEQUENCE OF ClearToken OPTIONAL,

	cryptoTokens		            SEQUENCE OF CryptoH323Token OPTIONAL,

	integrityCheckValue	            ICV OPTIONAL,

	willRespondToIRR		BOOLEAN,

	preGrantedARQ		SEQUENCE

	{

		makeCall					BOOLEAN,

		useGKCallSignalAddressToMakeCall	BOOLEAN,

		answerCall					BOOLEAN,

		useGKCallSignalAddressToAnswer	BOOLEAN,

		...,

		irrFrequencyInCall	 INTEGER (1..65535) OPTIONAL,	-- in seconds; not present if GK 

											-- does not want IRRs

		totalBandwidthRestriction	   BandWidth OPTIONAL,	 	-- total limit for all concurrent calls

		useAnnexECallSignalling       BOOLEAN                	-- (NOTE : SEE SECTION 2.3)  

         		transportSupport	      	   CallSignallingTransport OPTIONAL,

							-- indicates the signalling transport methods 

							-- which are supported. Default is Annex E.

	} OPTIONAL,

	maintainConnection	BOOLEAN

}





At registration, an endpoint that can send and receive signalling protocol PDUs indicates the methods of signalling transport  to be supported in the terminalType of the RRQ. In the ACF that a gatekeeper returns to an endpoint, the destinationType can indicate the destination’s ability to support specific signalling transport methods. In gatekeeper routed cases, the protocolSupport field in destinationType of the ACF can be used to indicate the gatekeeper’s ability to support specific signalling transport methods. Since the EndpointType structure is imported by Annex G, this capability can also be represented through Annex G.



(Note a companion contribution, APC-1728 “Negotiation of Protocol Capabilities in H.225 RAS” which also proposes a change to the EndpointType/preGrantedARQ structures. This proposes that the EndpointType/preGrantedARQ structures would carry a set of protocols. Since it would be required that each protocol could have a different Call Signalling Transport method, the proposed TransportSupport field must be included in the APC-1728 proposed ProtocolInformation structure rather than the EndpointType/preGrantedARQ structures).



It is also proposed that to facilitate this method of signalling transport negotiation SG16 also mandate a method of carrying the H.225 Call Signalling protocol over SCTP. It is suggested that SG16 work with IETF Sigtran WG to either produce a H.225 adaptation module, or investigate the possibility of using the existing Q.921-user adaptation module.
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