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This contribution proposes the scenarios for services for managing mobility of H.323 entities. In this contribution, the scenarios are applicable to the All-H.323 case (e.g. H.323 to H.323 calls), and these scenarios use the principles as follows:

1. To make it possible, but optional, depending on the network operator configuration,  to have one GK per VLF. Hence in this situation, it is the GK @ and not the VLF @) that is stored in the HLF. This avoids useless interrogation of the visited network in case of terminating call (the HLF can provide directly the GK@).

2. The BE is not mandatory in network to network dialog. The BE (and clearing house) are useful when its is hard to deduce the HLF @ from the called party alias (when the called party is named by its E164 @). In this case the BE (or clearing house) provides (through BE to BE dialog, see H225.0 Annex G) translation between called E164 @ and @ of the HLF of the called party. When the called party is known by a URL/E_Mail like alias, then the GK of the calling party can extract the domain of the HLF from this alias and through DNS get the @ of the HLF of the called party. 
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NOTE: Non Mandatory interactions are depicted by dotted arrows (           ) in the figure.

7.1 GateKeeper Discovery

7.2 Registration

Note: The current version of this document does not deal yet with  security issues (e.g. how to authenticate the user’s message).

7.2.1 Intra-domain Registration
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Figure 1: A Location Update procedure inside one Administrative Domain.
Figure 1 illustrates a successful case when the location information of a User must be updated in the HLF and VLF functionalities and the User is (and was before changing location) located in his/her “Home Domain.

To optimize the case where there is one GK per VLF, the GK @ can be stored in the HLF in order to avoid useless interrogation of the visited network in case of terminating call (the HLF can provide directly the GK@).

For this purpose, Location Update Request message optionally carries GKId + TSAP when updating the location information of the user.

(a) H.323 MT moves from old zone to the new zone within an administrative domain, H.323 MT re-registers with the new Gk using RRQ message. 
(b) The visiting gatekeeper has no information about the entry of this H.323 MT, the visiting gatekeeper warns its VLF (new) using Location Update Request message. This message contains the information as follows:

° UserId, HLFId (retrieved from RRQ), 

° and, GkId+TSAP,

(c) The VLF (new) has no information about this entry in its local data, it needs to update the mobile’s location to the HLF using Location Update Request message, two possible cases as follows:

° case of one VLF controlling several GK, the Location Update Request message contains UserId, HLFId, and VLF address 

° case of one VLF per GK, Location Update Request message includes furthermore GkId+TSAP, 

The HLF stores the mobile entity’s new location at the visiting VLF/GK and examines the mobile entity’s information.

(d) The HLF sends the Location Update Confirmation message with User Identity, subcription data to the VLF new, 

(e) And, the Location Update Indication message to the old VLF,

(f) Upon receiving the confirmation message with UserId and Subscription Data from the HLF, the new VLF forwards Location Update Confirmation message with User Identity, subcription data to the new GK,

(g) The old VLF removes the location information about the user, and forwards Location Update Indication message to the old GK. Both old VLF and old GK should remove any stored information about this user.

(h) The new GK confirms the registration to the H.323 MT.

7.2.2 Inter-domain Registration

The BEs (and clearing house) are useful when its is hard to deduce the HLF @ from the called party alias (when the called party is named by its E164 @). In this case, the BE (or clearing house) provides (through BE to BE dialog, see H225.0 Annex G) translation between called E164 @ and @ of the HLF of the called party. 

In the case of an inter-domain registration, the HLFId being given by the endpoint, no interaction with BEs is needed to get the HLF @ (standard tools such as DNS nevertheless may be used to transform the HLFId into an HLF @).
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Figure 2: A Location Update procedure with two Administrative Domains involved.

As BEs are not needed in this case, the Location Update procedure with two Adminstrative Domains  implies the same set of messages exchange as the Location Update procedure within a single Adminstrative Domain.

7.3 Call Establishment Scenarios

This section describes call delivery.

7.3.1 Intra-domain Call Establishment Scenarios
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Figure 3: Call Establishment to a Mobile User inside one Administrative Domain.

Figure 3 illustrates a successful call establishment procedure to a mobile User in a case when both Users are located in the “Home Domain” of the called User (User #2).

In case of one VLF per Gatekeeper, LRQ and LCF are not used between HLF and VLF#2  if, at registration, VLF#2 has already given to HLF the gatekeeper address of the user #2.

(a) The endpoint #1 (calling endpoint) sends an ARQ message to the GK #1. 
(b) The GK #1 sends an LRQ to locate called endpoint #2.

(c) Upon receiving LRQ message, VLF #1 sends LRQ to HLF.

If, at the registration, VLF#2 has already registered the GK @ of the user #2 to the HLF, the HLF doesn’t need to initiate LRQ/LCF exchange with VLF #2, the events (d) and (e) are not mandatory.

(d) The HLF knows the location of user #2 under VLF #2,  HLF sends LRQ message to VLF #2. 

(e) VLF #2 confirms using LCF with GKId +TSAP of the GK #2.

(f) HLF sends LCF message with GKId +TSAP of the GK #2 to VLF #1.

(g) VLF #1 backwards LCF to the GK #1 with the same parameters.

(h) The GK #1 confirms the Admission Request of the endpoint #2 using ACF message containing Transport Address.

(i) The endpoint #1 then sends the Setup message to the serving GK.

(j) The GK #1 sends the Setup message to the Call Signalling Channel Transport Address of GK #2 received in LCF message.

(k) GK #2 sends a Setup message to endpoint #2.

7.3.2 Inter-domain Call Establishement Scenarios

7.3.2.1 Call Establishment with two Administrative Domains

This section illustrates the call establishment to a mobile User in a case when the called User (User #2) is located in his/her “Home Domain” which is not the same Administrative Domain in which calling User #1 is.  

The BEs (and clearing house) are useful when its is hard to deduce the HLF @ from the called party alias (when the called party is named by its E164 @). In this case, the BE (or clearing house) provides (through BE to BE dialog, see H225 annex G) translation between called E164 @ and @ of the HLF of the called party.
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Figure 4: Call Establishment to a Mobile User with two Administrative Domains involved.

When the called party is known by a URL/e_mail like alias, then the GK of the calling party can extract the domain of the HLF from this alias and through DNS get the @ of the HLF of the called party. The BE is not mandatory in network to network dialog.

The following scenario illustrates in case where the called party is known by a URL/e_mail like alias, the BE is Not Mandatory, the VLF may directly dialog with the HLF of the subscriber as shown in the figure below.
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Figure 5: Call Establishment to a Mobile User with two Administrative Domains involved and BEs are Not Mandatory.

7.3.2.2 Call Establishment with 3 Administrative Domains
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Figure 7: Call Establishment to a Mobile User with three Administrative Domains involved and BEs are used.

(1) No interrogation of the VLF #2 in the network currently visited by called user #2 when the VLF #2 has given serving GK #2 @ during the registration procedure.

HLF #2 can directly contact VLF #2 because it has got VLF #2 during the registration procedure.

When the called party is known by URL/e_mail like alias, the BEs are Not Mandatory, the VLF may directly dialog with the HLF of the subscriber as shown in the figure 8
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Figure 8: Call Establishment to a Mobile User with three Administrative Domains involved without BEs.
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The Call establishment procedure continues as normally in H.323.
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The Call establishment procedure continues as normally in H.323.
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The Call establishment procedure continues as normally in H.323.
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The Call establishment procedure continues as normally in H.323.







HLF #2 knows that User #2







is located under VLF #2.















BE #1 knows that BE #2 can solve







User #2's location, because BE #2







has advertised that it knows User #2's







location. Also multiple BEs could be







involved, such as a clearing house







type of BE.












_1016358009.doc


endpoint #1







User #1







gatekeeper #1







VLF #1







HLF







VLF #2







gatekeeper #2







endpoint #2







User #2







ARQ







User #2 aliasAddress







LRQ







User #2 aliasAddress







LRQ







User #2 aliasAddress







LRQ







User #2 aliasAddress







LCF







User #2 aliasAddress,







gatekeeper #2 (GK Id + TSAP)







LCF







User #2 aliasAddress,







gatekeeper #2 (GK Id + TSAP)







LCF







User #2 aliasAddress,







gatekeeper #2 (GK Id + TSAP)







ACF







Setup







Setup







Setup







The Call establishment procedure continues as normally in H.323.
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