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1. Introduction

This draft output document contains requirements and protocols for IMT-2000 Mobility Management that have been proposed, studied and agreed to by members of JQG4 during the March, 1999 SG-11 meeting in Geneva, WP3/11 meetings in Cheju, Korea (June ’99) and Ottawa, Canada (September ’99) and during the November 1999 SG 11 meeting in Geneva. As a convenience, it is referred to as “J4doc”.

It is a “living” document which provides continuity between successive JQG4 meetings. Additionally, it identifies areas where further work is needed and captures open issues. The intention is that this will galvanize JQG4 participants to submit contributions, with the aim of successfully completing JQG4’s task in a timely fashion.

This draft output document is intended as the conduit by which output information from JQG4 is conveyed to the relevant Questions working on IMT-2000 Mobility Management requirements and the Mobility Management Protocol (MMP), for consideration in the creation of their Recommendations.

2. Scope

The scope of this document is represented by the following sections :

1 Introduction

2 Scope

3 References

4 Abbreviations, Acronyms and Definitions

5 FEs and Functional Relationships

6 Mobility Management Interfaces

7 IMT-2000 CS-1 Service Drivers

8 State Models

9 Mobility Management Protocol (MMP)

9.1 Rationale for a New Protocol for MM

9.2 MMP Protocol stack
9.3 Location Management

9.4 Authentication

9.5 Call Routing

9.6 Supplementary Services

10 
11 MMP for the MT-CN Interface

10.1 Location Management
10.2 Authentication

10.3 Call Routing

10.4 Supplementary Services
12 MMP for the UIM-CN Interface

11.1 Location Management

11.2 Authentication

11.3 Call Routing

11.4 Supplementary Services
13 Packet Aspects

3. References

Reference documents pertaining to the material in this document include :

a. ITU-T RECOMMENDATION Q.1701:

“FRAMEWORK FOR IMT‑2000 NETWORKS”

b. ITU-T RECOMMENDATION Q.1711:

“NETWORK FUNCTIONAL MODEL FOR IMT-2000”

c. ITU-T Draft RECOMMENDATION Q.1721:

“Information Flows for IMT-2000”

d. ITU-T Draft RECOMMENDATION Q.1731.2:

“Functional Specifications and Requirements

for IMT-2000 Layer 2 Radio Interface”
e. ITU-T Draft RECOMMENDATION Q.1741:

”IMT-2000 Functionality and Signalling requirements for UIM”

f. ITU-T Draft RECOMMENDATION Q.1751:

“IMT-2000 Network Signaling Requirements”

4. Abbreviations, Acronyms and Definitions

Abbreviations, acronyms and definitions used in this document include :

Editor’s Note: to be done

5. FEs and Functional Relationships

FEs and Functional Relationships that apply to Mobility Management are identified (highlighted in bold) using Figure 5.1a/Q.1711 and Figure 5.1b/Q.1711 (from Q.1711), as indicated below:


[image: image8.wmf]P

S

G

C

F

A

M

F

U

I

M

F

S

R

F

S

C

F

S

A

C

F

L

M

F

v

P

S

C

F

C

C

F

'

/

S

S

F

S

C

F

S

R

F

S

A

C

F

S

D

F

C

C

F

'

/

S

S

F

C

n

C

F

N

4

N

1

N

5

N

1

5

N

1

2

N

2

N

7

N

1

4

N

1

0

N

3

N

8

N

1

3

N

1

6

N

1

9

N

1

8

N

1

7

N

6

L

M

F

v

L

M

F

h

S

C

F

S

D

F

S

C

F

C

C

F

'

/

S

S

F

C

n

C

F

F

a

m

i

l

y

M

e

m

b

e

r

A

N

N

I

F

a

m

i

l

y

M

e

m

b

e

r

B

L

M

F

h

N

2

0

N

9

N

1

1

 

FIGURE 5-1a/Q.1711

The IMT-2000 Functional Model

Alternative 1: Integrated Call Control and Connection Control FEs
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FIGURE 5-1b/Q.1711

The IMT-2000 Functional Model

Alternative 2: Separated Call Control and Connection Control FEs

6. Mobility Management Interfaces

CN ( CN 

CN ( CN Mobility Management Interfaces, as extracted from Q.1751 (see next page for Figure 5-X/Q.1751: NNI Functional Interface Model), include:

· The N1 interface (LMFV - LMFV)

· The N2 interface (LMFh - LMFV)

· The N3 interface (LMFh - SCF)

· The N4 interface (LMFh - SACF)

· The N5 interface (LMFh - CCF’/SSF)

· The N6 interface (LMFh - PSCF)

· The N7 interface (PSGCF - PSCF)

· The N8 interface (AMF - SCF)

· The N21 interface (LMFv – SCF)


MT ( CN

MT ( CN Mobility Management Interfaces include:

Editor’s Note: DETAILS to be added

UIM ( CN

UIM ( CN Mobility Management Interfaces between the include:

Editor’s Note: DETAILS to be added
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Figure 5-X/Q.1751: NNI Functional Interface Model

7. IMT-2000 CS-1 Service Drivers

Services drivers provide a means to identify mobility events and then Detection Points (DPs) in the relevant MM State Models (for example in the SM for the LMF). The DPs can also be used for other services as well, as they get conceived. For IMT-2000 CS-1, the following service drivers have been identified :

7.1. Service drivers description

The following IN service drivers are detailed further in this document, and are used as example of IN services based on mobility events.

1. credit check : the subscriber may be refused registration when roaming if he has no more credit. In a similar way, he may be notified when his account has reached a pre-determined threshold. Eventually, he may be authorised to register only for a restricted set of services if a certain threshold has been reached.

2. Authentication location control: the subscriber may be refused registration if a fraud has been detected. Consistency between successive registration location is checked : for instance, the subscriber has registered in Berlin, and 15 minutes later in Chicago. Authentication location check helps detecting such fraud;

3. UPT : IMT-2000 is required to support UPT. It is assumed here that a UPT user is allowed to register on a mobile terminal from that terminal :UPT registration is based on a IMT-2000 number, i.e. a mobile subscriber must be registered on the terminal before a UPT user starts registering himself. For efficient routing, the UPT SCF needs to be notified when the terminal is switched offor on in order to route the call to the appropriate destination (e.g. to the UPT voice mail when the terminal is off). In a similar manner, the UPT service may include service restrictions when the mobile terminal is roaming : the UPT SCF must be notified when the terminal registers in a visited network in order to check roaming authorisation for the UPT user and to apply specific charging for both incoming and outgoing calls.

4. Local advertising : when the mobile subscriber registers, some advertising may be displayed in order to give him some local information, e.g. weather forecast. It depends on the service elements the user has subscribed to.

5. Dynamic filtering based on user location : when in roaming, the subscriber may wish to filter incoming calls, if split charging is used. Dynamic filtering is activated when the user registers in a foreign visited network (roaming user) and as long as the terminal is on.

7.2. Mobility events for IN service features

This section is dedicated to the description of mobility events needed for the above services. It does not refer to any LMF or AMF modelling.

7.2.1. Credit check

For credit check, the following mobility events are considered :

· Registration : the subscriber credit is checked when the user is roaming and registration or specific services may be denied if the user account is in arrears.

· Terminal attach : each time the user switches on his terminal, the same service is invoked. Service restriction may apply at this stage too : attachment may be denied and registration cancelled.

· Re-registration : this case is similar to the terminal attach. 

On each of these events, the user may alternatively be notified (e.g. using SMS) of the credit used or of his credit left, i.e. registration is not denied.

7.2.2. Authentication location control 

Authentication location can be controlled before authentication is processed. Therefore, it is based on the initiation of authentication. 

7.2.3. UPT 

The easiest way to implement UPT support in IMT-2000 is to consider a IMT-2000 network as any other UPT-supporting network, i.e. the UPT user location is stored as the IMT-2000 subscriber directory number. The call is then simply routed to the IMT-2000 network.

However, IMT-2000 is based on terminal mobility and mobility events may need to be notified to the UPT SCF in order to improve call routing and user restrictions.

The following events should be notified :

· Registration : the location is taken into account to check if the UPT user is allowed to receive and place calls when he is roaming.

· Deregistration allows to remove the restrictions placed when registration occurred.

· Terminal attach and location update are used for the same purpose as registration.

· Detach is used to directly forward the call to the appropriate destination, e.g. voice mail, when the terminal is off.

· Service profile transfer : when the mobile user enters a new visited network, his profile is transferred to the visited LMF (LMFv). Some UPT service elements may be transferred to the LMFv from the UPT SCF (for instance indicates that the UPT user has subscribed to CLIP or not).

7.2.4. Local advertising 

Local advertising can be sent via the short message service when :

· the user registers

· the terminal is attached after location update.

7.2.5. Filtering

The following events must be taken into account in order to activate or deactivate :

· registration, terminal attach or location update

· detach, deregistration.

7.3. Service drivers list per DP

Editor’s note : the Detection Points (DP) are defined in the state models, in section 8.

7.3.1. Service drivers for the LMFv state model

The following table provides a list of possible service drivers for the LMFv state model on a per-DP basis. Note that this table does not give an exhaustive list of service requiring the DPs, but at least one service is identified for each DP.

Detection Points


Associated mobility event
Possible service drivers

V_Initial_reg
Receipt of a registration request
Credit check

V_Authenticate
Authentication is to be performed during initial registration
Authentication location control

V_Registration
Authentication needs not be performed during initial registration

Authentication has been successful
UPT

V_Registered
Registration has succeeded
UPT, local advertising, location based filtering

V_Detach
A Detach request is received
UPT, location based filtering

V_Attach
Receipt of an attach request
UPT, credit check, local advertising, location based filtering

V_Auth_denied
Authentication failed
Authentication location control

V_Reg_failure
Registration failed
(1)

V_Periodic_reg
Receipt of a registration request in the same location area
Credit check

V_Deregistration
Receipt of a registration cancellation
UPT, location based filtering

(1) no service driver is currently proposed. This DP is greyed out in the LMFv state model.

8. State Models

8.1. LMFv State Model
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Considering the real-time requirements in the network, the V_Initial_reg, V_Authenticate and V_Registration DPs should be implemented for notification , without suspending the mobility management processing (equivalent to TDP-N).
8.1.1. State v_Null

Description :


Initial state (the mobile user is not known in the LMFv) and LMFv awaits registration request. 

Entry Events :

· Receipt of location cancellation for the MT (DP: v_Deregistration)

· Handling of authorization or registration denied for the MT is completed.  (Transition from v_Denied)

Actions :

· Removes the subscriber profile if present and releases any other resources allocated to the MT.

Exit Events :

· A registration request is received for the MT.  (DP:  v_Initial_reg )

8.1.2. State v_Initial Registration

Description :

The user registration is initiated and decision on authentication processing is made. 


Entry Events :

· A registration request is received for the MT (DP: v_Initial_reg).

· A registration request is received for the MT for a new location area (while in the Active state) (DP: v_Initial_reg).

Actions :

· Initiates the user registration, and gathers information on the user (e.g. authentication information and user identity from the previous visited network).

· Decides whether authentication is to be performed or not. The way this decision is made is operator specific.

Exit Events :

· Authentication is to be performed : authenticate  (DP : v_Authenticate).

· Authentication is not to be performed : do not authenticate  (DP: v_Registration).

· Registration fails (Transition to v_Denied).

8.1.3. State V_Authentication Processing

Description :

Authentication is processed.

Entry Events :

· Authentication is needed (DP: v_Authenticate).

Actions:

· Retrieve new authentication parameters if none available.

· Processes authentication.

Exit Events :

· Authentication is successful (DP : v_Registration).

· Authentication failed (DP: v_Auth_denied).

8.1.4. State V_Registration_pending

Description :


The registration for the MT is processed.

Entry Events :

· The MT has been successfully authenticated  (DP: v_Registration)

· Authentication was not to be performed : do not authenticate (DP : v_Registration).

Actions :

· Registration processing for the MT.  

· A subscriber record is filled or updated with MT location information, authorization period and other information. 

· The subscriber profile is retrieved.

Exit Events :

· Registration succeeds (DP : v_Registered).

· Registration fails (DP : v_Reg_Failure).

8.1.5. State V_Active_registered

Description :

The MT is registered and it is assumed to be reachable.

Entry Events :

· Registration has been successfully performed (DP :  v_Registered).

· A registration request is received from a detached MT (DP :v_ Attach).

· A registration request is received for the MT in the same location area (DP: v_Periodic_reg).

Actions :

· Maintains the MT location pointer and set the MT status to active.

· If requested, provides a routing address for establishment of an information exchange path (e.g. call delivery, short message delivery). Requests paging before sending back a routing address [this is an option of the visited network].

· If requested, provides notification that the MT is successfully registered and active.

· If requested, provides information based on the subscriber’s service profile.

Exit Events :

· A registration request is received for the MT in the same location area  (DP : v_Periodic_reg).

· A detach request is received for the MT (DP : v_Detach).

· A registration cancellation request is received for the MT  (DP : v_Deregistration).

· A registration request is received for the MT in a new location area. (DP: v_Inital_reg).

8.1.6. State v_Inactive_registered

Description :

The MT is registered, but it is not reachable. The user data and service profile are still retained in the visited network.

Entry Events :

· A detach request is received for the MT (DP : v_Detach).

Actions :

· Maintains the MT location pointer and sets the MT status to inactive.

· If requested, informs that the MT is inactive.
Exit Events :

· A registration request is received from the detached MT  (DP:  v_Attach).

· A registration cancellation request is received for the MT  (DP : v_Deregistration).

8.1.7. State v_Denied

Description :

Handling of failure and denial from authentication and registration.

Entry Events:

· Registration is denied during authentication (DP : v_Auth_denied) or location registration (DP : v_Reg_failure).

Actions:

· Provides information about registration or authentication denial for the MT.

· Sets the Exception Timer.

Exit Events:

· The Exception Timer elapses (Transition to v_Null).

8.2. LMFh State Model

This section provides a high level description of the Location Management State Model for the LMFh (location management function), showing Points in Location Management (PILM) and Detection Points (DP).  All of the possible DP-to-PLMM and PILM-to-DP transitions are illustrated.

DPs with no identified service drivers are shown in grey. In the future, these DPs may be removed if no service justification is provided. The removal of these DPs is will not impact the validity of the model (states, state transitions and actions).
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Considering real-time requirements in the network the H_Location_Update DP should be implemented for notification without suspending location management processing (equivalent to TDP-N).
8.2.1. State  H_Location_Unknown

Description :
The location of the Mobile Subscriber is unknown and terminating services (i.e. Mobile Call termination, SMS Termination, etc) can not be handled.

Entry Events :
· Mobile Subscriber purged (DP: H_MS_Purged)

· Subscriber registration denied (DP: H_Location_Update_Nack)

· Mobile Subscriber registration in visited domain cancelled by LMFh (DP: H_present_location_cancelled)

· An exception occurs (PILM: H_Exception)

Actions :
None

Exit Events :
· Mobile Subscriber registered to the mobile network (DP: H_Location_Update, note restrictions as described in H_Registering state) 

8.2.2. State  H_Registering

Description :
The Mobile Subscriber that changed between or attached to service area within the mobile network needs to transfer its service profile to the service area and the location information of the subscriber needs to be updated.

Entry Events :
· The Mobile Subscriber registered to the mobile network (DP: H_Location_Update)

· The Mobile Subscriber roamed between service areas (DP: H_Location_Update)

Actions :
· Check if the subscriber is known within the database

· Authorise the Mobile Subscriber network access

· Transfer the Mobile Subscriber profile towards the new service area

· Update the location information of the Mobile Subscriber within the database

Exit Events :
· Negative response to the location update request (i.e. such as subscriber unknown, subscriber rejected, etc) (DP: H_Location_Update_Nack)

· Positive response to the location update request (DP: Location_Update_Ack)

· An exception occurs (PILM: H_Exception)

8.2.3. State  H_Registered

Description :
The location of the Mobile Subscriber is known and terminating services (i.e. Mobile Call termination, SMS Termination, etc) can be handled.

Entry Events :
· Successful location update (DP: H_Location_Update_Ack)

· Successful or unsuccessful location cancellation in old LMFv (PILM: H_old_registration_cancellation_result)

Actions :
· Handle location requests for terminating services

· Upon request received, update service profile in LMFv. These profile updates will not impact ongoing call or other ongoing services.

Exit Events :
· Decision to cancel registration (DP: H_present_location_cancelled)

· Decision to delete subscriber in old LMFv (PILM: H_old_location_cancellation_request)

· Indication from LMFv that the MS has been purged (DP: H_MS_Purged)

· The Mobile Subsciber roamed to another Service Area (DP: Location_Update, note restrictions as described in the H_Registering state)

· An exception occurs (PILM: H_Exception)

8.2.4. State  H_Old_Location_Cancelling_and_Registered

Description :
The subscriber record in the old LMFv is cancelled, after a user is registered in a new LMFv (upon decision of LMFh).  

Entry Events :
· Decision by LMFh to cancel location in old LMFv (PILM: H_Old_Location_Cancellation_Request)

Actions :
· Interact with old LMFv to cancel location

· Update management information concerning the Mobile Subscriber within the LMFh database

Exit Events :
· Successful or unsuccessful location cancellation (PILM: H_Old_Location_Cancellation_Result)

8.2.5. State  H_Exception

Description :
Handling of failure and exceptions. 

Entry Events :
· HLR exceptions occurring during the H_registered and H_registering states processing.

Actions :
· Exception handling for a specific mobile subscriber.

Exit Events :
· Exception handling completed (transition to H_Location_Unknown).

8.3. AMF state model

This provides a high level description of the Authentication Management Function (AMF) State Model (see figure below) showing Points in Authentication Management (PIAM) and Detection Points (DP). All of the possible DP-to-PIAM and PIAM-to-DP transitions are illustrated. An authentication state model instance is created in the AMF where authentication is processed. This excludes the process where authentication parameters are generated. Depending on the implementation, it is located either in the home or the visited network. The use of the home AMF or the visited AMF is an operator decision.
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8.3.1. State: A_Null

Description: 

Initial state (the AMF awaits an authentication request from the mobile user).

Entry Events:

· Authentication processing failure occurs.

(PIAM: A_Authentication_Processing_Failure) 

· Authentication is denied.  (DP:  A_Authentication_Denied DP)

· Authentication is successful.  (DP:  A_Authenticated DP)

Actions:

· None.

Exit Events:

· An authentication request is received.  (DP:  A_Authentication_Attempt)

8.3.2.  State: A_Authentication_Processing

 Description:

 The user authentication processing takes place. 

Entry Events:

· An authentication request is received. (DP:  A_Authentication_Attempt DP)

· The result of the awaiting challenge response is received (PIMM : A_Awaiting_Challenge_Response).

Actions:

· Call count is updated if necessary.

· Privacy keys are generated if necessary.

· Authentication processing is performed and depending on the outcome of A_Awaiting_Challenge_Response, either authentication is successful or denied.

Exit Events:

· Authentication processing failure occurs.  (PIAM: A_Null)

· The AMFh issues an An authentication challenge is issued (SCF processing could occur at this point).  (DP:  A_Challenge_Issued DP)

· Authentication is successful.  (DP: A_Authenticated )

· Authentication is denied.  (DP: A_Authentication_Denied )

8.3.3.  State: A_Awaiting_Challenge_Response

 Description: 

The AMFh AMF waits for a response to the authentication challenge. 

Entry Events:

· The AMFh issued an  An authentication challenge was issued.  (DP: A_Challenge_Issued DP)

Actions:

· None.

 Exit Events:

· The AMFh AMF receives a response to the authentication challenge.  (PIAM: A_Challenge_Response_Received).

9. Mobility Management Protocol

9.1. Rationale for a new MM protocol
In making an analysis of the different 2G protocols already deployed, the following statements can be made:

As every one knows, various mobility protocol already exist for 2G systems, such as GSM MAP, IS-41, etc…, and they have all been specifically designed and optimised for these 2G systems and service capabilities.  However, the main drawback of these protocols is that they cannot easily support inter-family communication because of their specific nature and design (i.e. the syntax and semantics of arguments and results of these Mobility Management operations are heavily coupled with the related 2G services and architecture).

From this quick review, one can easily understand that the 2G protocols need enhancements to support the inter-family roaming between the different IMT2000 members of systems. Therefore, the challenge of making the common NNI protocol for Mobility Management feasible for inter-family roaming relies mainly on creating protocol elements that should not be restricted to a particular mobile service and radio access technology. In other words, it should be generic enough to fit with the different members/systems of IMT2000 from the NNI perspective. One way to proceed forward in that direction is to derive generic operations based on common parameters for IMT2000 services that will be used by these different members. Great attention should also be given to make the evolution path from the existing 2G systems towards the 3G common NNI as smooth as possible.

The following sections provides the MMP operation descriptions for location management, authentication, call routing and supplementary services, and the corresponding ASN.1 description.

9.2. MM protocol stack
It assumed that the Mobility Management Protocol (MMP) uses the TCAP and SCCP services. It is assumed that the protocol is independent from the lower layers. Three protocol stacks have been identified to support the SCCP, TCAP and MMP services :

· MTP of SS7 : this option allows a smooth evolution from existing systems, since the current 2G systems are based on this protocol stack. The advantage of this solution is that it relies on the re-use of existing systems for MMP, which is an evolution from the existing application protocols. This therefore allows a smooth evolution of the existing systems towards IMT-2000 for their interconnection over the NNI.

· Signaling transport over packet network : recommendation Q.2110 has defined a protocol to support signaling exchange over an ATM network, by providing an adaptation layer. This protocol has been extended in order to support also IP networks and in order to extend its capabilities : multi-link environment (using several AAL 5 connections), connectionless mode (to be used over an IP stack) , interoperability with Q.2110. This option can be considered as a rupture from the existing systems

· IP stack : Such solutions are under consideration for the future work of some SDOs. This solution is also considered by the IETF (in the SIGTRAN group), which is has initiated the specifications of the use of IP stack for the transport of TCAP and SSCP messages ; the solution relies on the definition of adaptation layers and an SCTP layer over UDP/IP. It is proposed here to consider re-using this adaptation layer. 

10. 

10.1. 

10.2. Guidelines

The protocol design is based on the principles detailed below :

· the MMP can be used for circuit-switched and packet data services. Depending on the procedure, a single operation can be used either for both cases at the same time (e.g. location update  for circuit switched and packet data) or for one of them (e.g. routing info request). In the latter case, the operations can be considered as generic

· the MMP shall be designed in line with draft Q.1721

· the MMP parameters are either mandatory, optional or conditional. Mandatory parameters must be present. Conditional parameters must be present if certain conditions are met; otherwise, they shall not be included. Optional parameters may be present, but are not mandatory; their presence depends on the network capabilities and on the context.

· the MMP operations contains parameters which may not be understood by all IMT-2000 family members. For each operation, parameters are gathered in two categories : the core parameters which must be treated by all IMT-2000 members, the additional parameters which consist of member-specific elements. Core parameters may be either mandatory, optional or conditional. Additional parameters are optional.

10.3. General on MMP

10.3.1. Terminology and definitions

The term service is used as defined in X.200. The service definition conventions of X.210 are also used.

10.3.2. Modelling principles

MMP provides its users with a specified set of services and can be viewed by its users as a "black box" or representing the MMP service-provider. The service interface can then be depicted as follows
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The MMP service-users interact with the MMP service-provider by issuing or receiving MMP service-primitives at the service interface. A MMP service-user may receive services from several instances of the MMP service-provider at the same time. In such cases the overall procedure is synchronised by the service-user. The MMP primitives are named using the following notation : MMP-PrimitiveName type where type can be any of request (req), indication (ind), response (rsp) or confirm (cnf) (In user arrow diagrams type is not indicated in the case of req/ind and indicated as "ack" in the case of rsp/cnf).

The services can be classified as 

· unconfirmed-service, 

· confirmed-service 

where it refers to whether or not the service is confirmed by the service-provider. The confirmation may or may not correspond to a response provided by the other service-user. 

MMP services are also classified as common MMP services which are available to all MMP service-users, and MMP service-user specific services which are services available to one or several, but not all, MMP service-users.

A MMP dialogue is defined as an exchange of information between two MMP users in order to perform a common task. A MMP dialogue will consist of one or several MMP services

10.3.3. Common MMP services

All MMP service-users require access to services for performing basic application layer functions:

· for establishing and clearing MMP dialogues between peer MMP service-users;

· for accessing functions supported by layers below the applications layer;

· for reporting abnormal situations;

· for handling of different MMP versions;

· for testing whether or not a persistent MMP dialogue is still active at each side.

10.3.4. Parameter categories
In defining the primitives the following convention is used for categorising parameters :

· M : the inclusion of the parameter is mandatory. This category can be used for any primitive type and specifies that the corresponding parameter must be present in the indicated primitive type;

· O : the inclusion of the parameter is a service-user option. The U category can be used in request and response type primitives. The inclusion of the corresponding parameter is the choice of the service-user;

· C : the inclusion of the parameter is conditional. The C category can be used for the following purposes:

· to indicate that if the parameter is received from another entity it must be included for the service being considered;

· to indicate that the service user must decide whether to include the parameter, based on the context on which the service is used;

· to indicate that one of a number of mutually exclusive parameters must be included (e.g. parameters indicating a positive result versus parameters indicating a negative result);

· to indicate that a service user optional parameter (marked "O") or a conditional parameter (marked "C") presented by the service user in a request or response type primitive is to be presented to the service user in the corresponding indication or confirm type primitive;

10.4. Subscriber profile information elements

10.4.1. Service Profile 

tbd

10.4.2. Subscriber Profile

The subscriber profile that needs to be exchanged to the visited PLMN consists of the following parts:

· Mobile Subscriber identity

· Mobility Management information

· Service Profile information

10.5. MMP operations and parameters

10.5.1. Location management

10.5.1.1. Roaming Registration

FE relationship

request : from LMFv to LMFh.

Synopsis

This operation is used from the visited LMF to inform the home network about a roaming user. It can be used either when the roaming user enters the visited network (which is the new visited network), or when the user location data needs to be updated as the user moves in the visited network.

Parameters


Request
Return Result

Core parameters

IMUI
M


LMFv ID
M


Local Identity
O


LMFh ID

M

Errors

C

Additional parameters

Routing Address
O


MSC Number
O


Old LMFv ID

O

IMEI
O


QualificationInformationCode
O


Availability Type
O


Report Type
O


Message Waiting Indicator
O
O

Mobile Equipment Type
O


Transaction Capabilities
O


Authorization Information

O

10.5.2. Subscriber data management

10.5.2.1. Subscriber Data Cancellation 

FE relationship

Request : from LMFh to old LMFv or from new LMFv to old LMFv (if the old LMFv Id has been given to the new LMFv).

Synopsis

This operation is used to inform the old visited LMF that a user has left the area it controls, and to request consequently the deletion of user location and data.

Parameters 


Request
Return Result

Core parameters

IMUI
M


Local Identity
O


IMDN
O


Errors



Additional parameters

Cancellation Type
O


Cancellation Denied

O

Message Wating Indicator

O

IMEI
O


10.5.2.2. Insert Subscriber Data

FE relationship

request: from LMFh to LMFv

Synopsis

This operation is used by the LMFh to request the transfer of the user’s service profile (wholly or parts of it) to the current or new LMFv.

Parameters

ffs

10.5.2.3. Purge

FE relationship

request: from LMFv to LMFh

Synopsis

This operation is used to by the visited network to notify the home network that the mobile terminal is no longer reachable. It is assumed that the user’s records in the visited network are erased.

Parameters


Request
Return Result

Core parameters

IMUI
M


LMFv ID
M


Errors



10.5.3. Routing information management

10.5.3.1. Routing Address Retrieval

FE relationship

from LMFh to LMFv

Synopsis

This operation is used between the LMFh and LMFv to request a routing address toward the visited network. This operation is defined for compatibility with 2G systems : the routing address may consist of a roaming number.

Parameters


Request
Return Result

Core parameters

IMUI
M


IMDN
O


Type of Address requested
M


Bearer Capability
M
M

Routing Address

M

Errors

C

Additional parameters

Editor’s Note: remaining sections - tbd

Appendix

11. Proposals on Mobility Management Protocol
11.1. Proposal 1 on MMP

11.1.1. Location Management

11.1.1.1. Subscriber profile structure

Service profile

The service profile can be divided into the following categories:

· Operator restrictions

· Basic Services

· Supplementary Services

· VHE related information

· Packet Related Information

Basic Services

The «basic services» parameters take into account the bearer and tele-services that are provided  to the user. To allow proper inter-family roaming the visited PLMN must also send back an acknowledgement, indicating whether the subscribed basic services are supported.

· Bearer Services

· Tele Services

Supplementary Services

The «supplementary services» takes into account the circuit-switched supplementary services that are provided to the user. To allow proper inter-family roaming the visited PLMN must also send back an acknowledgment, indicating whether the subscribed basic services are supported.

· Call Barring

· Call Forwarding

· Closed User Group

· Line Based Services (e.g. Call Waiting, Calling Line Presentation/Restriction, Connected Line Presentation/Restriction. )

· Multi-party Services

· Call Completion Services

· Charging Services (e.g. AoC)

VHE related information

According to the VHE scenarios defined in Q.1711, information on IN service triggering must be transferred. One basic capability is the handling of different VHE versions within the IMT-2000 networks. Several VHE Subscription Information (VSI) contains VHE related information includes at least: 

· SCF Address

· Service Key

· DP List

· DP Criteria

· Default Call handling

· VHE Capability Handling

Examples of VSI’s are 

· Originating – VSI

· Terminating -  VSI

· SS Notification VSI

· Mobility Management VSI

· etc

An overview of the service profile is illustrated in Table 1

Information Type
Parameter List
Comments

Operator restrictions


Operator Restriction List
Includes Operator Determined Barring, and Roaming Restrictions, and additional information.

Basic Services
Bearer Service List
A response is required if any of the indicated subscribed bearer services is not supported by the visited network.


Tele Service List
A response is required if any of the indicated subscribed Tele-services is not supported by the visited network.

Supplementary Services

A response is required if any of the indicated subscribed supplementary service is not supported by the VMSC.


Call Barring



Call Forwarding



Closed User Group







Line Based Services



Multi-Party Services



Call Completion Services



Charging Services


VHE Service Information
VHE Subscriber Information :

· O-VSI,

· T-VSI,

· M-VSI,

· S-VSI,

· Etc.
For each containing VHE Subscription Information (VSI) the following information:

· SCF Address

· Service Key

· DP List

· DP Criteria

· Default Call Handling

· VHE Capability Handling

VHE Version Handling is also required

Packet Related Information
Packet Subscription Information



Roaming Restrictions


Table I
IMT-2000 Service Profile

Subscriber Profile

The subscriber profile that needs to be exchanged to the visited PLMN consists of the following parts:

· Mobile Subscriber identity

· Mobility Management information : category, subscriber state, preferred carrier ID.

· Service Profile information

11.1.1.2. Location Registration

FE relationship

request : from LMFv to LMFh.

Synopsis

This operation is used from the visited LMF to inform the home network about a roaming user. It can be used either when the roaming user enters the visited network (which is the new visited network), or when the user location data needs to be updated as the user moves in the visited network.

Pre condition

LMFv :

(1) the terminal has entered the area covered by the LMFv and authentication has been successful

(2) or it has attached (already registered in the LMFv).

LMFh : 
(1) Authentication Info has been transferred to the LMFv, if the MT is registered in a new LMF.

Parameters


Request
Return Result

Mobile Identity (IMUI)
M


LMFv Id
M


Local Mobile Identity 

O


Routing Address
O


MSC Number
O


Registration Type
M


Required QoS 
O


QoS available in the visited network
M


old LMFv Id 


C

LMFh Id


M

Registration Authorization


M

User Service Profile

O

PSGCF Id


C 

Authentication result (note 3)
C
C

Errors

C

Extension container
O
O

· IMUI :

this parameter identifies the IMT-2000 user ;

· LMFv Id :

it identifies the visited LMF, where the user ís data are stored in the visited network;

· Local mobile Id :
it identifies the IMT-2000 user in the visited network ;

· Routing Address : 
it conveys a routing address (incoming calls, packet service), which includes a type of address and the address itself ;

· MSC Number : 
it identifies the MSC where the user is located in the visited network ;

· Registration Type :
it indicates the type of  request : first registration in the visited network, update location (Attach procedure initiated by the MT)

· required QoS :
it conveys the required quality of service by the MT

· QoS available :
it conveys the available QoS in the visited network at registration time; This parameter is used to indicate the restrictions which could apply in the visited network;

· old LMFvId :

this parameter conveys the identity of the previous LMFv. It is optional, and it is sent when the LMFh request the LMFv to cancel the user location in the old LMFv;

· LMFh Id :

it identifies the home LMF ; this parameter is used for the LMFv _ LMFh dialog ;

· Registration Authorization : it indicates whether the user is authorized or denied to register in the new visited network ;

· PSGCF Id :

it identifies the PSCGF ; this parameter is provided when the packet service has been requested, independently of type of address allocated to the MT : either a dynamic address (typically a dynamic IP address) or a static one.

· Authentication Result :
it conveys the result of authentication in a global challenge mechanism. If it is included in the request, it must be provided in the response ;

· Extension Container :
it conveys any other information.

Post Condition

LMFv :

(1) the location registration is followed by service profile transfer (if required)

LMFh :

(1) transfers user service profile to the LMFv, if required.

11.1.1.3. Location and User data Cancellation 

FE relationship

Request : from LMFh to old LMFv or from new LMFv to old LMFv (if the old LMFv Id has been given to the new LMFv).

Synopsis

This operation is used to inform the old visited LMF that a user has left the area it controls, and to request consequently the deletion of user location and data.

Pre condition

LMFh : 

(1) a location updating request has been received from a newly visited LMFv



(2) service profile transfer has been acknowledged by the new LMFv.



(3) location update result has been sent to the new LMFv. 

(old) LMFv :
(1) user registered.

Parameters


Request
Return Result

Mobile Identity (IMUI)
M


Local Mobile Identity
O


Directory Number
O


Errors

C

· IMUI :

this parameter identifies the IMT-2000 user ;

· Local mobile Id :
it identifies the IMT-2000 user in the visited network ; The user may be identified by the LMfh by its local identity ;

· Directory Number :
it represents the number dialled by the calling party to reach the IMT-2000 user. It may be used to identify the IMT-2000 user.

Post condition

(old) LMFv : 
(1) the user location and data are erased.

LMFh :

(1) none

11.1.1.4. Insert Subscriber Data

This NNI operation performs the functionality of the Subscriber Profile Copy and the Subscriber Profile Transfer IFs.

FE relationship

request: from LMFh to LMFv

Synopsis

This operation is used by the HLR to request the transfer of the user’s Subscriber profile (wholly or parts of it) to the current or new VLR.

Pre condition

LMFh :

(1) location registration has been required by the VLR (in the new visited network) or
(2) users Subscriber profile data has been modified and the current VLR record needs to be updated

LMFv

(1) has initiated a location registration or
(2) keeps a subscriber record within its database

Parameters


Request
Return Result

IMUI
M


IMDN
O


Mobility Management Information
O


Service Profile
O
O

Errors

C

Post condition

LMFv :

(1) Insert user Subscriber profile

(2) acknowledges user profile copy.

LMFh:



(1) Positive acknowledge from the VLR received.

11.1.1.5. Purge

FE relationship

request: from LMFv to LMFh

Synopsis

This operation is used to by the visited network to notify the home network that the mobile terminal is no longer reachable. It is assumed that the user’s records in the visited network are erased.

Pre condition

LMFh :

(1) none

LMFv :

(1) the terminal has been inactive for a long period of time

Parameters


Request
Return Result

Mobile Identity : IMUI
M


LMFv (VLR) Number
M


Result

M

· IMUI :

this parameter identifies the IMT-2000 user ;

· LMFv (VLR)  :
it identifies the LMF in the visited network sending the purge operation ; 

Post condition

LMFv : 

(1) user’s data erased in the visited LMF

LMFh :

(1) user considered as not reachable.

11.1.2. Authentication 

11.1.2.1. Authentication Information Retrieval 

FE relationship

from LMFv to LMFh

Synopsis

This operation is used to retrieve information from the LMFh in order to process authentication of the IMT-2000 user in the visited network..

Pre condition

LMFv :

(1) the MT enters a new network and has sent a location registration request

or
(1) the MT attaches and needs to be authenticated (same LMFv)

LMFh

(1) none

Parameters


Request
Return Result

Mobile Identity : IMUI
M


Authentication Data

M

Errors

C

· IMUI :

this parameter identifies the IMT-2000 user ;

· Authentication Data : it conveys the authentication data. 

Post condition

LMFv :

(1) authentication processing

LMFh : 

(1) ready for location registration in the new LMFv.

11.1.3. Call routing

11.1.3.1. Routing Address Retrieval

FE relationship

from LMFh to LMFv

Synopsis

This operation is used between the LMFh and LMFv to request a routing address toward the visited network. This operation is defined for compatibility with 2G systems : the routing address consist of a roaming number.

Pre condition

LMFv :

(1) user registered

LMFh : 

(1) routing address request from an SSF or an SCF, and no routing address available in the LMFh.

Parameters 


Request
Return Result

Mobile Identity : IMUI
M


Directory Number
O


Type of address 
M


Bearer capability
M
M

Routing Address

M

Errors

C

· IMUI :

this parameter identifies the IMT-2000 user ;

· Directory Number :
it represents the number dialled by the calling party to reach the IMT-2000 user. It may be used to identify the IMT-2000 user ;

· Type of address : 
it indicates the type of address requested by the LMFh (IP address, voice call routing address) ;

· Routing Address :
it conveys the required routing address.

Post condition

LMFv : 

(1) user registered

LMFh :

(1) routing address sent to back to interrogating entity.

11.1.4. Supplementary services

11.1.5. ASN.1 description

This section is dedicated to the description of the mobility management protocol over the NNI (GIMAP). 

Editor’s note : the ASN.1 needs to be updated, to be in line with the proposals.

GIMAP-Operations { 

ccitt (0) identified-organization (4) 

imt2000-Network (?) modules (3) gimap-Operations (0)

version1 (1)} 

DEFINITIONS 

::= 

BEGIN 

EXPORTS 

-- location management operations 

LocationRegistration ,

LocationAndUserDataCancellation, 

-- authentication management operations 

AuthenticationDataRetrieval,

-- subscriber management operations  

ServiceProfileCopy,

-- routing address management

RoutinAddressRetrieval,

; 

IMPORTS 

OPERATION 

FROM TCAPMessages { 

ccitt recommendation q 773 modules (2) messages (1) version2 (2)} 

SystemFailure, 

DataMissing, 

UnexpectedDataValue, 

UnknownSubscriber, 

UnknownMSC, 

UnidentifiedSubscriber, 

UnknownEquipment, 

RoamingNotAllowed, 

FROM MAP-Errors { 

ccitt identified-organization (4) etsi (0) mobileDomain (0) 

gsm-Network (1) modules (3) map-Errors (10) version3 (3)} 

LocationRegistrationArg, 

LocationRegistrationRes, 

LocationAndUSerDataCancellationArg, 

AuthenticationDataRetrievalArg, 

AuthenticationDataRetrievalRes, 

ServiceProfileCopyArg,

ServiceProfileCopyRes,

RoutingAddressRetrievalArg,

RoutingAddressRetrievalRes,

-- location registration operations

LocationRegistration ::= OPERATION --Timer m 

ARGUMENT 

locationRegistrationArg LocationRegistrationArg 

RESULT 

locationRegistrationRes LocationRegistrationRes 

ERRORS { 

SystemFailure, 

DataMissing, 

UnexpectedDataValue, 

UnknownSubscriber, 

UnexpectedParameter,

RoamingNotAllowed

NumberChanged, 
UnknownMSC} 

LocationAndUserDataCancellation ::= OPERATION --Timer m 

ARGUMENT 

locationAndUserDataCancellationArg LocationAndUserDataCancellationArg 

ERRORS { 

DataMissing, 

UnexpectedParameter,

UnexpectedDataValue} 

-- subscriber management operations

ServiceProfileCopy ::= OPERATION --Timer m 

ARGUMENT 

serviceProfileCopyArg ServiceProfileCopyArg 

RESULT 

serviceProfileCopyRes ServiceProfileCopyRes 

ERRORS { 

SystemFailure, 

DataMissing, 

UnexpectedDataValue, 

UnidentifiedSubscriber,

UnexpectedParameter,

} 

-- routing address management operations

RoutingAddressRetrieval ::= OPERATION --Timer m 

ARGUMENT 

routingAddressRetrievalArg RoutingAddressRetrievalArg 

RESULT 

routingAddressRetrievalRes RoutingAddressRetrievalRes 

ERRORS { 

SystemFailure, 

DataMissing, 

UnexpectedDataValue, 

UnidentifiedSubscriber,

UnexpectedParameter

} 

-- authentication data management operations

AuthenticationDataRetrieval ::= OPERATION --Timer m 

ARGUMENT 

authenticationDataRetrievalArg AuthenticationDataRetrievalArg 

RESULT 

authenticationDataRetrievalRes AuthenticationDataRetrievalRes 

ERRORS { 

SystemFailure, 

DataMissing, 

UnexpectedDataValue, 

UnidentifiedSubscriber,

unexpectedParameter,
RoamingNotAllowed

} 

GIMAP-DataTypes { 

ccitt identified-organization (4) 

imt2000-Network (?) modules (3) gimap-DataTypes (0) version1 (1)} 

DEFINITIONS 

IMPLICIT TAGS 

::= 

BEGIN

EXPORTS 

-- location registration types 

LocationRegistrationArg, 

LocationRegistrationRes, 

LocationAndUserDataCancellationArg, 

-- authentication management types 

AuthenticationDataRetrievalArg, 

AuthenticationDataRetrievalRes, 

-- subscriber management types 

ServiceProfileCopyArg, 

ServiceProfileCopyRes, 

-- routing address management types 

RoutingAddressRetrievalArg, 

RoutingAddressRetrievalRes, 

; 

IMPORTS 

FROM IN-CS2-datatypes datatypes

BearerCapabilities,
EventTypeBMSM ;

-- location registration types 

LocationRegistrationArg ::= SEQUENCE { 

imui 


[0] IMUI, 

lmfvID [1] 

[1] AddressString, 

localMobileID

[2] LMI OPTIONAL,

routingAddress
[3] RoutingAddress  OPTIONAL,

msc-Number [1]
[4] AddressString,

registrationType
[5] OCTET STRING,

requiredQoS

[6] Qos  OPTIONAL,

qosAvailable

[7] Qos,

authenticationResult
[8] OCTET STRING  OPTIONAL,

extensionContainer 
[9] ExtensionContainer OPTIONAL

} 

LocationRegistrationRes ::= SEQUENCE { 

oldLmfvId

[0] AddressString  OPTIONAL,

lmfhId 

[1] AddressString, 

registrationAuthorization
[2] RegistrationAuthorization,

vheInformation
[3] VHEInformation OPTIONAL,

psgcfID

[4] AddressString  OPTIONAL,

authenticationResult
[5] OCTET STRING OPTIONAL,

extensionContainer 
[6] ExtensionContainer OPTIONAL, 

} 

LocationAndUserDataCancellationArg ::= CHOICE { 

imui 


[0] IMUI, 

localMobileID

[1] LMI  OPTIONAL,

directoryNumber
[2] AddressString OPTIONAL,

 } 

-- subscriber management types 

ServiceProfileCopyArg ::= SEQUENCE { 

imui 


[0] IMUI, 

localMobileID

[1] LMI OPTIONAL,

typeOfCopy

[2] TypeOfCopy

} 

ServiceProfileCopyRes ::= SEQUENCE { 

typeOfCopy

[0] TypeOfCopy,

COMPONENTS OF 
[1] BasicServiceElements,

COMPONENTS OF

[2] BroadbandServiceElements  OPTIONAL,

vheInformation
[3] VHEInformation
OPTIONAL,

extensionContainer 
[4] ExtensionContainer OPTIONAL

} 

TypeOfCopy ::= ENUMERATED { 

wholeServiceProfile (0)

updatedElements (1)

}

-- routing address management types 

RoutingAddressRetrievalArg ::= SEQUENCE { 

imui 


[0] IMUI,

directoryNumber
[1] AddressString  OPTIONAL,

typeOfAddress

[2] TypeOfAddress,

bearerCapability
[3] BearerCapability,

} 

RoutingAddressRetrievalRes ::= SEQUENCE { 

routingAddress
[0] RoutingAddress,

bearerCapability
[1] BearerCapability,

} 

-- authentication types 

AuthenticationDataRetrievalArg ::= SEQUENCE { 

imui 


[0] IMUI,

} 

AuthenticationDataRetrievalRes ::= SEQUENCE { 

authenticationData
[1] AuthenticationData,

} 

AuthenticationData ::= OCTET STRING

-- address types

IMUI ::= AddressString 

LMI ::= AddressString 

AddressString ::= SEQUENCE { 

numberingPlane
[0] OCTET STRING, 

value

[1] OCTET STRING

}

RoutingAddress ::= SEQUENCE { 

typeOfAddress

[0] TypeOfAddress,

routingNumber

[1] AddressString

}

TypeOfAddress ::= ENUMERATED { 

callRoutingAddress
(0)


ipAddress
(1)

messagingServiceAddress  (2)

}

QoS ::= SEQUENCE { 

peakRate
[0] OCTET STRING,

averageRate 
[1] OCTET STRING,

maxDelay
[2] OCTET STRING,

bitErrorRate
[3] OCTET STRING,

}

RegistrationAuthorization ::= ENUMERATED { 

registrationAuthorized (0)

registrationDenied (1)

}

VHEInformation ::= SEQUENCE {

..

}

ExtensionContainer ::= SEQUENCE {

..}

-- basic and broadband service types

BroadbandServiceElements ::= SEQUENCE SIZE (1..maxBBSE) OF 


Ext-BroadbandService

BasicServiceElements ::= SEQUENCE { 

directoryNumber
[1] AddressString OPTIONAL,

category

[2] OCTET STRING
OPTIONAL,

bearerServiceList
[3] BearerServcieList OPTIONAL,

forwardingInfo
[5] ForwardingInfo OPTIONAL,

callBarringInfo
[6] CallBarringInfo OPTIONAL,

}

Ext-BroadbandService ::= SEQUENCE {

bbServiceCode


[0] OCTET STRING,

serviceStatus


[1] Ext-Status,

scfId



[2] OCTET STRING,

tDPIdentifier


[3] EventTypeBMSM,

extensionContainer

[4] ExtensionContainer,

}

ForwardingInfo ::= SEQUENCE SIZE (1..maxFI) OF 

Ext-ForwardingFeature

Ext-ForwardingFeature ::= SEQUENCE {

serviceCode


[0] OCTET STRING,

serviceStatus


[1] Ext-Status,

forwardedToNumber

[2] AddressString OPTIONAL,

forwardedToSubAddress
[3] AddressString OPTIONAL,

forwardingOptions

[4] Ext-ForwardingOptions OPTIONAL,

noReplyConditionTime
[5] Ext-NoReplyCond OPTIONAL,

extension


[6] ExtensionContainer,

}

Ext-Status::= ENUMERATED {

active (0),

inactive (1),

notAvailable (3)

}

Ext-ForwardingOptions ::= ENUMERATED {

msNotReachable (0),

msBusy (1),

noReply (2),

uncondtional (3)

}

Ext-NoReplyCond ::= INTEGER (1..100)

CallBarringInfo ::= SEQUENCE SIZE (1..maxCBI) OF 

Ext-CallBarringFeature

Ext-CallBarringFeature ::= SEQUENCE {

SS-Status


[1] Ext-SS-Status,

barredNumbers


[2] SEQUENCE OF AddressString

}

GIMAP-Errors { 
ccitt identified-organization (4) 
imt2000-Network (1) modules (3) gimap-Errors (0) version1 (1)} 4

DEFINITIONS
::= 
BEGIN 
EXPORTS 
-- generic errors 
SystemFailure, 
DataMissing, 
UnexpectedDataValue, 
UnexpectedParameter,

-- identification and numbering errors 
UnknownSubscriber, 
NumberChanged, 
UnknownMSC, 
UnidentifiedSubscriber, 
-- subscription errors 
RoamingNotAllowed, 
IllegalSubscriber, 
IllegalEquipment, 
BearerServiceNotProvisioned, 
}

11.2. Proposal 2 on MMP

11.2.1. Location Registration

The LocationRegistration (LOCREG) operation {LMFv to LMFh} is used to report the location of an MS (i.e., MT+UIM) and, optionally, to (a) validate the MS or (b) validate the MS and obtain its subscriber profile information.

The LocationRegistration operation is initiated with a request.indication, i.e., a TCAP INVOKE (LAST). This is carried by a TCAP QUERY WITH PERMISSION package. The Parameter Set is encoded as follows:

Table A-1
LocationRegistration req.ind Parameters


Parameters
Type
Notes


Contents





InternationalMobileEquipmentIdentity (IMEI)

M



InternationalMobileUserIdentity(IMUI) or TemporaryMobileUserIdentity (TMUI)

M



CNv Identifier (CNvID)

M



QualificationInformationCode (QUALIC)

M



AvailabilityType (AVLTYPE)

O
a


ReportType (RPTTYPE)

O
b


MessageWaitingIndicator (MWIND)

O
c


MobileEquipmentType (MTTYPE)

O
d


TransactionCapability (TRANSCAP)

O
e







Notes:

a.
Include when MS is predictably unavailable for Call Delivery  (e.g., slotted mode or sleep mode).

b.
Include if authentication parameters were requested by the CNv (e.g., via global challenge), but were not received from the MS for this system access.

c.
Include if messages (e.g., SMS, voice mail, etc) are pending and MS registers on a serving CCF'/SSF that doesn't support such services. Sent from LMFv to LMFh which sets MWI flag until MS registers on a CCF'/SSF that supports such services. Then LMFh clears flag and initiates process to deliver pending messages.

d.
Include to identify the radio frequency interface standard (e.g., the family to which the MS belongs) supported by the associated MS.
e.
Include to indicate the capabilities of the serving system (e.g. whether or not capable of  of supporting SMS, authentication, voice mail notification, etc).

The LocationRegistration operation success is reported with a response.confirmation, i.e., a TCAP RETURN RESULT (LAST). This is carried by a TCAP RESPONSE package. The Parameter Set is encoded as follows:

Table A-2
LocationRegistration resp.conf Parameters


Parameters
Type
Notes


Contents





AuthorizationDenied (AUTHDEN)

O
a


AuthorizationPeriod (AUTHPER)

O
b


DeniedAuthorizationPeriod (DENAUTHPER)

O
c


CNh Identifier (CNhID)

O
d


Profile **Macro** (PROF)

O
e


MessageWaitingIndicator (MWIND)

O
f







Notes:

a.
Include if authorization is denied.

b.
Include to confirm authorization and specify the authorization period, if QualificationInformationCode had indicated validation.

c.
May be included if the AuthorizationDenied parameter is present to indicate the interval before re-authorization may be attempted.

d.
Include to identify home system and if authorization is not denied.

e.
Include applicable subscriber profile parameter(s) if QualificationInformationCode had indicated profile transfer.

f.
Include to indicate that messages (SMS, voice mail, etc) are pending delivery.

11.2.2. Location Update

The LocationUpdate (LOCUPD) operation (LMFh to LMFv) is used to request updated information about the subscriber unit's location and perhaps other information, such as its availability.

The LocationUpdate operation is initiated with a request.indication, i.e., a TCAP INVOKE (LAST). This is carried by a TCAP QUERY WITH PERMISSION package. The Parameter Set is encoded as follows:

Table B-1
LocationUpdate req.ind Parameters


Parameters
Type
Notes


Contents





InternationalMobileEquipmentIdentity (IMEI)

M



InternationalMobileUserIdentity(IMUI) or TemporaryMobileUserIdentity (TMUI)

M



CNh Identifier (CNhID)

M



MessageWaitingIndicator (MWIND)

O
a







Notes:

a.
Include to indicate that messages (SMS, voice mail, etc) are pending delivery

The LocationUpdate operation success is reported with a response.confirmation, i.e., a TCAP RETURN RESULT (LAST). This is carried by a TCAP RESPONSE package. The Parameter Set is encoded as follows:

Table B-2
LocationUpdate resp.conf Parameters


Parameters
Type
Notes


Contents





CNv Identifier (CNvID)

O
a


AvailabilityType (AVLTYPE)

O
b


MessageWaitingIndicator (MWIND)

O
c







Notes:

a.
Include to identify serving system.

b.
Include when MS is predictably unavailable for Call Delivery  (e.g., slotted mode or sleep mode).

c.
Include if messages (e.g., SMS, voice mail, etc) are pending and MS registers on a serving CCF'/SSF that doesn't support such services. Sent from LMFv to LMFh which sets MWI flag until MS registers on a CCF'/SSF that supports such services. Then LMFh clears flag and initiates process to deliver pending messages.

11.2.3. Profile Update

The ProfileUpdate (PROFUPD) operation (LMFh to LMFv) is used to convey any changes in whole or in part to the subscriber's sevice profile.

The ProfileUpdate operation is initiated with a request.indication, i.e., a TCAP INVOKE (LAST). This is carried by a TCAP QUERY WITH PERMISSION package. The Parameter Set is encoded as follows:

Table C-1
ProfileUpdate req.ind Parameters


Parameters
Type
Notes


Contents





InternationalMobileEquipmentIdentity (IMEI)

M



InternationalMobileUserIdentity(IMUI) or TemporaryMobileUserIdentity (TMUI)

M



CNh Identifier (CNhID)

M



MessageWaitingIndicator (MWIND)

O
a







Notes:

a.
Include to indicate that messages (SMS, voice mail, etc) are pending delivery

The ProfileUpdate operation success is reported with a response.confirmation, i.e., a TCAP RETURN RESULT (LAST). This is carried by a TCAP RESPONSE package. The Parameter Set is encoded as follows:

Table C-2
ProfileUpdate resp.conf Parameters


Parameters
Type
Notes


Contents





CNv Identifier (CNvID)

O
a


Profile **Macro** (PROF)

O
b


MessageWaitingIndicator (MWIND)

O
c







Notes:

a.
Include to identify serving system.

b.
Include applicable subscriber profile parameter(s).

c.
Include if messages (e.g., SMS, voice mail, etc) are pending and MS registers on a serving CCF'/SSF that doesn't support such services. Sent from LMFv to LMFh which sets MWI flag until MS registers on a CCF'/SSF that supports such services. Then LMFh clears flag and initiates process to deliver pending messages.

11.2.4. Registration Cancellation

The RegistrationCancellation (REGCANC) operation (LMFh to LMFv) is used to report that a previously registered MS is no longer in its serving area. The LMFv may possess additional information which allows it to determine that the RegistrationCancellation is invalid, thereby causing it to deny the cancellation.

The RegistrationCancellation operation is initiated with a request.indication, i.e., a TCAP INVOKE (LAST). This is carried by a TCAP QUERY WITH PERMISSION package. The Parameter Set is encoded as follows:

Table D-1
RegistrationCancellation req.ind Parameters


Parameters
Type
Notes


Contents





InternationalMobileEquipmentIdentity (IMEI)

M



InternationalMobileUserIdentity(IMUI) or TemporaryMobileUserIdentity (TMUI)

M



CancellationType (CANCTYPE)

O
a







Notes:

a.
Include if applicable, to indicate the handling of the call or service interruption caused by the receipt of a RegistrationCancellation req.ind.
The RegistrationCancellation operation success is reported with a response.confirmation, i.e., a TCAP RETURN RESULT (LAST). This is carried by a TCAP RESPONSE package. The Parameter Set is encoded as follows:

Table D-2
RegistrationCancellation resp.conf Parameters


Parameters
Type
Notes


Contents





CancellationDenied (CANCDEN)

O
a


MessageWaitingIndicator (MWIND)

O
b







Notes:

a.
Include if registration cancellation is denied.

b.
Include to indicate that messages (SMS, voice mail, etc) are pending delivery.

11.2.5. Subscriber Service Profile Elements

The Profile is a collection of the subscriber’s calling profile information. This information is a list of optional parameters. The Profile macro has been defined solely for editorial convenience, and does not affect the encoding in any way.


PROFILE

Type
Notes


Contents





AuthenticationCapability (AUTHCAP)

O
a


CallingFeaturesIndicator (CGFEATIND)

O
b


CarrierDigits (CARDGTS)

O
c


AccountCodeDigits (ACCDGTS)

O
d


BillingDigits (BLGDGTS)

O
d


GeographicAuthorization  (GEOAUTH)

O
e


MessageWaitingNotificationCount (MWICNT)

O
f


MessageWaitingNotificationType (MWITYPE)

O
g


InternationalMobileDirectoryNumber (IMDN)

O
d


OriginationIndicator (ORIGIND)

O
h


OriginationTriggers (ORIGTRGS)

O
i


PACAIndicator (PACAIND)

O
j


PreferredLanguageIndicator (PLIND)

O
k


RestrictionDigits (RESTDGTS)

O
l


RoutingDigits (RTGDGTS)

O
m


SMS_OriginationRestrictions (SMSOR)

O
n


SMS_TerminationRestrictions (SMSTR)

O
o


SPINIPIN (SPIPIN)

O
p


SPINITriggers (SPITRGS)

O
q


TerminationRestrictionCode (TRESTCODE)

O
r


TerminationTriggers (TERMTRGS)

O
s







Figure E-1
Profile Macro

Notes:

a.
Include to indicate if subsciber's MS is authentication capable.

b.
Include to identify feature authorization and activity.

c.
Include if preferred carrier is applicable and TransactionCapability is supported.

d.
Include if available for call record detail purposes.

e.
Include if available for certain authorization restricted areas.

f.
Include if MessageWaitingNotificationType is Message Waiting Indication and number of messages waiting is authorized.

g.
Include if Message Waiting Notification feature is active and a message is waiting.

h.
Include to indicate the type of calls allowed for origination service.

i.
Include to indicate OriginationRequest triggers.

k.
Include to identify the Preferred Language feature.

l.
Include if originations are restricted to certain dialing patterns and TransactionCapability is supported. 

m.
Include for special routing information.

n.
Include for MS originated Short Message Service.

o.
Include for MS terminated Short Message Service.

p.
Include if local Subscriber PIN Intercept operation supported.

q.
Include to indicate Subscriber PIN Intercept triggers.

r.
Include to indicate the type of call termination service.

s.
Include to indicate the RedirectionRequest or TransferToNumberRequest triggers.
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