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1	Introduction





This contribution seeks to highlight the issues involved in the transport of SS7 transport in a H.323 based network. It gives an outline of the approaches for the ‘simple’ case of transport of additional ISUP parameters for the H.323 tunnelling case. It then highlights the need for a mechanism to support a more generic form of transport for SS7 protocols in a H.323 network.





2 Simple ISUP Tunneling





In this scenario the H323 network is used as a ‘transit network’ or ‘tunnel’ for GSTN to GSTN calls.


That is call control signalling is originated in the GSTN, enters the H.323 network via an ingress gateway, may or may not transit a gatekeeper, exits via an egress gateway and then terminates in the GSTN. In the November SG16 meeting it was identified that by using H.323 (H.225) Call control signalling based on Q.931 that certain ISUP parameters and messages for this tunnelling case could not be passed and would be lost. This would lead to a degradation of service.





There were several methods proposed for adding the additional ISUP parameters and messages to the H323 suite of protocols to ensure that the ISUP information retained. However the mechanisms proposed did not present a generic mechanism where the ISUP protocol could be initiated/modified/carried by the H.323 entities.





A solution to solve this single case of ISUP Tunnelling could be seen as being quick and easy to develop but limited to a small set of scenarios.


 


3 Generic SS7 transport





A generic SS7 transport mechanism would allow for the initiation/transmission/modification of SS7 messages and parameters (not just ISUP) in a H.323 system without being embedded/encapsulated in H.225 or H.450.x.





The H.323 system of today is based on Q.931 which is commonly regarded as a User to Network (UNI) protocol despite its symmetrical use in H.323. This suits  networks such as H.323 where terminals may communicate directly or through a single gatekeeper. However once functionality  moves into the network (ie. GW to GW via Inter-GK communications) then a Network to Network (NNI) structure becomes more appropriate. By allowing a generic mechanism for transporting SS7 protocols it allows the expansion of the H.323 system into the NNI realm whilst still maintaining its core UNI structure between network elements (GK,GW) and the terminals. This allows the use of H.323 systems across single, multiple, private and carrier class networks depending on which SS7 protocols are deployed and supported by H.323 entities. The core H.323(H.225) would still be universally supported and be backward compatible.





By having a generic transport SS7 mechanism that allows H.323 entities to inter-work with the SS7 network it allows ‘cleaner’ integration with existing Circuit Switched Networks,  Mobile Networks and Intelligent Network integration. 





4 Implementation





4.1 Simple ISUP Tunneling - Short Term





The Q.931 specification provides rules that allow equipment (or entity) which processes Q.931 messages to find information elements important to it and also to remain ignorant of information elements not important to it. By using a combination of the ‘Escape for Extension’ mechanism, Codeset 6 and a codeset shift it becomes possible to add ISUP information elements to Q.931 messages. Codeset 6 is reserved for information elements to local network (either public or private).





The transmission of additional ISUP information elements could be achieved by supporting section 4.5.1-4 of the Q.931 specification, the basis of H.225.





4.2 Generic SS7 transport - Long Term





ITU Study Group 16 is working on H.323 Annex E which today specifies the use of H.225 over UDP transport. It also provides a mechanism for transport of other protocols.





There is a SIGTRAN working group at the IETF who are looking at the generic transport of  SS7 protocols between the Signalling Gateway (SG) and Media Controllers (MGC) (SG16 reference pt: ??).


The SG in this case will terminate lower SS7 layers whilst transporting the upper SS7 layers to the MGC.  This generic transport mechanism has requirements to meet the performance requirements of the supported protocol.  SIGTRAN has coined the generic transport mechanism “Common Transport Protocol (CTP)”. The requirements for this protocol are currently being determined however the structure of CTP is yet to be specified.





H.323 Annex E and CTP both provide for the generic transport of protocols and as such there will be commonality in the work of the IETF SIGTRAN WG and ITU SG16.


 


The CTP could be coupled with the H323 protocol suite to provide a reliable means of transporting SS7 protocols. The H.225 RAS mechanism could be updated to determine ifH323 entities are SS7 enabled. H323 Annex G should also be updated to support the changed RAS mechanism between multiple H323 entities. Once it is determined that end points are SS7 capable then the SS7 protocol over CTP could be used between these end points.





5 Conclusion





Two approaches for the support of ISUP and SS7 protocols have been highlighted in this contribution. It can be seen that the ‘tunnelling’ of protocols is a short term solution and that for efficient integration with and reuse of SS7 networks that a ‘generic SS7 transport mechanism’ that allows for interwork is required.


