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1. Annex-A

1.1 A-1
TCAP Transport and Tunnelling Options

Figure A-1 shows an example how the reliable transport and tunnelling of TCAP message can be realised in an IP network using the Signalling Gateway.
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Figure A-1 SCN to IP Transport 

1.2 A-2
INAP to RAS message mapping

Terminal to Gatekeeper Admission Messages, the ARQ message requests that an endpoint be allowed access to the packet based network by the gatekeeper, which either grants the request with an ACF or denies it with an ARJ.


The InitialDP message is sent by the Service Switching Function (SSF) after a detection of a trigger point to request the Service Control Function (SCF) for instructions to complete the call. which either grants the request with an Connect or denies it with an RelaseCall.

Location Request  Messages, the LRQ requests that a gatekeeper provide address translation.  The gatekeeper responds with an LCF containing the transport address of the destination, or  rejects the request with LRJ.

      ITU-T INAP                                      H.225.0 RAS Messages

InitialDP
ARQ
LRQ

Connect
ACF
LCF

ReleaseCall
ARJ
LRJ

1.3 A-3
Basic 800 Call Both endpoints are registered to the same Gatekeeper

In the scenario shown in Figure 1, both endpoints are registered to the same Gatekeeper, and the Gatekeeper has chosen Direct Call Signalling. Endpoint 1 (calling endpoint) initiates the ARQ (1)/ACF (6) exchange with the Gatekeeper. Before the ACF call setup is complete, the Gatekeeper shall InitialDP(2)/InitialDP (3) the SCN 800 SCP for address translation. After the Connect (4)/Connect (5) form the SCP. The Gatekeeper shall return a Call Signalling Channel Transport Address of Endpoint 2 (Gateway endpoint) in the ACF (6). Endpoint 1 then sends the Setup (7) message to Endpoint 2 using that Transport Address. If Endpoint 2 wishes to accept the call, it initiates an ARQ (9)/ACF (10) exchange with the Gatekeeper. It is possible that an ARJ (10) is received by Endpoint 2, in which case it sends Release Complete to Endpoint 1. Endpoint 2 initiates a Setup (11) to the PSTN Switch the call is accepted in the PSTN Switch. Endpoint 2 responds to Endpoint 1 with the Connect (16) message which contains an H.245 Control Channel Transport Address for use in H.245 signalling. 
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Figure  A-2 H.323 Both endpoints registered to same Gatekeeper – Direct call signalling
A-4
Optional Called Endpoint Signalling

The procedures defined in H.225.0v2, sections 8.1.4 and 8.1.5 show that when a called endpoint is registered to a Gatekeeper, a Setup message is initially sent to the called endpoint from the calling endpoint or the calling endpoint's Gatekeeper. If the called endpoint's Gatekeeper wishes to use the Gatekeeper routed call model, it returns its own Call Signalling Channel Transport Address in the ARJ. The called endpoint then uses the Facility message to redirect the call to the called endpoint's Gatekeeper's Call Signalling Transport Address. These procedures assume that the calling endpoint or calling endpoint's Gatekeeper only knows the called endpoints Call Signalling Channel Transport Address. This address may have been received in an LCF sent in response to an LRQ requesting the address of the called endpoint or it may be known through out-of-band methods.

If the called endpoint's Gatekeeper desires a Gatekeeper routed call model, it may return its own Call Signalling Transport Address in the LCF. This will allow the calling endpoint or calling endpoints Gatekeeper to send the Setup message directly to the called endpoints Gatekeeper, thus eliminating the redirection process.

An example of this scenario is shown in Figure A-3. In this example, both endpoints are registered to different Gatekeepers, and both Gatekeepers choose to route the call signalling (similar to the case in Figure A-2). Endpoint 1 (calling endpoint) sends an ARQ (1) to Gatekeeper 1. Gatekeeper 1 multicasts an LRQ (2) to locate called Endpoint 2. Gatekeeper 2 multicasts an InitialDP(3) to the Signalling Gateway. The Signalling Gateway repackages the InitialDP and passes InitialDP(4) to the INAP 800 DB. The 800 DB application sends an INAP Connect (5) to the Signalling Gateway. The Signalling Gateway repackages the Connect and passes Connect (6) to Gatekeeper 2. Gatekeeper 2 returns an LCF (7) with the Call Signalling Channel Transport Address of itself. Thus, Gatekeeper 1 will subsequently send a Setup (10) message to Gatekeeper 2's Call Signalling Channel Transport Address and Gatekeeper 2 will send a Setup (11) message to Endpoint 2. Endpoint 2 initiates the ARQ (13)/ACF (14) exchange with Gatekeeper 2. Gateway Endpoint 2 send a Setup (15) to the SCN. The SCN then responds to Gatekeeper 2 with the Q.931 Connect (19). Gatekeeper 2 sends the Connect (20) message to Gatekeeper 1 which may contain the Endpoint 2 H.245 Control Channel Transport Address, or a Gatekeeper 2 (MC) H.245 Control Channel Transport Address, based on whether the Gatekeeper 2 chooses to route the H.245 Control Channel or not. Gatekeeper 1 sends the Connect (20) message to Endpoint 1 which may contain the H.245 Control Channel Transport Address sent by Gatekeeper 2, or a Gatekeeper 1 (MC) H.245 Control Channel Transport Address, based on whether the Gatekeeper 1 chooses to route the H.245 Control Channel or not.
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Figure A-3 H.323 – Optional Called Endpoint Signalling

2. Discussion

Proposal for H.323 TCAP interworking and comprehensive protocol  message Tunnelling and Transport.

3. Conclusion

By providing a means for TCAP tunnelling and interworking with H.323. It provides the way for INAP and H.323 service convergence. For example Free Phone, Mobile/wireless Roaming and Number Portability to name a few. This contribution be will submitted  to SG16 in Santiago Chile meeting May 17-28.

T.O.C

11.
Decision/Action Requested

2.
Definitions
1
3.
References
1
4.
Introduction
3
5.
Tiphon's Reference configuration overview
4
5.1
Backhaul and Tunnelling Discussion
5
5.1.1
SS7 Functions To be Supported
5
6.
Tunnelling Design
6
6.1
Tunnelling Mechanism
6
6.2
Design Goals
7
6.3
Message Header
7
6.3.1
Message Types
8
6.4
Layer-to-Layer Messages
9
6.4.1
Establish (Request, Indication, Response, Confirmation)
9
6.4.2
Release (Request, Indication, Response, Confirmation)
9
6.4.3
Data (Request, Indication)
10
6.4.4
MTP3 Data (Request, Indication)
10
6.4.5
MTP2 Status (Request, Indication, Response)
10
6.4.6
MTP3 Status (Request, Indication, Response)
11
6.4.7
MTP2 Data Retrieval (Request, Indication, Response)
12
6.4.8
MTP2 Data Retrieve Done (Indication)
13
6.4.9
Flow Control (Indication, Confirmation)
13
6.5
Management Messages
13
6.5.1
Mgmt Channel Reset (Request)
13
6.5.2
Mgmt Error (Indication)
13
7.
Implementation Considerations
14
7.1
ISDN
14
7.2
SS7 MTP3 Tunneling
16
8.
Annex-A
20
8.1
A-1 TCAP Transport and Tunnelling Options
20
8.2
A-2 INAP to RAS message mapping
21
8.3
A-3 Basic 800 Call Both endpoints are registered to the same Gatekeeper
22
8.4
A-4 Optional Called Endpoint Signalling
23
9.
Discussion
25
10.
Conclusion
25



_986486225.unknown

_995784129.unknown

_986486224.unknown

