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Summary
This contribution proposes to revise some texts of [ITU-T HTSP.PITD].
1 Discussion
HTSP.PITD significantly concerns conformance and interoperability testing because of treating almost all content delivery protocols relevant to testing.  Q13/16 discussed updates of description of application event part in HTSP.PITD in previous IPTV-GSI (Pune, India, 13-17 December 2010).  Clause 7 was separated into “Notification” part and “Event Aggregation” part according to the result of the discussion.  
There are no general descriptions concerning “Notification” so far.  “Notification” can be generally divided into general message sending services and emergency alert services based on degrees of their urgencies.  Hence, this contribution proposes revised texts of the two notification services accordingly.  
On the other hand, editor’s note says “protocols for emergency alert over NGN have already studied well by SG11 and SG13”; however, these protocols are not added because the main usages of the protocols are for interworking between NGNs.
2 Proposal

Detailed proposals of this contribution, mainly modification of texts in clause 7, are as follows:
 Start proposed texts
7. Application event handling

7.1 Notification

Notification is a one of application event handling services such as delivering of messages from a server to IPTV terminal devices.
7.1.1 General notification delivery methods: E10
Relevant standards of transport mechanisms for the delivery of application event and metadata over IP are as follows:

· HTTP version 1.1 [IETF RFC 2616] for application event or metadata delivery over unicast,
· HTTP over TLS [IETF RFC 2818] for application event or metadata delivery over unicast in a secure manner,
· TFTP [IETF RFC1350] for application event or metadata delivery over unicast,
· FLUTE [IETF RFC 3926] for application event or metadata delivery over multicast
These transports mechanisms for the delivery are not limited in the above lists.

7.1.2 Emergency telecommunications (ET)
Emergency telecommunications (ET) means any emergency related service that requires special handling from the network or specific service organizations relative to other services.  This includes government authorized emergency services and public safety services.
7.1.2.1 Common alerting protocol

The Common Alerting Protocol (CAP) [ITU-T X.1303] is an XML [W3C XML] based data format for exchanging public warnings and emergencies between alerting technologies. CAP allows a warning message to be consistently disseminated simultaneously over many different warning systems to many applications. Detailed relation between CAP and an emergency alert service as an event handling application is consulted in [ITU-T H.740].

7.1.2.2 ET delivery methods: E10
· Relevant standards of transport mechanisms for the delivery of emergency alert event and metadata over IP are as follows:

· RTP [IETF RFC 3350]/UDP [IETF RFC 768] for ET event or metadata delivery over unicast,
These transports mechanisms for the delivery are not limited in the above lists.

7.2 Event gathering

This section is an interface for aggregation of events from the IPTV terminal devices.  One example of such an event gathering is for audience measurement (See [H.740] for the explanation of audience measurement).

7.2.1 Event gathering protocols: E10
Relevant standards of transport mechanisms for gathering data from IPTV terminal devices are as follows:

· SOAP[W3C SOAP] over HTTP/HTTPS,
· TFTP [IETF RFC1350] for delivery of data if the event  data is file-based format,
· XMPP [IETF RFC3920][IETF RFC3921]  for delivery of data when it transmits small messages in real time, rather than storing files into batches like TFTP,
· UDP over IPsec [IETF RFC4301] for delivery of event data in a secure manner
End proposed texts
Start proposed definition

3.1.5
Notification [ITU-T T.174]: A primitive issued by the server on its own initiative to forward information to the client.

End proposed definition
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