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Summary

This contribution proposes to add some specifications to a draft Recommendation H.IPTV-CONF.1 “H.701 conformance testing specifications”.

1. Introduction

As a result of Q13/16 Rapporteur meeting in Shanghai in March, a series of new draft recommendations H.IPTV-CONF.x for conformance testing specifications for already approved Q13/16 related Recommendations.  And updated draft was adopted in IPTV-GSI meeting in Geneve in July. This contribution proposes to add some specifications for conformance testing to a draft Recommendation H.IPTV-CONF.1 “H.701 conformance testing specifications”.

2. Discussion
This contirbution proposes to add some testing items for FEC mechanism in [ITU-T Rec. H.701] regarding to contents server side and client side.

Proposed modifications are clause6 and 7 in an attachment to this document.

3. Conclusions
It is proposed to add some text and clause concerning conformance testing specifications for FEC as shown in the attached document into a draft Recommendation H.IPTV-CONF.1.

Draft New Recommendation H.IPTV-CONF.1

H.701 conformance testing specification
Summary

<Mandatory material>

Keywords

<Optional>

Introduction

<Optional - This clause should appear only if it contains information different from Scope and Summary>

4. Scope

TBD
5. References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.

The reference to a document within this Recommendation does not give it, as a stand-alone document, the status of a Recommendation.

[ITU-T X.yyy]
ITU-T Recommendation X.yyy (date), Title
6. Definitions
<Check in the ITU-T Terms and definitions database on the public website whether the term is already defined in another Recommendation. It may be more consistent to refer to such a definition rather than redefine it>
6.1. Terms defined elsewhere:

<Normally terms defined elsewhere will simply refer to the defining document. In certain cases, it may be desirable to quote the definition to allow for a stand-alone document>

This Recommendation uses the following terms defined elsewhere:
3.1.1
<Term 1> [Reference]: <optional quoted definition>

3.1.2
<Term 2> [Reference]: <optional quoted definition>
6.2. Terms defined in this Recommendation

This Recommendation defines the following terms:
3.2.1
<Term 3>: <definition>

7. Abbreviations and acronyms

This Recommendation uses the following abbreviations and acronyms:
<abbr>
<definition>

<Include all abbreviations and acronyms used in this Recommendation>
8. Conventions

<Describe any particular notation, style, presentation, etc. used within the Recommendation, if any>
9. Introduction

As referred in [ITU-T Rec. H.701], data being delivered over IP networks may suffer from packet losses and it generally degrade the IPTV service quality, therefore content delivery error recovery (CDER) is an important aspect for IPTV services. [ITU-T Rec. H.701] assumes two types of IPTV services, streaming and content download, and provides suitable CDER mechanisms for each service as follows:
For streaming services


- Forward error correction (FEC)


- Retransmission

- Hybrid combinations of FEC with retransmissions and feedback
For content download services


- Retransmission-based mechanism (unicast download with TCP)


- FEC-based mechanism (multicast file distribution with FLUTE and FEC)


- Retransmission-based file repair procedures (TCP and FEC)

This recommendation specifies conformance testing specifications for above CDER mechanisms.
10. Conformance test for FEC-based error recovery for streaming distribution
10.1. Assumption
[ITU-T Rec. H.701] refers to two types of streaming services, linear TV services and content-on-demand services. In this recommendation, they are treated as same streaming service and not distinguished because the same  FEC mechanism is applicable to them as described in clause 4 of Annex A in [ITU-T Rec. H.701]. Then [ITU-T Rec. H.701] recommends two types of FEC mechanism  referring to Annex E of [ETSI TS 102 034]. One is 1-D interleaved parity FEC (referred to as base layer) and another is Raptor FEC (referred to as enhancement layer). Base layer FEC is mandatory as FEC mechanism but enhancement layer FEC is optional. This clause focuses on only base layer FEC.  
10.2. Structure of this clause
FEC-based error recovery mechanism consists of FEC function block on content delivery servers and FEC client function block on IPTV terminal device. This clause provides conformance testing specifications of FEC-based error recovery for streaming distribution following to ITU-T Rec. H.701 Annex A for both functions. But they are defined separately for each function basically because servers and client can be implemented by different vendors generally.
Test system
A basic test system consists of (1) a content delivery and storage server as one of  implementations under test (IUT1) , (2) an IPTV terminal device as another implementation under test (IUT2), (3) a port mirroring switch or equivalent and, (4) a packet capturing device and (5)  an IP network emulator. IUT1 packetizes a source content as media packets, generates FEC packets from media packets by FEC function block , and sends media packets and FEC packets to IUT2 as unicast or multicast stream. And it also provides content delivery control function and error recovery control function. IUT2 receives media packets, FEC packets and FEC configuration information from IUT2. If  a media packets is lost, it is recovered locally from other received media packets and associated FEC packet by FEC client  function block. A port mirroring switch and a packet capturing device are used to watch output streams from IUT1 and configuration sequence between IUT1 and IUT2. An IP network emulator generates packet losses and out-of-order packets to test the conformity of FEC client functional block.
The test system in this recommendation is required to be equipped with:
· Content presentation functionality (on IUT2): It is useful to check on display of the IPTV terminal device whether error recovery client function works correctly or not in case of error recovering sanity check.
· Storing packets functionality (on IUT2) : This is the function to store the received and recovered packets on IUT2. By comparing them with the original packets captured on packet capturing device, the sanity check of FEC recovering procedure is possible. 
At least either storing packets functionality or above content presentation functionality  is required for conformance testing.
· Service discovery functionality: To make IPTV streaming service available for IPTV terminal device as described in [ITU-H.770].
Without this functionality, alternate method like a preset configuration is required to make IPTV terminal device possible to communicate with a content delivery server. 
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Figure 7‑1 . Test system
10.3. Test parameters
The base layer FEC supports many combination of L and D. Here, L is the number of columns of the matrix to generate 1D parity FEC packets and D is the number of rows. This recommendation does not specify the specific values of them. But the example parameters described in sub-clause 7.2 of [SMPTE 2022-2-2007] is available.
10.4. Check lists of setup parameters of FEC streams
To configure FEC streams, a minimum set of attributes are required to be available at the FEC client functional block. Though the details of the configuration of FEC in the IPTV architecture are outside of scope of this sub-clause, at least "Mandatory" attribute in Table A.2-1 shall be transmitted from server to client and supported  by FEC client. If a client does not support any optional attributes, test server shall use default values of these attributes. 
  Details of  testing procedure are  T.B.D.

Table 7‑1 Check lists of setup parameters for FEC streams
	Attribute
	M/O
	server
	client
	Remark

	FECStreamMulticastAddress
	O
	
	
	IP multicast address for this

FEC stream.

	FECStreamMulticastPort
	M
	
	
	IP multicast port to access the

FEC stream.

	FECStreamMulticastSource
	O
	
	
	IP multicast source address for

FEC stream.

	FECStreamMaximumBitrate
	O
	
	
	Specifies the maximum bit rate

(in kbit/s) of this FEC stream.

	FECStreamPayloadTypeNumber
	O
	
	
	RTP payload type number for

this FEC stream.


10.5. Conformance check of FEC functional block

10.6. In this clause, the specifications to be met by FEC functional block are picked up. The protection operation, which means generating FEC packets from media packets, is defined in [RFC2733] and some modifications or exceptions are added in [SMPTE 2022-1-2007] or [ETSI TS 102 034] concerning protection operation itself, the format of packets, the range of parameters and so on. The procedure of protection operation is described in chapter 7 of [RFC2733], but it is the only reference and the protection procedure itself is dependent on implementers. Therefore the protection procedure is not scope of this recommendation. The conformity of media/FEC packets, supported feature and parameters are specified in this clause and they are validated by capturing and analyzing output packets on the test system shown in Figure 7‑1.
10.7. Basic feature of FEC functional block

FEC functional block should support following feature and parameter set. 
- To be enabled or disabled (described in  [SMPTE 2022-1-2007], 8.1 "FEC Packet Arrangement").
- To support values of L and D within the restrictions L*D <= 400 and L <= 40.(described in  [ETSI TS 102 034] Annex E.3)
10.7.1. Packet format conformance
10.7.2. The media and FEC packets should be the format as listed in Table 7‑2.
10.8. Table 7‑2
	Check item
	Specification
	M/O
	Remark

	Packet format
	To be RTP/UDP/IP
	M
	[SMPTE 2022-1-2007], 7.1 "RTP/UDP/IP Layer"

	Packet length
	Not to exceed MTU size

	M
	[SMPTE 2022-1-2007], 7.1 "RTP/UDP/IP Layer"


10.8.1. Media packet RTP Header conformance
10.8.2. RTP header of media packets should comply with the specifications listed in the following Table 7‑3. The format of RTP header and the bit assignment are defined in [RFC1889].
10.9. Table 7‑3
	Check item
	Specification
	M/O/C
	Reference

	Version (V) 
	2
	M
	[ETSI TS 102 034] 7.1.1 "Real-time Transport Protocol (RTP) encapsulation"

	Padding bit (P)
	To be defined by the associated video/audio transport standards
	N/A
	[SMPTE 2022-1-2007], 7.1 "RTP/UDP/IP Layer"

	Extension bit (X)
	To be constant for the duration of the session
	M
	[SMPTE 2022-1-2007], 7.1 "RTP/UDP/IP Layer"

	CSRC count (CC) 
	0
	M
	[SMPTE 2022-1-2007] 7.1 "RTP/UDP/IP Layer"

	Marker bit (M)
	To be defined by the associated video/audio transport standards
	N/A
	[SMPTE 2022-1-2007], 7.1 "RTP/UDP/IP Layer"

	Payload type (PT)
	Not specified
	N/A
	

	Sequence Number
	To be one higher than that of the previously transmitted media packet
	M
	[SMPTE 2022-1-2007], 7.1 "RTP/UDP/IP Layer"

	Timestamp
	Not specified
	N/A
	

	SSRC
	To have the same value in every packet of the stream

	M
	 [ETSI TS 102 034] Annex E.3

	CSRC list
	Not exist
	M
	[SMPTE 2022-1-2007], 7.1 "RTP/UDP/IP Layer"

	Extended header
	If exist, the length is constant duration of the session
	M
	[SMPTE 2022-1-2007], 7.1 "RTP/UDP/IP Layer"


10.10. FEC packet RTP Header conformance
10.11. RTP header of FEC packets should comply with the specifications listed in the following Table 7‑4. The format of RTP header and the bit assignment are defined in [RFC1889].
10.12. Table 7‑4
	Check item
	Specification
	M/O/C
	Reference

	Version (V)
	2
	M
	[SMPTE 2022-1-2007] 8.3 "FEC Packet RTP Header Format"

	Padding bit (P)
	0 or 1 (Computed from the media packets)
	C
	[SMPTE 2022-1-2007] 8.3 "FEC Packet RTP Header Format"

	Extension bit (X)
	0 or 1 (Computed from the media packets)
	C
	[SMPTE 2022-1-2007] 8.3 "FEC Packet RTP Header Format"

	CSRC count (CC) 
	0 (Computed from the protection operation)
	M
	[SMPTE 2022-1-2007] 8.3 "FEC Packet RTP Header Format"

	Marker bit (M)
	0 or 1 (Computed from the media packets)
	C
	[SMPTE 2022-1-2007] 8.3 "FEC Packet RTP Header Format"

	Payload type (PT)
	96
	M
	[SMPTE 2022-1-2007] 8.3 "FEC Packet RTP Header Format"

	Sequence Number
	To be one higher than that of the previously transmitted FEC pack
et
	M
	[RFC2733] 6.1 RTP Header format of FEC Packets

	Timestamp
	Computed from the media packets protection operation
(This field should be ignored by receiver)
	N/A
	[SMPTE 2022-1-2007] 8.3 "FEC Packet RTP Header Format"

	SSRC
	0
	M
	[SMPTE 2022-1-2007] 8.3 "FEC Packet RTP Header Format"

	CSRC list
	Not exist independent of the value of CSRC count
	M
	[SMPTE 2022-1-2007] 8.3 "FEC Packet RTP Header Format"

	Extended header
	Not exist independent of the value of extension bit
	M
	[RFC2733] 6.1 RTP Header format of FEC Packets


10.12.1. FEC Header conformance
10.12.2. FEC header should comply with the specifications listed in the following Table 7‑5. The format of FEC header and the bit assignment are defined in [RFC2733].
10.13. Table 7‑5
	Check item
	Specification
	M/O/C
	Reference

	SNBase low bits
	To be minimum sequence number of the media packets associated to the FEC packet
	M
	[SMPTE 2022-1-2007] 8.4 "FEC Header Format"

	Length Recovery
	To be calculated from the length of media packets. The length is the sums of the lengths (in bytes) of media payload, CSRC list, extension and padding of media packets associated with a FEC packet

	M
	[SMPTE 2022-1-2007] 8.4 "FEC Header Format"

[RFC2733] 6.3 FEC Header

	Header extension bit (E)
	1
	M
	[SMPTE 2022-1-2007] 8.4 "FEC Header Format"

	Mask
	0
	M
	[SMPTE 2022-1-2007] 8.4 "FEC Header Format"

	TS recovery
	To be used to recover the timestamp of any media packets associated with the FEC packet
	M
	[SMPTE 2022-1-2007] 8.4 "FEC Header Format"

	N
	0
	M
	[SMPTE 2022-1-2007] 8.4 "FEC Header Format"

	D
	0
	M
	Annex E.3 of [ETSI TS 102 034]

	type
	0
	M
	[SMPTE 2022-1-2007] 8.4 "FEC Header Format"

	Index
	0
	M
	[SMPTE 2022-1-2007] 8.4 "FEC Header Format"

	Offset
	L (The number of columns)
	M
	[SMPTE 2022-1-2007] 8.4 "FEC Header Format"

	NA
	D (The number of rows)
	M
	[SMPTE 2022-1-2007] 8.4 "FEC Header Format"

	SNBase ext bits
	0
	M
	Annex E.3 of [ETSI TS 102 034]


10.13.1. 


10.13.2. 


10.13.3. Transport conformance
Media and FEC packets should be transmitted following the specifications in the Table 7‑5. 
Table 7‑6
	Check item
	Specification
	M/O/C
	Reference

	UDP destination port of media packets
	N (N is an even integer per RFC 3550)
	M
	[SMPTE 2022-1-2007], clause 8.1 "FEC Packet Arrangement"

	UDP destination port of FEC packets
	N+2 (N is UDP destination port of media packets)
	M
	[SMPTE 2022-1-2007], clause 8.1 "FEC Packet Arrangement"

	UDP source port of FEC packets
	Same port as associated media packets
	M
	[SMPTE 2022-1-2007], 9 "System Configuration"


[Editor's note] Concerning packet sending arrangement, like the way to interleave FEC packets with media packets or when they should be transmitted, the method specified in [SMPTE 2022-1-200] 8.5 "FEC Traffic Shaping Issues" is not adopted in [ETSI TS 102 034] (see Annex E.3) and no other mandatory method is specified, then it is out of scope here.


10.13.4. 

 
10.14. Conformance check of FEC client functional block

10.15. In this clause, the specifications to be met by FEC client functional block are picked up. The recovering procedure is defined in [RFC2733] and some additional requirements are defined in [SMPTE 2022-1-2007] or [ETSI TS 102 034]. The conformity of recovering procedure itself is validated by binary comparing of recovered packets with original packets. In case it is not possible to do the comparing operation on IPTV terminal functions , to check the displayed video/audio output from IPTV terminal functions after recovering lost packets is available.
10.15.1. Basic function of FEC client functional block
FEC functional block should support following feature and parameter set. 

- To be able to process one or zero FEC stream (described in  [SMPTE 2022-1-2007], 8.1 "FEC Packet Arrangement").
10.15.2. - To support values of L and D within the restrictions L*D <= 400 and L <= 40.(described in  [ETSI TS 102 034] Annex E.3)
10.15.3. Out-of-order tolerance conformance
Minimum FEC decoder should be able to process the packets independently of arrival order of packets within the max-block-size source packets as described in Annex E.5.1.1 of [ETSI TS 102 034]. (Note :The operation of max-block-size is optional, then the specification of this sub-clause is applied only in the case max-block-size is supported. )
Then FEC client functional block shall receive out-of-order media packets and recover lost media packets which need the out-of-order packets. To confirm this conformance, the following operation shall be done on a network emulator to media packets and FEC packets. 
1) Interchange the sending order of  a media packet (media packet A) and max-block-size packets after media packet of it (media packet B).

2) Lose one media packet which belongs to the same column with media packet A.

3) Lose one media packet which belongs to the same column with media packet B.
Figure 7‑2 is an example in the case L = 10, D = 10 and max-block-size=100. RTP0 is interchanged with RTP100. And RTP10, which is protected by same FEC packet (FEC0) with RTP0, is lost. Then to recover RTP20, the FEC decoder is required to wait for RTP0 until 100 packets after receiving RTP100. Concerning RTP100, vice versa.
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Figure 7‑2
10.15.4. Packet delay tolerance conformance
Minimum FEC decoder should be able to process the packets independently of arrival time of packets within the max-block-size-time before current time as described in Annex E.5.1.1 of [ETSI TS 102 034]. (Note :The operation of max-block-size-time is optional, then the specification of this sub-clause is applied only in the case max-block-size-time is supported. )

Then FEC client functional block shall receive delayed media packets and recover lost media packets which need the delayed packets. To confirm this conformance, the following operation shall be done on a network emulator to media packets and FEC packets. 
1) Give delay to a media packet which is the last one protected by a FEC packet to reach FEC decoder max-block-size-time after the first media packet protected by the FEC packet. 
2) Lose one media packet which is protected by same FEC packet with 1).
Figure 7‑3 is an example in the case L = 10, D = 10. Media packets RTP0, RTP10, RTP20, RTP30, RTP40, RTP50, RTP60, RTP70, RTP80 and RTP90 are protected by the same FEC packet FEC0. RTP90, the last packet protected by FEC0, arrives max-block-size-time after RTP0 arrived. And RTP10 is lost. To recover RTP10, FEC decoder is required to wait for RTP80. 
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Figure 7‑3
10.15.5. 


10.15.6. Sanity of the recovering algorithm

Base layer FEC algorithm can recover any L consecutive packet losses as described in clause 8.1 of [SMPTE 2022-1-2007]. Then to confirm the sanity of implementation of FEC decoder, the losses of first consecutive L packets every (L*D+1) media packets should be generated on a network emulator and to this operation should be repeated at least L*(D-1)+1 times.
Figure 7‑4 is an example of above operation in the case of L = 10 and D = 10. In the first source block (the block of L*D media packets protected by L FEC packets), the first 10 media packets, from RTP0 to RTP9,  are lost. Then in the next source block, from the consecutive 10 packets from the second packet (from RTP101 to RTP120) are lost. Eventually, in the 91st source block, the last 20 media packets are lost. Then all patterns of 10 consecutive packets losses are tested by above procedure.
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Appendix I

Check-lists for base-layer FEC conformance testing
(This appendix does not form an integral part of this Recommendation)
The following is a preliminary checklist for base-layer FEC conformance testing. 
A column “M/O/C” in following tables shows requirement levels of check items. Mandatory items are shown “M”, optional ones are shown as “O” and conditional requirements are shown as “C”.

A column “Result” can be put down the result of each test items and a column “verdict” can be noted the verdict (OK, NG, N/A) by comparing with the specifications of H.701.
A column “Remark” can be put down detailed relevancies to [ITU-T H.770] specifications.  If optional elements/attributes are used according to local rules, it should be also described the conditions (ex., only if Linear TV is served, this elements is required) in order to objectively check conformities regarding their semantics.

I.1
Conformance check of FEC functional block
Table I.1-1 Basic feature of FEC functional block
	Check item
	M/O/C
	Result
	verdict
	Remark

	Enabling FEC
	M
	
	
	

	Disabling FEC
	M
	
	
	

	L, D (Test parameters)
	M
	 (L, D) =(  ,  )

L*D  = 
	
	



Table I.1-2 Packet format conformance
	Check item
	M/O/C
	Result
	verdict
	Remark

	Media packet format
	M
	
	
	

	FEC packet format
	M
	
	
	

	Media packet length
	M
	MTU= 

Length = 
	
	

	FEC packet length
	M
	MTU= 

Length =
	
	


Table I.1-3 Media packet RTP Header conformance
	Check item
	M/O/C
	Result
	verdict
	Remark

	Version (V) 
	M
	
	
	

	Extension bit (X)
	M
	
	
	

	CSRC count (CC) 
	M
	 
	
	

	Sequence Number
	M
	
	
	

	SSRC
	M
	
	
	

	CSRC list
	M
	
	
	

	Extended header
	M
	
	
	


Table I.1-4 FEC packet RTP Header conformance
	Check item
	M/O/C
	Result
	verdict
	Remark

	Version (V)
	M
	
	
	

	Padding bit (P)
	C
	
	
	

	Extension bit (X)
	C
	 
	
	

	CSRC count (CC) 
	M
	
	
	

	Marker bit (M)
	C
	
	
	

	Payload type (PT)
	M
	
	
	

	Sequence Number
	M
	
	
	

	SSRC
	M
	
	
	

	CSRC list
	M
	
	
	

	Extended header
	M
	
	
	


Table I.1-5 FEC Header conformance
	Check item
	M/O/C
	Result
	verdict
	Remark

	SNBase low bits
	M
	
	
	

	Length Recovery
	M
	
	
	

	Header extension bit (E)
	M
	 
	
	

	Mask
	M
	
	
	

	TS recovery
	M
	
	
	

	N
	M
	
	
	

	D
	M
	
	
	

	type
	M
	
	
	

	Index
	M
	
	
	

	Offset
	M
	
	
	

	NA
	M
	
	
	

	SNBase ext bits
	M
	
	
	


Table I.1-5 Transport conformance
	Check item
	M/O/C
	Result
	verdict
	Remark

	UDP destination port of media packets
	M
	
	
	

	UDP destination port of FEC packets
	M
	
	
	

	UDP source port of FEC packets
	M
	 
	
	


I.2
Conformance check of FEC client functional block

Table I.2-1 Basic function of FEC client functional block
	Check item
	M/O/C
	Result
	verdict
	Remark

	Enabling FEC
	M
	
	
	

	Disabling FEC
	M
	
	
	

	L, D (Test parameters)
	M
	 (L, D) =(  ,  )

L*D  = 
	
	


Table I.2-2 Tolerance to network disturbance and sanity of recovering alogorithm
	Check item
	M/O/C
	Result
	verdict
	Remark

	Out-of-order tolerance
	O
	max-block-size = 

Test result : 
	
	7.7.2

	Packet delay tolerance
	O
	max-block-size-time = 

Test result = 
	
	7.7.3

	Recovering algorithm
	M
	 
	
	7.7.4


�ETSI TS 102 034の1.4.1で、記述に変更あり。


～SSRC of the source stream shall be chosen randomly (with collision detection) per the requrements of RFC3550


��ETSI TS 102 034の1.4.1で、記述に変更あり。


～The initial value should be random per RFC3550 and it must be one higher than the sequence number in the previously transmitted FEC packet.





Annex E.3 of [ETSI TS 102 034]


�this parameter should be used to determine the length of any media pakects associated with the FEC packet by FEC client functional block 


�[SMPTE2022-1]8.5 FEC Traffic Shaping Issuesで定義されているが、[ETSI TS 102 034] Annex E.3で、"SHALL NOT apply"にされてしまっている。DVBの別資料「DVB Application Layer FEC Evaluations」では、送信パタンについてのAnnexが存在するが、参照されていないのでスコープ外。
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