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Draft Recommendation ITU-T H.IDscheme
ID schemes for multimedia information access triggered by tag-based identification

AAP Summary

TBD [Mandatory]
Summary

This Recommendation defines ID scheme for the multimedia information access triggered by tag-based identification. This ID scheme is used for retrieving the multimedia information associated with such an ID using a resolution process.
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Introduction

This Recommendation defines ID scheme for the multimedia information access triggered by tag-based identification, which provides the users with a new method to access to the multimedia content without typing its address on a keyboard or inputting the name of objects and/or places of relevant information.  This is one of the major communication services using identifier (ID) in data carriers such as radio frequency identifications (RFIDs), smart cards and barcodes.  International standardization of these services will give a big impact to international multimedia information services using IDs.
The purpose of this Recommendation is to specify a new ID scheme to be used in applications and services where the existing ID schemes and their combinations cannot be used.
From the standpoint of compatibility and reusability of existing identifier schemes, this Recommendation takes the approach of multiple ID schemes, in which multiple existing ID schemes are used for the identification.  Each ID scheme is identified by Object Identifier (OID).
Clause 6 provides specifies the concept of multiple ID schemes for the multimedia information access triggered by tag-based identification.

Clause 7 provides necessity of new generic ID scheme.  Also Appendix I provides additional information to show the necessity of new generic ID scheme.

Annex A specifies a generic ID scheme for the multimedia information access triggered by tag-based identification.


1
Scope

This Recommendation defines an ID scheme for the multimedia information access triggered by tag-based identification.  This ID scheme is mainly used in the multimedia information system architecture defined in [ITU-T H.621].  It also satisfies the requirements defined in [ITU-T F.771].  
This Recommendation does not define encoding rules for ID value into data carriers such as barcode tags and RFID tags.  For ISO/IEC 18000 compatible RFID tags, ID should be encoded as defined in [ISO/IEC 15962].

2
References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.

The reference to a document within this Recommendation does not give it, as a stand-alone document, the status of a Recommendation.

[ITU-T X.668]
Recommendation ITU-T X.668 (2008), Information technology – Open Systems Interconnection – Procedures for the operation of OSI Registration Authorities: Registration of object identifier arcs for applications and services using tag-based identification
[ITU-T X.680]
Recommendation ITU-T X.680 (2008), Information technology - Abstract Syntax Notation One (ASN.1): Specification of basic notation
 
[ITU-T F.771]
Recommendation ITU-T F.771 (2008), Service description and requirements for multimedia information access triggered by tag-based identification
[ITU-T H.621]
Recommendation ITU-T H.621 (2008), Architecture of a system for multimedia information access triggered by tag-based identification
[ITU-T H.IRP]
Draft Recommendation ITU-T H.IRP, ID resolution protocols for multimedia information access triggered by tag-based identification
[ISO/IEC 15962]
ISO/IEC 15962 (2004), Information technology – Radio frequency identification (RFID) for item management – Data protocol: data encoding rules and logical memory functions
3
Definitions
3.1
Terms defined elsewhere

This Recommendation uses the following term(s) defined elsewhere:


3.1.1
ID resolution [ITU-T F.771]: ID resolution is a function to resolve an identifier into associated information.

3.1.2
Object Identifier [ITU-T X.680]: a globally unique value associated with an object to unambiguously identify it.
3.2
Terms defined in this Recommendation

This Recommendation defines the following terms:

3.2.1
ID value: a string of characters that represents the value of the identifier.
3.2.2
ID scheme: definition and description of the structure of identifiers
3.2.3
ucode: new ID scheme defined in this Recommendation
4
Abbreviations and acronyms

This Recommendation uses the following abbreviations and acronyms:
	
	

	GRA
	Global registration authority

	ID
	Identifier

	LRA
	Local registration authority

	OID
	Object identifier

	RA
	Registration authority

	RFID
	Radio frequency identification

	
	

	URL
	Uniform resource locator

	URN
	Uniform resource name


5
Conventions
In this Recommendation, xx2 denotes that number xx is expressed as a binary (base-2) number.
6
Uniqueness of ID value

Figure 1 gives an overview of the structure of multiple ID schemes.  Many different ID schemes can be used for multimedia information access triggered by tag-based identification and each ID scheme should be identified by OID.
Any new ID scheme for the multimedia information access triggered by tag-based identification should be identified by an OID under the arc {joint-iso-itu-t(2) tag-based (27)} according to [ITU-T X.668].
ID schemes which have already been used widely and have an OID already allocated to them (not under arc {joint-iso-itu-t(2) tag-based (27)}) can keep their OID.

The uniqueness of ID values is required to be managed by the organization who is allocating those values.
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Figure 1: Multiple ID schemes
7
Need for generic ID scheme for multimedia information access triggered by tag-based identification
Generic ID scheme in this Recommendation is applicable to any kind of objects and places but only for the multimedia information access triggered by tag-based identification.  Any systems for multimedia information access triggered by tag-based identification should implement the generic ID scheme defined in this Recommendation.  The generic ID schemes defined in this Recommendation are used in the following cases.

The first case is when various kinds of target objects can be identified by services that access multimedia information triggered by tag-based identification.  However, for some target objects, there is no suitable internationally standardized ID schemes to identify them.  For example, when a supermarket provides a multimedia information service for food information tracking, there are no internationally standardized ID schemes that identify foods such as vegetables, fruits, and fishes. In such case, generic ID schemes defined in this Recommendation are used. 
Second case is that the services deal with many kinds of target objects. For example, a super market can provide information delivery services for several items. In this case, the number of items might be more than a hundred or a thousand. Even if there are suitable internationally standardized ID schemes for these items, it is almost impossible to deal with so many kinds of ID schemes in one information service. In this case, generic ID scheme is useful to identify these various items. If the system supports only one generic ID scheme, the system can provide multimedia information services of various items. The ID schemes defined in this Recommendation are generic ones and are used to identify these various kinds of items.

The detailed specification is specified in Annex A.










	
	
	
	

	
	
	
	
	







	
	

	
	

	
	

	
	

	
	









	
	
	
	

	
	

	
	
	
	

	
	
	
	

	
	
	
	





	
	

	
	

	
	

	
	

	
	
































Annex A

Specification of generic ID scheme
: ucode
(This Annex forms an integral part of this Recommendation)
A.1
Introduction

The generic ID scheme is designed to discriminate "objects" or "places" of the real world in the architecture defined by [ITU-T H.621].  The target for identification is every "object" and "place" in the real world, including not only industrial products, agricultural products, but human beings, and further intangible assets such as contents, programs.  The "places" include rooms, corridors, fields, roads, and buildings, etc.
A.2
Structure

A.2.1
Code Length

The basic code length for generic ID is 128 bits.  The extended code format for generic ID can have lengths multiple of 128 bits, such as 256 bits, 386 bits, and 512 bits.  This document only defines the basic 128-bit length.

A.2.2
Basic Code Structure

The generic ID consists of five fields: Version, Top Level Domain Code, Class Code, Second Level Domain Code, Identification Code (Figure A.1, Table A.1).

	generic ID
	=
	version
	+
	TLD
Code
(TLDc)
	+
	Class Code
(cc)
	+
	SLD
 Code
(SLDc)
	+
	Identification
Code
 (ic)


Figure A.1: Generic ID Structure (basic 128bit length) 
Table A.1: Field Name and its Length

	Field Name
	Length

	Version
	4 bit

	Top Level Domain Code: TLDc
	16 bit

	Class Code: cc
	4 bit

	Second Level Domain Code: SLDc
	Variable Length

	Identification Code: ic
	Variable Length


A.2.2.1
Version

The version indicates version number of generic ID scheme. Current version is 00002.

A.2.2.2
Top Level Domain Code (TLDc)
Generic ID space is managed by partitioning into domains, namely subspaces. That is, domain is a subspace as a generic ID management unit.

The domain is constructed of two-layers, and ID space is managed in a two-layered hierarchical structure. The upper level domain is called Top Level Domain (TLD). TLD is a fixed length space of 108 bits.

Global Registration Authority (GRA) assigns TLDc to the working TLD.  TLDc is 16 bits long.  TLDc is assumed to be assigned to countries and international standardization organizations who work as Local Registration Authorities (LRAs).  In addition, the following TLDcs are reserved for special use.

Table A.2: TLDc for Special Use

	TLDc
	Usage


Certification standard code space (metacode space)

	
	

	0xfffe
	Reserved for global geographic ID


Reserved for security ID
	
	


A.2.2.3
Class Code (cc)
Class Code indicates the boundary between Second Level Domain Code (SLDc) and Identification Code (ic), as described later.

If start bit of cc is 1, the ID is 128 bit.  If start bit of cc is 0, the ID is an extended code composed of 256 bit or more.  The extended code format for generic ID can have lengths multiple of 128 bits, such as 256 bits, 386 bits, and 512 bits.  This Recommendation only defines the basic 128-bit length and the extended code is defined separately.
The lower 3 bit of cc indicates the boundary between domain code and identification code, defining each length.  Figure A.2 and Table A.3 show the correspondence of lower 3 bit of cc to length.

	
	cc

(4 bits)
	SLDc + ic

(104 bits)

	
	
	

	
	10002
	Reserved

	Class A
	10012
	SLDc (8 bits)
	ic (96 bits)

	Class B
	10102
	SLDc (24 bits)
	ic (80 bits)

	Class C
	10112
	SLDc (40 bits)
	ic (64 bits)

	Class D
	11002
	SLDc (56 bits)
	ic (48 bits)

	Class E
	11012
	SLDc (72 bits)
	ic (32 bits)

	Class F
	11102
	SLDc (88 bits)
	ic (16 bits)

	
	11112
	Reserved


Figure A.2: cc values and bit boundary (1) between SLDc and ic

Table A.3: cc values and bit boundary (2) between SLDc and cc

	Class code
	Second Level Domain space size
	Bit Number of SLDc, ic

	0xxx2
	Reserved for extension
	

	10002
	Reserved
	

	10012
	96 bit (Class A)
	ID with SLDc = 8 bits, ic = 96 bits

	10102
	80 bit (Class B)
	ID with SLDc = 24 bits, ic = 80 bits

	10112
	64 bit (Class C)
	ID with SLDc = 40 bits, ic = 64 bits

	11002
	48 bit (Class D)
	ID with SLDc = 56 bits, ic = 48 bits

	11012
	32 bit (Class E)
	ID with SLDc = 72 bits, ic = 32 bits

	11102
	16 bit (Class F)
	ID with SLDc = 88 bits, ic = 16 bits

	11112
	Reserved
	


A.2.2.4
Second Level Domain Code (SLDc)
Second Level Domain is lower level domain. Second Level Domain space has six types of size from 16 bit to 96 bit in 16 bit unit. They are called Class A – Class F, according to the size. The bit length of SLDc plus the bit length of ic is always 104 bits (fixed) (Table A.3).  LRA assigns cc and Second Level Domain code (SLDc) to each Second Level Domain.
Second Level Domains are assumed to be managed by companies, associations, universities, schools, ministries of governments, local governments, and so on.
A.2.2.5
Identification Code (ic)
Each organization managing Second Level Domain can define Identification Code (ic) for identifying unambiguously "object" and/or "place".  When the organization defines the ic, all fields in the ID are defined.  So, the organization can issue the ID for use.
A.3
Allocation
GRA handles the assignment of TLDs to LRAs. LRAs, in turn, handles the assignment of  SLDs within the subspace allocated to them. . Thus the assignment of the whole code space is done in a distributed manner. This is the basic governance model. It is expected that ITU or a party designated by it acts as the sole GRA, and assigns TLDs to various organizations in the world so that the assignment of identifiers can be done in distributed fashion.
Appendix I

Survey on ID schemes
(This appendix does not form an integral part of this Recommendation)


I.1
Introduction

The purpose of this Appendix is to investigate whether currently existing ID schemes (most of them being internationally standardized) satisfy the requirements presented in F.771 or not.
The requirements of ID schemes described in F.771 are:

· ID-001: Identifier is recommended to be used by different applications.
If an identifier is assigned to a product, the identifier could be used for production management in a factory, supply chain management, and customer services for end users of the product. If a location identifier is assigned to a room in a building, the identifier could be used for room reservation system, maintenance activity for the room, and guidance system in emergencies. As described in these examples, an identifier, if required, could be used by different applications.
· ID-002: Identifier is required to be assigned for real-world entities such as physical/logical objects, persons, and places.
Identifier is required to identify products, foods, drugs, digital content, locations, persons, and so on. This requirement has an impact on the design of identifier scheme, because the total number of these entities is estimated as very large. Hence, the total number of identifiers used by the multimedia information access triggered by tag-based identification is also estimated to be much larger than the number of identifiers for communication entities such as IP address, phone number, and MAC address. However, today, it is difficult to estimate precisely the total number of identifiers used in the multimedia information access triggered by tag-based identification.
· ID-003: Identifier is required to be issuable by any organizations such as business companies, non-profit organizations, governments and individual users.
· ID-004: Identifier is required to be globally unique so that the multimedia information access triggered by the identifier is globally available.
· ID-005: Multiple identifier schemes are required to be supported.
It is important to provide a function to use multiple identifier schemes in this service because there are already many existing identifier schemes and new identifier schemes for this service can be designed in the future.
Among them, ID-005 is not a requirement for ID scheme itself, but for the system that utilizes identifiers. Therefore, we excluded this requirement from the use case analysis. ID-001 is also excluded from the use case analysis, because all the target ID schemes listed below satisfy this requirement.

I.2
Target ID schemes

To make this use case analysis comprehensive, we investigate widely used existing ID schemes from wide range of application areas:

· EPC

· ISO/IEC 15459-x (Information technology – Unique identifiers)

· ISO/IEC 6709 (Standard representation of geographic point location by coordinates)

· ISO 2018 (ISBN)

· ISO 3297 (ISSN)

· X.667 (UUID)

· ISO/IEC 15963 (Information technology – Radio frequency identification for item management – Unique identification for RF tags)
· ISO/IEC 11784 (Radio frequency identification of animals – Code structure)

Note that all of the above ID schemes other than EPC are international standards, and EPC is used widely.
For comparison, we also include two ID schemes (Annex A and B in this Recommendation) in this analysis.
I.3
Current Standardized ID schemes and their Use Case Analysis
In this section, we analyze target entities (ID-002), issuing organizations (ID-003), and uniqueness (ID-004) of standardized ID schemes.
I.3.1
EPC

I.3.1.1
Overview
EPC is a family of ID schemes proposed by EPCglobal. It is currently one of the most widely used ID schemes in the field of supply chain management, even though it is not an international standard. It is designed to be used in a low-cost method of tracking goods using RFID technology, to meet the needs of various industries, to identify each item manufactured (unlike barcode systems), and to guarantee uniqueness for all EPC-compliant tags. This implies that the initial intension of EPC is to identify products manufactured by using RFID-based tags.

It contains Serialized Global Trade Item Number (SGTIN), Serial Shipping Container Code (SSCC), Serialized Global Location Number (SGLN), Global Returnable Asset Identifier (GRAI) and Global Individual Asset Identifier (GIAI).

I.3.1.2
Target entities

Most of identifiers are mainly assigned for objects, but not for the logical objects. SSCC can be assigned for the shipping container and SGLN can be assigned only for the location.
It is hard to say that EPC satisfies ID-002.

I.3.1.3
Issuing organizations

Registered issuing agencies may issue identifiers and hierarchical structure of issuing agencies is provided.

EPC satisfies ID-003.

I.3.1.4
Uniqueness

Each identifier is assured to be globally unique.

EPC satisfies ID-004.
I.3.2
ISO/IEC 15459-x

I.3.2.1
Overview
ISO/IEC 15459-x is an ID scheme designed for supply chain management. Since the original intended application of this ID scheme is supply chain management system.

I.3.2.2
Target entities

Identifiers are mainly assigned for objects, but not places. Since this ID scheme is designed for ID tags, it is impossible to assign the identifier to any logical objects.

It is hard to say that ISO/IEC 15459-x satisfies ID-002.

I.3.2.3
Issuing organizations

Registered issuing agencies may issue identifiers and hierarchical structure of issuing agencies is provided.
ISO/IEC 15459-x satisfies ID-003.

I.3.2.4
Uniqueness

Each identifier is assured to be globally unique.

ISO/IEC 15459-x satisfies ID-004.
I.3.3
ISO/IEC 6709

I.3.3.1
Overview
ISO/IEC 6709 is an international standard representation of latitude, longitude and altitude for (fixed) geographic point locations. It is used by many GIS applications, but other kinds of ID-based applications such as supply chain management systems, whose intension is identification of moving objects, can not use this ID scheme.

I.3.3.2
Target entities

Identifiers are assigned for geographic point locations. This identifier cannot be assigned to any objects that move around.

It is hard to say that ISO/IEC 6709 satisfies ID-002.

I.3.3.3
Issuing organizations

It is a representation for identifying geographic point locations, thus no one can issue the identifiers. It is hard to say that ISO/IEC 6709 satisfies ID-003.

I.3.3.4
Uniqueness

Each identifier is assured to be globally unique.

ISO/IEC 6709 satisfies ID-004.

I.3.4
ISO 2018 (ISBN)

I.3.4.1
Overview
ISBN (International Standard Book Number) is a numbering scheme for identification of books.
I.3.4.2
Target entities

ISBN numbers are assigned only for books and physical publications. ISBN numbers are not assignable for any logical objects and other physical objects.

It is hard to say that ISBN satisfies ID-002.

I.3.4.3
Issuing organizations

Only affiliated organizations (sometimes national organizations) that manage books in the region or country may issue the ISBN numbers.

ISBN satisfies ID-003.

I.3.4.4
Uniqueness

Identifiers are assured to be globally unique.

ISBN satisfies ID-004.

I.3.5
ISO 3297 (ISSN)

I.3.5.1
Overview
ISSN (International Standard Serial Number) is a numbering scheme for identification of serial publications such as newspapers, magazines, journals and year books globally used in the world.

I.3.5.2
Target entities

ISSN numbers are assigned only for serial publications. ISSN numbers are not assignable for any other logical or physical objects.

It is hard to say that ISSN satisfies ID-002.

I.3.5.3
Issuing organizations

Only affiliated organizations (sometimes national organizations) that manage serial publications in the region or country may issue the ISSN numbers.

ISSN satisfies ID-003.

I.3.5.4
Uniqueness

Identifiers are assured to be globally unique.

ISSN satisfies ID-004.

I.3.6
X.667 (UUID)

I.3.6.1
Overview
X.667 (UUID: Universally Unique Identifier) is an ID scheme designed for identifying information or components in the distributed systems without assumption of any management systems of identifiers. One of the most famous implementation of UUID is Microsoft’s GUID.

I.3.6.2
Target entities

Identifiers can be assigned for everything that can be identified.

UUID satisfies ID-002.

I.3.6.3
Issuing organizations

Individual users or programs may issue identifiers. Since central coordination is difficult in this ID scheme, it is not suitable for organizations which want to control issuing of identifiers from the fixed numbering space that can freely be managed by the organization to hierarchically manage products.

It is hard to say that UUID satisfies ID-003.

I.3.6.4
Uniqueness

Each identifier is almost assured to be globally unique, but there are some possibilities of collisions (except if the UUID is registered as an OID).

It is considered that UUID may satisfy ID-004 in some degree of confidence.

I.3.7
ISO/IEC 15963 (TID)

I.3.7.1
Overview
ISO 15963 is an ID scheme designed for RFID tags and mainly used for supply chain management. Since this ID scheme is designed only for RFID tags, it cannot be used for applications that require other kinds of ID tags such as printing code.

I.3.7.2
Target entities

Identifiers are mainly assigned for objects, but not places. Since this ID scheme is designed for RFID tags, it is impossible to assign the identifier to any logical objects.

It is hard to say that ISO 15963 satisfies ID-002.

I.3.7.3
Issuing organizations

This identifier is always written into RFID tag when tag chip manufacturer produce RFID tag and only tag chip manufacturer can issues identifier.
It is considered that ISO 15963 may satisfy ID-003 in some degree.
I.3.7.4
Uniqueness

Each identifier is assured to be globally unique.

ISO 15963 satisfies ID-004.
I.3.8
ISO/IEC 11784
I.3.8.1
Overview
ISO/IEC 11784 is an ID scheme designed for identifying animals. 

I.3.8.2
Target entities

Identifiers are assigned only for animals
It is hard to say that ISO/IEC 11784 satisfies ID-002.

I.3.8.3
Issuing organizations

Registered issuing agencies may issue identifiers and hierarchical structure of issuing agencies is provided.
ISO/IEC 11784 satisfies ID-003.
I.3.8.4
Uniqueness

Each identifier is assured to be globally unique.

ISO/IEC 11784 satisfies ID-004.
I.3.9
xCode
I.3.9.1
Overview
xCode is a new ID scheme designed for multimedia information access triggered by tag-based identification.
I.3.9.2
Target entities

xCode can be assigned for everything that can be identified.

xCode satisfies ID-002.

I.3.9.3
Issuing organizations

Registered issuing agencies may issue identifiers and hierarchical structure of issuing agencies is provided.
xCode satisfies ID-003.
I.3.9.4
Uniqueness

Each identifier is assured to be globally unique.

xCode satisfies ID-004.
I.3.10
ucode (Annex A in this Recommendation)
I.3.10.1
Overview
ucode is a new ID scheme designed for multimedia information access triggered by tag-based identification. 

I.3.10.2
Target entities

ucode can be assigned for everything that can be identified.

ucode satisfies ID-002.

I.3.10.3
Issuing organizations

Registered issuing agencies may issue identifiers and hierarchical structure of issuing agencies is provided.
ucode satisfies ID-003.
I.3.10.4
Uniqueness

Each identifier is assured to be globally unique.

ucode satisfies ID-004.
I.4.
Summary

Table I.1 summarizes the information in the preceding clauses. According to this investigation, it is considered that no existing ID scheme other than xCode and ucode satisfies all the requirements described in ITU-T F.771.
Table I.1: Summary of analysis

	
	ID-002
	ID-003
	ID-004

	EPC
	U
	S
	S

	ISO/IEC 15459-x
	U
	S
	S

	ISO 6709
	U
	U
	S

	ISBN
	U
	S
	S

	ISSN
	U
	S
	S

	UUID
	S
	U
	P

	ISO/IEC 15963
	U
	P
	S

	ISO/IEC 11784
	U
	S
	S

	xCode
	S
	S
	S

	ucode
	S
	S
	S


Legend: S: satisfied, U: unsatisfied, P: Not strictly satisfied 
______________
�If we keep this, we will have some problem with Olivier.  Also, I have no problem to move Annex A into main body.


�Now we can include this in the main body.


�I hink thi tex can be deleted.


�If A.2.1 is deleted, this text can be just after A.2. And subsection can be rnumbered as A.2.1 ~ A.2.5.
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