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Abstract

This contribution presents a model of Network Architecture to ease the deployment of a Worldwide Public VoIP Network. The purpose of the architecture is both 

· to ease the development and migration of vocal added-value services (IN over VoIP), and 

· to ease the integration of data and voice in the same global IN/IP structure.

_________________________________________________________

1. Introduction

This paper is intended to provide a network architecture and to define interfaces for the Voice over IP inter-working with the existing PSTN; we expect the same architecture to be able to offer network and edge services where needed for the native multimedia services in the IP world.

This paper can be applied to H323 both on IP and on ATM networks. Besides, this paper also complements the MGCP proposal [draft-huitema-MGCP-v0r1-00.txt], trying to bring further thoughts in order to apply it not only to corporate networks, but more to public network operations, including inter-operator interconnection. 

2. Marketing context and rationale
We identify 3 different market segments, and derive 3 families of interfaces :

· IP trunking like IP technology based Carriers, and IP phone service offered by Internet Service Providers at their Access Node: these operators offer IP transit to PSTN/ISDN originating voice. They operate TRUNKING GATEWAYS interfaced at NNI. Data and multimedia is usually introduced in the same IP network through leased lines terminations, or for ISP through NAS (now SS7 interfaced) which provide modem termination when needed, along with access AAA features. It is foreseen that Trunking Gateways and NAS  will converge.

· IP access like Cable operators’ VoIP service, or VoIP over ADSL data channel: these operator use ACCESS GATEWAYS interfaced at UNI. They also offer access to Internet with NAS. A similar convergence of Gateways and NAS is envisionned.  

· Voice/data/multimedia service for IP Native terminals. The users have bought a TERMINAL GATEWAY possibly built in the terminal itself. For Corporate Networks, these gateways are part of the PABX, or located beside it.

3. Architecture concepts 

The following diagram shall be used for reference throughout the text. 

·   The diagram resumes the proposal for the trunking VoIP architecture (left), as an Access VoIP architecture (center), and for the IP native services (right). The larger rectangle show logical elements that need to be integrated together.
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Several comments can be drawn out of this:

4 - Integrating services in PSTN/VoIP networks (Interfaces 3, 6 and 10) 

As currently stated, H323 or MGCP are mostly concerned with call control issues, without really considering the issue of added-value services. Though, the turn-over of telecom and IP operators mainly comes from Services, rather than from the Call Control. At the same time, it seems unrealistic both for technical and business reasons, to make a gatekeeper or call agent which are at the same time responsible for call control and for all value added services. IP Networks may also provide edge independent servers, but that does not solve the main issue: how to provide a maximum value to the customers: where can we best offer services like VPN, screenings, mobility, or call transfers?  We propose to do this in servers: the Call Manager for call related services and the Session Manager for the data related services (both need to merge to offer VPN over voice and data, and similar global services). The name Call Manager should not be misinterpreted: the originating call Agent is plainly in charge of the call, and the other Call agents, as well as the various Call Managers are only providing additional value; the Call agent is putting requests to the Call Manager on “trigger like” context, it is not always under control of the Call Manager. It also puts direct requests to other call agents.

Opening an interface between Call agent and Call managers will let an operator build services from multiple providers including himself, and will unable the role of Service Operator separate from infrastructure and Call control operator. 

Several implementations can solve this issue. 

A possible view is to consider different services as different endpoints. As such, service description could possibly go through SIP/SDP. Nevertheless, for terminals that do not yet understand SIP/SDP, the intelligence still needs to reside somewhere in the network. 

In PSTN, such intelligence resides in IN SCP, using the INAP protocol. On the diagram, this functionality is provided by the Call Manager (CM).  The interface between the CM and the CA is to be defined, but a possible candidate could be INAP (starting from CS2 as the latter separates between the connection and the call).

Meanwhile, in the data area (non vocal), Network Access Servers are seen as potential gateways. Indeed it is expected “that the same gateways will combine Voice over IP services and Network Access services”. As such, the term Gatekeeper or Call Agent becomes misleading. Hence, the term Session Agent is proposed. Likewise, the term Call Manager could be changed into a more generic Session Manager.

We will propose in a following contribution a simple mapping of INAP over the call control profile of H323 or MGCP (or of any other interface 1, 2 4 and 5 description, that will be chosen as a standardization candidate by your Study Group).

Interface 10 that offers VPN and others on top of an IP session cannot be INAP based, since there is no call model behind. 

5 – Other proposals

5-1 Differentiate more clearly between UNI and NNI gateway (interfaces 2, 5 as well as 1 and 4)

Although current specifications enlarge different gateways (trunking gateways, Terminal/residential gateways, access gateways…), most of the MGCP examples given are targeted at trunking (NNI/ ISUP) gateways, and most of the H323 examples are related to Terminal Gateways. Therefore one may wonder if the current number of events/packages is complete enough to deal with such a realm of gateways. For instance, considering UNI (Q931/932) gateways, how does H323 or MGCP cope with ISDN supplementary services (e.g. HOLD/RETRIEVE messages) ?

We propose to specify each family of interfaces in its context, and not to mix the UNI and NNI cases in the various documents and chapters.

5-2 Provide one Common Access Session for a customer (in CA/SA)

One concern from all customers is the multiple authentication that needs to be done from the same terminal. Imagine a user connecting to Internet. He needs to provide his ID and password, and the Radius based Access control will handle his log-in to the ISP/ data service. If this user wants to place a phone call, he should not have to provide another couple of ID/password. Unfortunately, would it be H225 or equivalents, there is today as many access sessions as IP parts. One should improve this point.

Another concern is a clean cut between the access session and the service session in the Voice over IP service, so that further service session mobility will be trivial, and that one can accomodate a legal environment where two different operators provide access and call service (a third one could offer additional services).

We propose thus to mimic the TINA Access Session, making it applicable in the H323 or MGCP environment. The AAA part would be unique, and done in this manner. The charging if any would also greatly benefit from a centralized logical access management.  

5-3 Define an Inter-operator Call oriented interface (interface 7)

The lack of multi-operator VoIP interconnection interface makes it necessary to come back to ISUP and voice at each operator’s frontier. Until there is an agreement on the Interface 7 of the previous diagram, there is a risk of multiple packetization/depacketizations, resulting in a poor quality of audition. 

It would be nice to discuss the content of the Interface 7, so that an worldwide Public VoIP network can be deployed.   

5-4 Text based interfaces vs. CORBA IDL based interfaces

As a general engineering comment to MGCP interfaces, it can be found surprising that at the era of modern IT distributed object techniques, H323 and MGCP specifications provide only text based protocol interfaces. Why not provide an IDL version as well ? The interfaces 1 to 11 specifications would gain in clarity, formality, and would benefit from object orientation advantages.  Moreover they would probably be more easily understood by software engineers. Offer text based protocols where end user interactions might be needed is surely a good idea, but such is not the case with MGCP. For completion, an IDL version of SDP would then be needed.

6- Conclusion

The architecture just presented is intended to stimulate discussion on the requirements for the architecture of a worldwide publid VoIP and data network. The presentation is preliminary and more investigation will be undertaken after the community has expressed its comments and provided guidelines. 

Attached powerpoint file: the global architecture diagram.
LP Anquetil, J. Vandenameele, B van Doorselaer, M. Lapierre, A. Zahir and G. Roullet
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