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sijben@lucent.com��1	Decision/action requested

The document addresses some shortcomings in H.225.0 signaling when an H.323 network is an intermediate network between SS7 networks. Extensions to H.225.0 messages are proposed to transport the additional SS7 information.   This document is presented to TIPHON for information prior to submission to ITU-T.

2	Reference 

ITU-T Recommendation H.323, Packet-Based Multimedia Systems

ITU-T Recommendation H.225.0, Call Signalling Protocols and Media Stream Packetization for Packet-Based Multimedia Systems



3	Introduction

This document treats a problem of interworking when an H.323 network acts as an intermediate network between two SS7 networks.  Today, some information present in SS7 ISUP messages can not be carried in H.225.0 messages.  This prevents SS7 messages from being transmitted from one SS7 network to the other.  In this document we address the generic problem of connecting two SS7 networks by an H.323 network, which relates to TIPHON scenarios 1 & 2.



Consider an H.323 network that is between two SS7 networks.  SS7 call control messages are received by the H323 network from one SS7 network at one H.323/SS7 gateway, which converts them to H.225.0 messages.  The H.225.0 messages pass through the intermediate H.323 network to another H.323/SS7 gateway, at which they are converted back to SS7 messages and passed to the other SS7network. Interworking from SS7 signaling to H.225.0 signaling results in a loss of portions of the SS7 messages that cannot be restored when interworking the H.225.0 messages back to SS7 messages. There are three areas in which interworking results in information being lost. First, some SS7 messages do not correspond to H.225.0 messages, and cannot pass through the H.323 network. Second, in H.225.0 messages that do correspond to SS7 messages, some of the SS7 parameters do not map to H.225.0 information elements. Third, for SS7 parameters that can be mapped to H.225.0 information elements, some of the fields in the H.225.0 information elements do not accommodate all of the fields in the corresponding SS7 parameters. This results in a problem in populating the outgoing SS7 messages at the H.323 gateway.  An extension to H.225.0 is proposed, to allow complete SS7 information to be passed through the H.323 network so that the SS7 messages can be reconstructed at the H.323/SS7 gateways and sent to the destination SS7 networks.  An additional extension is proposed to the admission request (ARQ) message to provide SS7 network information to the gatekeeper.

3.1	Reference Network Configuration

An example of the configuration under consideration is shown in Figure 1. A calling user initiates a call at PSTN switch 1, and it passes through an SS7 Network 1 to the ingress H.323 gateway.  The H.323 gateway routes the call over the intermediate H.323 network to an egress H.323 gateway, and then the call passes through SS7 Network 2 to terminating PSTN Switch 2, which delivers the call to the called user.  A more detailed description of the message flow is provided below, however, note that the H.323 gateways convert SS7 ISUP messages incoming from the SS7 network to H.225.0 messages that flow across the H.323 network, and outgoing H.225.0 messages to SS7 ISUP messages.

3.2	Signaling Interworking Between H.225.0 and SS7 ISUP

In H.225.0, the call control signaling is based on Q.931, a user-network interface protocol. The H.225.0 signaling messages have the same protocol identifier as Q.931 messages.  SS7 is a network-network protocol, for signaling between network elements such as PSTN switches.                                                 

For calls that originate and terminate at PSTN users, and are routed through an intermediate H.323 packet network, the intermediate H.323 network plays the role of a network switch. However, using network-user interworking at the ingress interface and a user-network interworking at the egress interface  (between the H.323 network and the PSTN networks) is not equivalent to a network-network interface.  The SS7 information necessary to reconstruct the SS7 messages at the egress gateway must be sent through the intermediate H.323 network from the ingress gateway to the egress gateway.



In the case of SS7 ISUP signaling, the interworking function of the H.323 gateway element converts SS7 ISUP messages to corresponding H.225.0 messages and populates the information elements in the H.225.0 messages with information from the parameters in ISUP messages.  Because of the similarity between H.225.0 and Q.931, the mapping is straightforward and similar to ISUP/Q.931 interworking. The resulting interworking is acceptable for calls that originate from a PSTN user and terminate at an H.323 terminal or for calls that originate at an H.323 terminal and terminate at a PSTN user. The ISUP information that does not map to H.225.0 is not required by the H.323 terminal, and the information received from the H.323 user that is not mapped to ISUP is not needed by the SS7 network.



For calls that originate from one PSTN user, and pass through an intermediate 

H.323 network to terminate at another PSTN user, the signaling passes through two H.323 gateways, one of which converts ISUP messages to H.225.0 messages and the other which converts the H.225.0 messages to ISUP messages. Because there is not a one-to-one mapping between ISUP messages/parameters and H.225.0 messages/information elements, some of the ISUP information in the incoming SS7 message is not available when outgoing SS7 ISUP messages are populated at the other gateway.

3.3	Proposed Solution and Alternatives

Three possible approaches to the problem of delivering SS7 information across an H.323 network were considered:



Expand the H.225.0 message set and information elements to accommodate all of the ISUP information in H.225.0 messages.  This was rejected because it would radically change the existing structures and the relationship between H.225.0 and Q.931.



Introduce a new protocol to the H.323 protocol suite to support sending SS7 messages explicitly across the H.323 network for SS7 gateway-to-SS7 gateway calls. This approach is consistent with the treatment of the intermediate H.323 network as a network-network interface at both the ingress gateway and the egress gateway. ISUP (TUP, BISUP) messages can be used for call control signaling, and interworking between the external SS7 messages and the internal messages is minimized.  Additional H.323-specific user-to-user information can be added to the ISUP messages as in H.225.0, but probably less information is required because the calls are PSTN-to-PSTN calls, and will not use as much of the H.323 functionality or features.  This solution was rejected because of the amount of standards work to replace H.225.0 with new signaling protocols, one for each SS7 signaling type (ISUP, TUP, BISUP, for example).



The proposed solution is to transport SS7 messages in new fields in the user-to-user ASN.1 structures in the existing H.225.0 messages. Those SS7 messages that do not map to existing SS7 messages are transported in otherwise empty Facility messages.  This solution is preferred because it 1) utilizes the existing interworking between Q.931 and SS7 (ISUP), 2) provides a simple method of transporting SS7 messages that do not interwork with H.225.0 messages, and 3) it requires only a small and simple extension of the ASN.1 data structure for H.225.0.  This method also accommodates transport of other signaling protocols such as TUP, BISUP, etc.  A disadvantage associated with this method is that the SS7 messages are inside of the ASN.1 structure, so there is additional processing required to decode the ASN.1 structure to extract the SS7 message.



The level of detail presented here is not intended to provide complete field-by field interworking information.  After the comments are received, the amount of detail will be made sufficient for implementation.

3.1	Message Flow for Example Scenario

The message flow for a simple example of a scenario for a call that originates at one PSTN switch and terminates at another PSTN switch is also shown in Figure 1.  We note that there are more complex variants of this scenario and that the purpose is to illustrate the signaling interworking.



When the caller initiates a call at PSTN Switch 1, the switch sends an ISUP Initial Address Message (IAM) over the SS7 network to the ingress H.323 gateway.  The gateway receives the IAM and sends an H.225.0 Setup message across the H.323 network to the egress H.323 gateway.  The egress H.323 gateway sends an IAM message through the SS7 network to the terminating PSTN switch. When the PSTN switch begins ringing the called party, it sends an Address Complete message (ACM) to the H.323 gateway, which sends an Alerting message to the ingress gateway. The ingress gateway sends an ACM over the SS7 network to the originating PSTN switch. When the called party answers, the terminating PSTN Switch 2 sends an ISUP Answer Message (ANM) to the egress H.323 gateway, which in turn sends a H.225.0 CONNECT message across the H.323 network to the ingress H.323 gateway.  The ingress H.323 gateway receives the CONNECT message and sends an ISUP ANM back to the originating PSTN switch over the SS7 network. At the end of the call, if the calling party terminates the call, the originating PSTN switch sends an ISUP Release message (REL) to the ingress H.323 gateway.  The ingress H.323 gateway converts it to a Release Complete message that it sends across the H.323 network to the egress gateway. The egress gateway converts it to an ISUP REL message, which it sends over SS7 Network 2 to terminating PSTN Switch 2.
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4	Layout of SS7 Data in H.225.0 User-to-User Information Element

The ASN.1 layout of the user-to-user information element for all H.225.0 messages is shown in Figure 2.  The data structure shows an element h323-uu-pdu, which is a structure of type H323-UU-PDU containing the H.323-specific user information followed by an element user-data, which is user-to-user information that networks pass end-to-end.  The H323-UU-PDU structure is made up an h323-message-body, which contains the message-specific H.323 user-to-user information, and several fields that are not message-specific, namely the nonStandardData, the h4501SupplementaryService field, the h245Tunneling and h245Control  fields, and the nonStandardControl field.  We propose to add two other non message-specific fields to carry the additional SS7-related information. The new fields are the ss7Transport field, a Boolean field that indicates if SS7 information is present in the message, and the optional ss7Info field, which is a data structure containing the SS7 information.  The additions to the ASN.1 structure are shown in bold.



The additional data structure, SS7-Info, for the ss7Info field, is also shown in Figure 2.  It carries the SS7 message as an octet string containing the message identifier and the SS7 parameters in the message. In addition the SS7-Info structure contains information (ss7Version) needed to identify the SS7 version being used, e.g. ITU-T, ANSI, ETSI, or possibly a national-specific version. The ss7Version is coded as an H.225.0 ProtocolIdentifier. The ss7User field is coded as a single octet according to the coding of the Message Transport Part (MTP) service information octet (SIO).  This includes the service indicator, which indicates ISUP, TUP, BISUP, etc., the message priority, and the International/National indicator. Finally, an extension (ellipsis) is indicated in the structure between the SS7 message and the other SS7 information for future expansion, if necessary.



Three additional optional structures are required in the H.225.0 admission request (ARQ) message to identify the PSTN office, trunk facility, and trunk circuit that is interfaced to the H.323 gateway.  This information is not passed through the entire H.323 network, but is used by the gatekeeper to determine possible services that may be required by the originating PSTN user. The modified ARQ structure is shown in Figure 2.  Proposed layouts of the new structures are shown.  It is noted that the information in the ARQ message complements the information in the IAM message.  In a gatekeeper-routed mode, the service information carried in the IAM is used in conjunction with the information in the ARQ message such that routing and service identification is available.



			Figure 2.  ASN.1 Layout of User-to-User Information



H323-UserInformation ::= SEQUENCE               -- root for all Q.931 related ASN.1                                                                          

{                                                                             

        h323-uu-pdu     H323-UU-PDU,                                         

        user-data       SEQUENCE 

        {                                                                    

                protocol-discriminator                  INTEGER (0..255),     

                user-information                                OCTET STRING (SIZE(1..131)),                                                                

                ...                                                           

        } OPTIONAL,

        ...                                                                  

}

H323-UU-PDU ::= SEQUENCE                                                      

{                                                                             

        h323-message-body   CHOICE                                            

        {

                setup                           Setup-UUIE,                  

                callProceeding          CallProceeding-UUIE,                 

                connect                 Connect-UUIE,                        

                alerting                        Alerting-UUIE,               

                userInformation         UI-UUIE,                             

                releaseComplete         ReleaseComplete-UUIE,

                facility                        Facility-UUIE,               

                ...,

                progress                        Progress-UUIE,              

                empty                           NULL                    -- used 

when a FACILITY message is sent,                                              

 -- but the Facility-UUIE is not to be invoked 

 -- (possible when transporting supplementary                               

 -- services messages)                                                      

 -- or when transporting SS7 information in H.225.0 messages that do not map directly to SS7 messages

},                                                                   

        nonStandardData         NonStandardParameter OPTIONAL,              

        ..., 

        h4501SupplementaryService       SEQUENCE OF OCTET STRING OPTIONAL     

                                                        -- each sequence of octet string is defined as one                                                  

                                                        -- H4501SupplementaryService APDU as defined in 

				        -- Table 3/H450.1

        h245Tunneling		Boolean,

				        -- If TRUE, Tunneling of H.245 messages is enabled

        h245Control		SEQUENCE OF OCTET STRING OPTIONAL,

				        -- each octet string may contain exactly                                              

                                                        -- one H.245 PDU             

        nonStandardControl              SEQUENCE OF NonStandardParameter OPTIONAL

        ss7Transport                    Boolean,

      				       -- If TRUE, SS7 information transport is enabled

        ss7Info			  SS7-Info OPTIONAL,

				       -- contains SS7 information being transported

}



SS7-Info ::=  SEQUENCE

{

	ss7Version		ProtocolIdentifier,

       	ss7UserIdentifier	OCTET STRING, 

            ss7Message               OCTET STRING,

	…	

}

   

AdmissionRequest ::= SEQUENCE --(ARQ)

{

	requestSeqNum		RequestSeqNum,

	callType			CallType,

	callModel			CallModel OPTIONAL,

	endpointIdentifier		EndpointIdentifier,

	destinationInfo		SEQUENCE OF AliasAddress OPTIONAL,	--Note 1

	destCallSignalAddress	TransportAddress OPTIONAL,				--Note 1

	destExtraCallInfo		SEQUENCE OF AliasAddress OPTIONAL,

	srcInfo			SEQUENCE OF AliasAddress,

	srcCallSignalAddress	TransportAddress OPTIONAL, 

	bandWidth			BandWidth,

	callReferenceValue		CallReferenceValue,

         nonStandardData		NonStandardParameter OPTIONAL,

	callServices			QseriesOptions  OPTIONAL,

	conferenceID		ConferenceIdentifier,

	activeMC			BOOLEAN,

	answerCall			BOOLEAN,	-- answering a call

	...,

	canMapAlias		BOOLEAN,	-- can handle alias address

	callIdentifier			CallIdentifier,

	srcAlternatives		SEQUENCE OF Endpoint OPTIONAL,

	destAlternatives		SEQUENCE OF Endpoint OPTIONAL,

	gatekeeperIdentifier	GatekeeperIdentifier OPTIONAL,

	tokens				SEQUENCE OF ClearToken OPTIONAL,

	cryptoTokens		SEQUENCE OF CryptoH323Token OPTIONAL,

	integrityCheckValue	ICV OPTIONAL,

	transportQOS		TransportQOS OPTIONAL,

	willSupplyUUIEs		BOOLEAN,

         officeAddress		OfficeAddress OPTIONAL,

         facilityID	 	FacilityID OPTIONAL,

         connectionID		ConnectionID OPTIONAL 

}

OfficeAddress ::= Choice

{

         numericID		NumericID,

         octetID			OctetID 

}



FacilityID ::= Choice

{

	numericID		NumericID,

            octetID		OctetID

}

ConnectionID ::= Choice

{

	numericID		NumericID,

            octetID		OctetID

}



NumericID ::=	IA5String (SIZE(1..8)) (FROM (“0123456789”)

OctetID ::=		OCTET STRING 

	                                                                          



5.	Mapping ISUP Messages to H.225.0 Messages

This section covers several categories of ISUP messages and to which H.225.0 messages they map when interworking between ISUP and H.225.0. Because the ISUP version is identified in the proposed signaling, various versions of  ISUP (and other signaling systems such as B-ISUP) can be accommodated. The list of ISUP messages shown below is representative and may vary according to ISUP version.  This section illustrates proposed categories of mappings.



5.1	ISUP Messages that Can be Mapped Directly to H.225.0 Messages

The following ISUP messages map to corresponding H.225.0 messages:





1.  IAM 	Initial Address - map to H.225.0 Setup message          

                                                        

2.  CPG 	Call Progress - map to H.225.0 Progress message         

                                                        

3.  ACM 	Address Complete - map to H.225.0 Alerting message      

                                                        

4.  ANM 	Answer - map to H.225.0 Connect message                 

                                                        

5.  REL 	Release - map to H.225.0 Release Complete message       

                                                        

6.  FAC 	Facility - map to H.225.0 Facility message              

                                                   

5.2	ISUP Messages That Can Be Mapped to H.225.0 Facility Message

The following ISUP messages do not map directly to H.225.0 call control messages, and it is proposed to pass these messages in an H.225.0 Facility message in the H323-UU-PDU. It is proposed to pass these messages in the new “ss7Info” field in H.225.0 Facility messages. The H.225.0 Facility message is coded with unpopulated optional information elements, and the h323-message-body field is coded “empty” (not Facility-UUIE).  



1.	COT 	Continuity  - map to H.225.0 Facility message. The COT message is used to indicate the outcome of a continuity test on the preceding circuit.



2.	SUS 	Suspend - map to H.225.0 Facility message.  The SUS message is used when  a non-ISDN party returned to on an-hook state.  The serving PSTN exchange sets a timer to wait for a possible off-hook.



3.	RES 	Resume - map to H.225.0 Facility message.  The RES message is used when a non-ISDN party went back off-hook while suspended, such that the call is resumed.



4.	INR 	Information Request - map to H.225.0 Facility message.  The INR is used when an exchange requests additional information from another exchange during an active call.



5.	INF 	Information - map to H.225.0 Facility message. The INF is a response to an INR message.



5.3	ITU-T Messages Not Defined in ANSI or by Bellcore - Mapped to H.225.0 Facility Message

The following messages are ITU-T messages that are not defined by ANSI or Bellcore, and there is no corresponding H.225.0 message. 





FAR Facility Request - map to H.225.0 Facility message.  The FAR is used to request a supplementary service.



FAA Facility Accepted - map to H.225.0 Facility message. The FAA is a response to a FAR message.



FRJ Facility Reject - map to H.225.0 Facility message. The FAA is a response to a FAR message.



CRG Charge Information - map to H.225.0 Facility message



SAM Subsequent Address  - map to H.225.0 Facility message.  The SAM message is used in overlap addressing for ISDN access to the PSTN.



CMR Call Modification Request - map to H.225.0 Facility message



CMC Call Modification Completed - map to H.225.0 Facility message



 CMRJ Call Modification Reject - map to H.225.0 Facility message



5.4	  ITU-T Messages Not Defined in ANSI or by Bellcore - Mapped to H.225.0 Messages



The ITU-T version of ISUP has messages that are not defined in the 

ANSI or Bellcore versions of ISUP which can be mapped to H.225.0 messages. 

We propose to pass these messages as follows.



USR 	User-to-User Information - map to H.225.0 User Information 



CON 	Connect - map to H.225.0 Connect



6	Private/Non-trusted Network Interworking Considerations

It is noted that if the egress gateway is not “trusted” some ISUP information is not permitted to be sent to the egress SS7 gateway.  This applies to private networks that support SS7 signaling as well as non-trusted public network gateways. Delivery of calling party number  and network restrictions on presentation of calling party number is an example of such information. Additionally, if either the ingress gateway or the egress gateway do not support SS7 signaling, the permitted messaging should function according to the current H.225.0 procedures. In these cases the SS7 message information should not be passed through the H.323 network. Thus the routing function that selects the outgoing gateway should know the type of gateway to which it routes the call.

7	Call Flow for ISUP Message Transported in Facility Message

The message flow for a scenario requiring transport of ISUP messages in H.225.0 Facility messages is illustrated in Figure 3.  The IAM indicates a continuity test on a previous circuit in progress, and the IAM is passed in the H.225.0 Setup message to the egress gateway, and reconstituted as an IAM that is sent to SS7 Network 2 before the COT is received at the ingress gateway.  When the COT arrives at the ingress gateway, it passes the COT in an H.225.0 Facility message across the H.323 network to the egress gateway.  The egress gateway sends an ISUP COT to SS7 Network 2, as shown. This does not occur in all cases, but it is shown to illustrate a scenario in which the COT is passed in a Facility message.



After answer, the called party indicates to suspend the call at its PSTN switch.  The PSTN switch sends a SUS (suspend) message backward over the SS7 network and sets a timer.  The egress gateway passes the SUS message inside an H.225.0 Facility message across the H.323 network and the egress gateway converts it to an ISUP SUS message.  If the called party indicates to resume the call before the timer expires, the PSTN switch issues a RES (resume) message, which is also carried across the H.323 network in a Facility message.  Note that some of the ISUP message, such as the RLC, which are not passed through the H.323 network, are not shown.





�EMBED Excel.Sheet.8���



�page  �10�

�

Temporary document TD91�page �page �10�  of �numpages �10� ��







ETSI EP TIPHON 10

Tel Aviv,

26 - 30 Oct. 1998�

Temporary document TD91

�date \@ "d MMMM yyyy"�22 October 1998�

                                  Page �page �1� of �numpages �10������








