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Definitions

The following definitions are intended to be used in the work on the H.323 Annex H.

User is the person or other entity using some Terminal to access the H.323 system. Each User has a unique User identity with which he/she can be identified.

Terminal is the equipment and/or software that can be used by the Users to access the H.323 system. A Terminal may have a unique Terminal identity with which it can be identified.

Mobile Terminal is a Terminal that may change its Network Point of Attachment and/or H.323 Point of Attachment. A Mobile Terminal may have a unique Terminal identity with which it can be identified. If a Terminal does not have a unique identity, the H.323 system does not have any means to know if the Terminal moves, instead if the Terminal equipment/software changes its Network Point of Attachment or H.323 Point of Attachment, the system will see the Terminal in the new location as a different Terminal than the Terminal in the old location.

H.323 Mobile Terminal is a Mobile Terminal that implements the H.323 Terminal functions as defined in the H.323 standard. A H.323 Mobile Terminal is directly (i.e. not through a gateway) connected to the H.323 system.

Non-H.323 Mobile Terminal is a Mobile Terminal that is connected to the H.323 system through a gateway. In other words a Non-H.323 Mobile Terminal does not contain the H.323 protocol stacks, but the gateway, through which it is connected to the H.323 system makes the necessary protocol conversions between the Non-H.323 Mobile Terminal and the H.323 system.

Services are the functionalities that the system offers to the User. Traditionally, services have been categorized into three classes in telecommunications systems: bearer services are the lower layer (layers 1-3 in the OSI model) telecommunications capabilities; teleservices represent the complete communications capabilities, relying on the underlying bearer services, between the two or more end-Users; supplementary services are additional functionalities that modify or change the behavior of the teleservices.
User mobility is defined as the ability for a User to maintain the same User identity on different Terminals or Terminal types as well as in different locations in the system (User roaming).

Terminal mobility is defined as the ability for a Terminal to change location, network point of attachment, and H.323 point of attachment and still be able to communicate. Discrete Terminal mobility (Terminal roaming): The ability for a Terminal (e.g., fixed Terminals or wireless Terminals), to make discrete changes of location, i.e. to change location while no media streams are active. Continuous Terminal mobility (handover): The ability for a Terminal to change location while media streams are active. This can be seamless, no data loss during the change of location, or not seamless, in which case some media stream data is lost.

Service mobility is defined as the ability for a User to obtain a particular service independent of User and Terminal mobility. E.g., the foreign network might have the means to obtain the parameters required for the service.

Network Point of Attachment is the network layer service access point (NSAP) through which the Terminal is attached to the network underlying the H.323 system. A Network Point of Attachment is identified in the system by its network address. An example of a Network Point of Attachment is the IP node [reference to some document defining this] of a Terminal, represented by the IP address of the node.

H.323 Point of Attachment is the gatekeeper with which the Terminal is registered.

Location Area defines a set of Network Point of Attachments. Each Location Area includes one or more Network Point of Attachment and can be identified by the H.323 system by a Location Area identifier. 
1 Abbreviations

BE

Border Element

EP

EndPoint

GK

GateKeeper

HPoA

H.323 Point of Attachment

ISDN

Integrated Services Digital Network

LA

Location Area

LAI

Location Area Identifier

MT

Mobile Terminal

NPoA

Network Point of Attachment

PLMN

Public Land Mobile Network

POTS

Plain Old Telephone System

RTP

Real-time Transport Protocol

2 Scope

Provide functional requirements for Terminal, User and Service mobility for H.323 systems, as well as interworking with mobile and fixed networks.

3 Functional Requirements

This chapter is divided into sections and sub-sections according to the identified problems to be solved for H.323 mobility support. Each sub-section first presents the problems and needed functionality in the H.323 systems in a more explanatory form. In the end of each sub-section, there is a summary (in the form of a list) of the functional requirements of the sub-section for H.323 Annex H.

3.1 General

3.1.1 Identification

In a H.323 system that supports mobility, each User must have an identifier (called User Identity from this point onwards) that is unique in the whole system. The User is the entity that must be identified in order to be able to route the calls to a correct endpoint (although the this routing is generally not done based on the User Identity, but some aliasAddress of the User) and the User is normally the entity to which the possible billing operations are directed. 

In addition to the User identity, each Terminal may have an identifier, the Terminal identity, with which the Terminal can be identified irrespective of its Network Point of Attachment and H.323 Point of Attachment.

To support mobility, the H.323 signaling is required to support the sending both the User identity and the Terminal identity in appropriate H.323 signaling messages (RAS, Q.931, H.245 messages). 

For non-H.323 Terminals and the Users accessing the H.323 system with these Terminals, there may be a need for the H.323 system to interwork with the identification procedures of other networks as well. To support interworking with other networks, the H.323 standards must support the identification procedures between the non-H.323 Terminals and the external network. This interworking may be provided either by tunneling the identification procedure messages of the external network or by mapping them to appropriate H.323 messages.

Summary of the functional requirements for the H.323 Annex H concerning identification:

· A User Identity must be defined. Each mobile User must be allocated a User Identity that is unique in the whole system.

· A Terminal Identity must be defined. Each Mobile Terminal may be allocated a unique Terminal Identity.

· H.323 signaling must be updated to include the User and Terminal Identities in appropriate messages.

· Support for the identification procedures between non-H.323 Terminals and external networks must be implemented.

3.1.2 Authentication

In order for the system to be able to rely on the User identity or Terminal identity that has been given to it, the system may need to (and in general, should) authenticate the User or Terminal. Normally the User is the entity that the system needs to authenticate because of the reasons stated above in sub-section 4.1.1, but in some cases the system may need to be assured of the Terminal identity as well. For example, the system may keep a list of Terminals that are stolen and prevent the use of these Terminals.

To support mobility, the H.323 signaling is required to support authentication procedures for both authenticating the User and authenticating the Terminal. 

For non-H.323 Terminals and the Users accessing the H.323 system with these Terminals, there may be a need for the H.323 system to interwork with the authentication procedures of other networks as well. To support interworking with other networks, the H.323 standards must support the authentication procedures between the non-H.323 Terminals and the external network. This interworking may be provided either by tunneling the authentication procedure messages of the external network or by mapping them to appropriate H.323 messages.

Summary of the functional requirements for the H.323 Annex H concerning authentication:

· Signaling support for authenticating both the User and the Terminal must be defined.

· Support for the authentication procedures between non-H.323 Terminals and external networks must be defined.

3.1.3 Authorization

Authorization is the activity of the system that uses the information gathered from the identification and authentication to determine what, if any, services the User is allowed to use in the system or part of the system. In H.323, authorization is mainly the responsibility of the gatekeeper. When mobility is supported, the gatekeepers are required to be able to negotiate with each other about the allowed services for a particular User. 

For non-H.323 Terminals and the Users accessing the H.323 system with these Terminals, the H.323 system may need to be able to get the authorization information from an external network. To support interworking with other networks, the H.323 standards are required to be able to get the authorization information for a User or Terminal from those external networks with which interworking is to be provided and which offer the authorization information (e.g. a Terminal might be recognized as stolen and the external network might therefore forbid its use).

Authorization has a close connection to the Service mobility, which will be dealt with in section 4.4.

Summary of the functional requirements for the H.323 Annex H concerning authorization:

· The H.323 system must perform the authorization based on the information of identification and authentication of the User and/or Terminal.

· Signaling for acquiring authorization information from external networks must be defined.

3.2 Terminal mobility 

The Terminal mobility is divided into two parts in chapter 1, namely handovers and Terminal roaming. In addition to the Terminal roaming, also User roaming is defined. It is to be noted that most of the roaming issues in this document handle the User roaming (see section 4.3) and not the Terminal roaming as the User roaming was seen to have much greater importance. Thus sub-section 4.2.1 as well as sub-sections 4.2.3 - 4.2.5 do not place a great deal of Terminal roaming related functional requirements to the H.323 Annex H. 

3.2.1 Terminal roaming

As defined in chapter 1, Terminal roaming refers to Terminal mobility, when no media streams are active, i.e. there is no call in active state, while the Mobile Terminal changes its Network Point of Attachment and/or H.323 Point of Attachment. 

If a Mobile Terminal does not have a system-wide unique Terminal identity, the system can not identify the Mobile Terminal in a new Network Point of Attachment and/or H.323 Point of Attachment as the same Mobile Terminal as in the old Network Point of Attachment and/or H.323 Point of Attachment. In this case, the authorization for the use of the system with the Terminal must always be allowed, i.e. the authorization can not be based on the Terminal, but always on the User (see section 4.3).

If the Mobile Terminal has a system-wide Terminal identity, it is possible for the system to recognize the Terminal in the new Network Point of Attachment and/or H.323 Point of Attachment as the same that was previously located in the old Network Point of Attachment and/or H.323 Point of Attachment. In this case the authorization for the use of the system may be done also based on the Terminal identity in addition to the User identity of the User using the Terminal.

Thus, if the system needs to be aware of the location of a certain Mobile Terminal, the Mobile Terminal is required to have a system-wide unique Terminal identifier. It is to be noted that if the Mobile Terminal has no Terminal identity, the Terminal roaming cases presented in sub-sections 4.2.3 - 4.2.5 will add no new requirements for H.323. The Terminal roaming can be handled simply by unregistering the Terminal from the old location and registering it to the new location.

Summary of the functional requirements for the H.323 Annex H to support Terminal roaming:

· The Terminal must be unregistered from the old Network Point of Attachment and/or H.323 Point of Attachment when the Terminal roams to a new Network Point of Attachment and/or H.323 Point of Attachment.

3.2.2 Handover

Handovers are defined as being a part of Terminal mobility in chapter 1. Although the User of the Mobile Terminal also moves, when a handover is performed, this approach is suitable because, the User can not change the Mobile Terminal during the handover. Thus the User can be associated with the Mobile Terminal for the whole duration of the call (as defined in chapter 1, handovers may occur for a Mobile Terminal only if a call active).

In order for the handovers to work in H.323 systems, the following must be implemented in the H.323 standards:

· Signaling procedures for the handover.

· Media stream (RTP) redirection when a handover occurs.

Figure 1, Figure 2 and Figure 3 illustrate the media stream redirection when a handover procedure is performed. The RTP connections are presented with a thick line in the figures. For simplicity, only one line is used to describe the RTP connections to both directions between the endpoint (EP) and the Mobile Terminal (MT).
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Figure 1: Media stream before handover

Figure 1 describes the situation before the handover. The RTP channels are routed in the H.323 from the EP to the NPoA #1 to which the MT is connected. When a handover is needed, the system, possibly with the aid of the MT decides, which NPoA is the best choice for the MT to move to. In this example, NPoA #2 is chosen. The signaling procedures for the handover are used to determine the target NPoA as well as to indicate the required handover to the EP and the MT. 
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Figure 2: Media streams during handover

Figure 2 illustrates the situation during the handover procedure. First the RTP channels are opened between the EP and NPoA #2. After the new RTP channels have been opened, the MT is able to change its location to the NPoA #2. The old RTP channels are kept open until the MT has completed the handover and is able to send the media streams from and receive them to the NPoA #2. By keeping the RTP channels open between the old NPoA (that is, NPoA #1) and the EP while the new RTP channels are already established allows for as seamless handover as possible. Also, if the handover, for some reason, is not successful, fall-back to the old connection is possible, because the old RTP channels are still open. The stationary endpoint (EP) may even send its media streams to both the old and the new connection during the phase, when they both are open, but this is not necessary. 
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Figure 3: Media stream after handover

When the MT has completed the handover, the old RTP channels can be closed. The situation after the handover is depicted in Figure 3.

Thus, to support handovers, the H.323 Mobile Terminals and the gateways to which Non-H.323 Mobile Terminals are connected are required to be able to open the new media channels between the new NPoA and the other endpoint participating in the call, based on the handover signaling. In order for the handovers to cause as little media stream loss as  possible, the media stream redirection is required to be performed as described above in this sub-section. 

Note, that these requirements affect not only the MT that is moving or the gateway to which the MT is connected, but also the endpoint that is not changing its NPoA during the handover. This endpoint needs to be able to understand that the Mobile Terminal in the other end of the call has changed its Network Point of Attachment and thus the media channels of the ongoing call must be redirected towards this new location. This may create a need for a proxy functionality in the network in order for the Mobile Terminals to be able to make (and maintain) calls with older Terminals not capable of understanding the handover signaling.

Also, the endpoints should be able to announce their capability to execute handovers as well as their capability to understand the handover signaling when the other endpoint is moving.

Summary of the functional requirements for the H.323 Annex H to support handovers:

· Signaling procedures for the execution of handovers must be defined.

· The media stream redirection procedures during a handover must be defined. This procedure must be made as seamless as possible and fall-back to the old connection in case the handover fails must be possible. Both of these are accomplished by keeping the old RTP channels open in addition to the new ones during the handover, until the handover is completed.

· Signaling support for the endpoints to be able to announce their capability to move causing handovers as well as their capability to act upon the handover signaling when the other endpoint is executing a handover must be defined.

3.2.3 Intra-Zone Terminal mobility
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Figure 4: Intra-Zone Terminal mobility

Figure 4 illustrates Terminal mobility for an Intra-Zone case. The figure can be applied to both the Terminal roaming (i.e. no active call) or handover (i.e. the Mobile Terminal has an active call, while changing its Network Point of Attachment). Note that the term Intra-Zone refers only to the Mobile Terminal that is changing its Network Point of Attachment. That is, if the Mobile Terminal has an ongoing call with another Terminal and a handover is performed, the other Terminal may be located in another zone.

With Intra-Zone mobility, the Terminal can only change its Network Point of Attachment and not its H.323 Point of Attachment, because the H.323 Point of Attachment is defined as the gatekeeper to which the Terminal is registered to and a zone is defined as the collection of endpoints registered to a gatekeeper plus the gatekeeper itself. Hence, it is impossible by definition for the Mobile Terminal to change its H.323 Point of Attachment while staying in the same zone.

The functional requirements for Intra-Zone Terminal mobility include the signaling procedures between the gatekeeper and the endpoints to support both the handover case and the Terminal roaming case as well as the ability of the endpoints to redirect the media streams during the handover as specified in sub-section 4.2.2.

Note that the text in this and the following sub-sections often refers to endpoints instead of Terminals. This is because the Terminal might either be a H.323 Terminal or a non-H.323 Terminal, in which case the Terminal is connected to the system through a gateway. In the former case the Terminal itself is the endpoint and in the latter case the gateway is the endpoint. See section 4.5 for more about this.

Summary of the functional requirements for the H.323 Annex H to support Intra-Zone Terminal mobility:

· Support for signaling procedures between the gatekeeper and the endpoints for the handover and the Terminal roaming must be defined.

3.2.4 Inter-Zone Terminal mobility

Two different scenarios for Inter-Zone Terminal mobility can be identified. Figure 5 illustrates case 1, in which the Mobile Terminal changes both the Network Point of Attachment and the H.323 Point of Attachment. Figure 6 represents case 2, in which the Mobile Terminal changes only the H.323 Point of Attachment. By definition, the H.323 Point of Attachment always changes in Inter-Zone mobility scenarios. Both figures can, again, be applied to both the Terminal roaming and the handovers.
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Figure 5: Inter-Zone Terminal mobility, case 1

The functional requirements of Intra-Zone Terminal mobility, presented in sub-section 4.2.3, apply also for case 2 of Inter-Zone Terminal mobility. In addition to these, signaling between the gatekeepers (GK #1 and GK #2 in Figure 5) for the Terminal roaming and handovers needs to be implemented in the H.323 standards. 
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Figure 6: Inter-Zone Terminal mobility, case 2

Case 2 of Inter-Zone Terminal mobility is really a special case of case 1. For Terminal roaming, the functional requirements are the same as with case 1. It seems quite unlikely that handovers for case 2 will be required. Note that case 2 does not really add any new requirements compared to case 1 and is thus quite unnecessary to be handled as a separate case.

Summary of the functional requirements for the H.323 Annex H to support Inter-Zone Terminal mobility:

· Support for signaling between gatekeepers for handovers and Terminal roaming must be defined.

3.2.5 Inter-Domain Terminal mobility
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Figure 7: Inter-Domain Terminal mobility

The functional requirements for Inter-Domain Terminal mobility are the same as the Terminal roaming requirements for Inter-Zone Terminal mobility (case 1). The only additional requirement is that, the Border Elements (BEs) must be able to pass the Terminal identity and the possible Terminal authentication and authorization information of the Mobile Terminal (if the MT has an identity) to each other for Terminal identification and authentication.

For the handovers to work between Administrative Domains, signaling between the Border Elements as well as the gatekeepers in the two different Domains to accomplish the handover must be defined. 

Summary of the functional requirements for the H.323 Annex H to support Inter-Domain Terminal mobility:

· Support for signaling between Border Elements for Terminal identification, authentication and authorization must be defined. 

· Support for signaling between Border Elements as well as the gatekeepers in different Domains for the execution of handovers must be defined.

3.3 User mobility

As defined in chapter 1, User mobility means the ability of the User to maintain the same User identity with different Terminals and different locations. In other words, User mobility means that the User’s identity is the same irrespective of the Terminal he/she is using and the location he/she is accessing the system. 

The ability of the User to use different Terminals is achieved by requiring each User to have a User identity as well as authenticating and authorizing the User to the system instead of the Terminal. The ability of the User to maintain his/her identity irrespective of his/her location in the system is called User roaming. 

3.3.1 User roaming

To support mobility, the H.323 system is required to maintain location information about the Users. This information does not necessarily have to be maintained with the precision of one Network Point of Attachment. Instead, multiple Network Point of Attachments may be grouped to form a Location Area. 
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Figure 8: Possible relations between Location Areas and zones

Figure 8 indicates the possible relationships between LAs and zones. A zone may include one and only one LA, such as LA #3 and Zone #3 in the figure. Alternatively a LA may consist of Network Points of Attachment under multiple zones, as LA #1 has NPoAs that are part of Zone #1 and Zone #2 in the figure, or there may be multiple LAs associated with one zone as LA #1 and LA #2 are associated with Zone #2 in the figure. A Location Area must not cross the boundaries of an Administrative domain.

The H.323 system must maintain the location information about the User on a per Location Area basis. When a User moves to a new Network Point of Attachment that does not belong to the same Location Area as his/her previous Network Point of Attachment, the H.323 system is required to update the location information about the User to correspond to the new Location Area. The rationale for the concept of Location Area comes from the legacy mobile networks, in which a compromise between updating the Users’ location every time he/she changes a cell (requiring a lot of signaling) and finding the correct mobile by paging the entire network for every call (in practice impossible) has been made by using the LAs. The endpoints should also be able to indicate the Location Area of the User even if it has not changed for example if periodical Location Area indication is needed.

It should be noted that a Location Area must consist of Network Points of Attachment that currently host an H.323 endpoint, either a H.323 Terminal or a gateway, that is registered to the H.323 system. In case of a H.323 Mobile Terminal, the Terminal must always be re-registered when it changes its NPoA, because the Terminal itself is the H.323 endpoint in the NPoA and the new NPoA does not have any endpoint before the Terminal moves to it. Thus the H.323 system must maintain the location information for Users using H.323 Terminals with the accuracy of one NPoA, in which case the LA consists of only one NPoA. To support interworking with legacy mobile networks (see section 4.6), however, the H.323 system must support the concept of the Location Area.

When Location Areas are used, the H.323 system does not know the exact location of a particular User. So, when a call is being established towards a mobile User, the H.323 system must find the Network Point of Attachment to which the User is connected. The procedure for finding the correct NPoA from the LA is called paging. To support mobility and interworking with legacy mobile networks, signaling for the paging procedure must be included in the H.323 standards.

The Location Areas must be uniquely identified within a Domain. The identifier is called the Location Area Identifier (LAI) in this document.

Summary of the functional requirements for the H.323 Annex H to support User roaming:

· The H.323 Annex H must include the concept of the Location Area as a group of Network Points of Access that are associated with registered endpoints. The relation between zones and Location Areas is n-to-n. I.e. one zone per one LA, multiple zones per one LA or multiple LAs per one zone. All the Network Points of Access of a Location Area must belong to the same Administrative domain.

· The H.323 Annex H must introduce signaling and new functionalities for maintaining the location information of Users with the accuracy of a Location Area. I.e. the annex must define support for a functionality that stores and identifies the Location Area in which a User is located as well as signaling for making queries about and updating the location information.

· The H.323 Annex H must support signaling for the paging procedure, i.e. the procedure for finding the Network Point of Access to which a particular User is connected from the group of Network Points of Access constituting a Location Area.

· The Location Areas must have unique identifiers within a Domain.

3.3.2 Intra-Zone User roaming
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Figure 9: Intra-Zone User roaming, no LA change

Figure 9 illustrates Intra-Zone User roaming in case the LA does not change while the User is changing the Network Point of Attachment he/she is connected to. If the Terminal that the User is using is an H.323 Mobile Terminal, it must be registered to the gatekeeper in the new NPoA and unregister from the old one. If the User is using a Non-H.323 Terminal, there must be a gateway in NPoA #1 and NPoA #2, thus no endpoint registration is needed. In both cases the User (or actually the Terminal that the User is using) does not need to inform the H.323 system about the change of the Network Point of Attachment to which the User is connected, because the old NPoA (i.e. NPoA #1) and the new one (i.e. NPoA #2) belong to the same Location Area. When a call to the User is being established, the H.323 system must perform the paging procedure to all registered endpoints in LA #1 to locate the User. 
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Figure 10: Intra-Zone User roaming, LA changes

Figure 10 illustrates Intra-Zone User roaming in case that the new Network Point of Attachment belongs to a different Location Area than the old one. Because the new NPoA (i.e. NPoA #3) belongs to LA #2 and the old NPoA (i.e. NPoA #1) to LA #2, the User (or actually the Terminal that the User is using) must inform the H.323 system about the new Location Area to which the User is connected by signaling to the gatekeeper. The gatekeeper of the zone must then update the location information of the User (the LA), that is remove the old LA information and add the new LA information for the User. After the NPoA/LA change, the H.323 system performs the paging process in LA #2, if a call to the User is being established.

Summary of the functional requirements for the H.323 Annex H to support Intra-Zone User roaming:

· The H.323 Annex H must support signaling between the gatekeeper and all the registered endpoints belonging the Location Area for performing the paging procedure. 

· The H.323 Annex H must support signaling between the endpoints and the gatekeeper for indicating the new or current Location Area of a User.

3.3.3 Inter-Zone User roaming
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Figure 11: Inter-Zone User roaming, no LA change

Figure 11 illustrates Inter-Zone User roaming when the User changes the H.323 Point of Attachment and Network Point of Attachment to a new Network Point of Attachment that belongs to the same Location Area as the NPoA to which the User was previously connected.

Because the Location Area of the User does not change during the change of the NPoA and HPoA, the H.323 system does not need to be informed of the change. However, when a call to the User is being established, the paging procedure must be performed in both zones, for all endpoints belonging to the same LA. 

The requirements for this case of User roaming are otherwise the same as for the Intra-Zone case when the LA does not change, but all the gatekeepers to which endpoints belonging to the LA are registered need to participate in the paging process.
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Figure 12: Inter-Zone User roaming, LA changes

Figure 12 illustrates Inter-Zone User roaming when the Location Area of the User changes with the change of the H.323 Point of Attachment and Network Point of Attachment to which the User is connected.

The same functional requirements as with Intra-Zone User roaming apply to this case. Additionally, when two zones (and gatekeepers) are involved, the gatekeeper of the new zone (Zone #2 in the figure) needs to be able to indicate the change of Location Area of the User to the gatekeeper of the old zone. More generally, all the gatekeepers that control a zone having endpoints belonging to the LA, should be informed about the change of the LA of the User. A gatekeeper may need to store information about Users that are located in LAs that are associated with the zone (and the gatekeeper). Thus, the gatekeepers of the old LA are able to remove or update this information when they receive an indication that the User has changed his/her LA. Furthermore, all the gatekeepers of the zones having registered endpoints that belong to the new LA of the User should be informed about the User being located in the LA. All the gatekeepers in the Domain must also be able to access the LA information of the User that is maintained in the H.323 system and this information must be updated when the User changes the LA, so that calls to a particular User can be directed to the correct LA.

Summary of the functional requirements for the H.323 Annex H to support Inter-Zone User roaming:

· The H.323 Annex H must support the signaling for the paging procedure performed in all the zones that include a registered endpoint belonging to the LA (the gatekeepers of all the zones associated with the LA are required to participate in the paging process).

· The H.323 Annex H must support signaling between the gatekeepers indicating the change of Location Area. This signaling must indicate the change of LA of the User to both the gatekeepers of the old LA and the new LA.

· All gatekeepers supporting mobility are required to have access to the functionality containing the Location Area information of the Users.

3.3.4 Inter-Domain User roaming
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Figure 13: Inter-Domain User roaming

Figure 13 illustrates a general case of Inter-Domain User roaming. The User in the figure moves from LA #1 in Domain #1 to LA #2 in Domain #2. In addition to these two Domains, a third one is presented, namely the Home Domain of the User. The Home Domain of the User may be Domain #1, Domain #2 or it may be neither of these. The Home Domain of the User is the Domain that holds permanent information about the User, such as identification and authentication information as well as the services that the User is allowed to use. The other Domains than the Home Domain are called Visited Domains. 

The same functional requirements as for Inter-Zone User roaming apply to Inter-Domain roaming, keeping in mind that the LAs never cross Domain boundaries, thus the LA always changes in Inter-Domain User roaming cases. Additional functional requirements include the communications between the Domains as well as the inclusion of the Domain (the Home Domain or a Visited Domain) in which the User currently is located to the location information. 

The communications between the Domains are always executed between the Border Elements before any call is actually being established. Note that the communications between two BEs do not need to be direct, but they can be conveyed via several BEs, depending on how the BEs are organized. In addition to the communications between the Border Elements, also the communications between the gatekeepers in a Domain and the Border Element of the Domain for conveying the same information must be defined.

The Home Domain of a User must also be indicated to the new Domain to which the User moves (the information could be included every time that the User changes the LA to which he/she is connected), so that the Domains can identify the Home Domain of the User.

The Home Domain of the User must maintain information about the Domain, in which the User is located, i.e. either the Home Domain itself or some Visited Domain. Each Domain must maintain the LA information for the Users that are currently located in their area, as explained in sub-sections 4.3.1, 4.3.2 and 4.3.3. 

If the Domain, to which the User moves (Domain #2 in the figure), is the Home Domain of the User, all the needed information concerning the User is available in that Domain. In this case, the only functional requirements for the communication between the Domains is that the Home Domain must be able to inform the previous Visited Domain of the User that the User is no longer located there. Upon receiving this information, the previous Visited Domain of the User should remove the information it has maintained about the visiting User. The Home Domain must also update the Domain location information of the User to indicate that the User is currently located in the Home Domain.

If the Domain, to which the User moves, is a Visited Domain for the User, the functional requirements include the following. The Visited Domain must inform the Home Domain of the User that the User has moved to the Visited Domain. If the User must be authenticated (as should be the general case), the Visited Domain must either relay the messages of the authentication procedure to the Home Domain which performs the actual authentication of the User and passes the result to the Visited Domain or acquire the necessary information from the Home Domain to perform the authentication in the Visited Domain. The Home Domain must update the Domain information of the User. Because the Location Areas should be uniquely identified within one Domain, the Domains should remove the LA information they are maintaining for a User when the User leaves the Domain. Thus, if the previous Domain of the User was the Home Domain, the Home Domain should remove the information concerning the User's Location Area. Similarly, if the previous Domain of the User was another Visited Domain, the Home Domain must inform the previous Visited Domain that the User is no longer in the area of the previous Visited Domain and the previous Visited Domain should remove the Location Area information it has maintained about the User. 

Summary of the functional requirements for the H.323 Annex H to support Inter-Domain User roaming:

· A functionality for maintaining permanent information about the Users must be defined. This functionality must be located for each User in the Home Domain of the User. 

· A functionality for maintaining the information about the Domain in the area of which a User is currently located must be included in the Home Domain of the User.

· Signaling for indicating the Home Domain of the User must be included in the procedures that are performed, when the User changes the Domain to which he/she is connected. 

· Signaling between the Border Elements of the Home Domain of a User and the Visited Domain of the User as well as the signaling between the gatekeepers and the Border Elements for performing the User authentication procedure between the Terminal that the User is using and the Home Domain of the User must be defined.

· Signaling between the Border Elements as well as the signaling between the gatekeepers and the Border Elements for acquiring the needed parameters from the Home Domain of a User to the Visited Domain of the User for performing the User authentication procedure in the Visited Domain must be defined.

· Signaling between the Border Elements for informing the Home Domain of a User about the new (or current) Visited Domain, in which the User is located, must be defined. Upon the receipt of this information, the Home Domain must update the information about the current Domain of the User.

· Signaling between the Border Elements for informing the previous Visited Domain of a User about the User having moved to another Domain must be defined. Upon the receipt of this information, the previous Visited Domain of the User should remove the Location Area information concerned with the User.

· The new Visited Domain to which a User moves must begin maintaining the Location Area information of the User when the User enters the Domain. This information must be maintained (and updated accordingly) in the Visited Domain as long as the User is located in the Domain.

3.4 Service mobility

Service mobility refers to the ability of a User to use the same services irrespective of his/her location or terminal. In practice, full service mobility is difficult to implement, e.g. the used Terminal may have limitations or all networks do not offer the same services. Also some networks/domains may not want to offer all the possible services to visiting Users.

The functional requirements for Service mobility in H.323 Annex H should concentrate on acquiring the service profile of a User to the location where the User is. 

3.4.1 Intra-Zone Service mobility

The gatekeeper of a zone must have the service profile of a User. The User must of course be identified and preferably authenticated for the gatekeeper to be able to identify his/her service profile (at least, if the Users have different profiles). It is the gatekeepers responsibility to restrict the User from using services that he/she is not allowed to use. The gatekeeper must allow the same services for the User irrespective of the Network Point of Attachment to which the User is connected, if the resources otherwise do not restrict that.

Summary of the functional requirements for the H.323 Annex H to support Intra-Zone Service mobility:

· The gatekeeper shall be responsible of allowing the services that are in the User’s service profile to the User as well as restricting the User from using other services.

· The User shall be allowed to use the same services in all Network Points of Attachment of a zone, if there are no resource restrictions for it.

3.4.2 Inter-Zone Service mobility

All the gatekeepers of a Domain must have access to the service profile of a User that is located in the Domain. As defined in sub-section 4.3.3, when a User moves to a new Location Area, all the gatekeepers of the zones that contain registered endpoints in Network Points of Attachment belonging to that LA are notified about the User being located in the LA. With the receipt of this information, the gatekeepers of the new LA should acquire the service profile of the User. Also, the gatekeepers of the old LA are informed of the move of the User and they should at this point remove the service profile information they may have stored about the User.

Summary of the functional requirements for the H.323 Annex H to support Inter-Zone Service mobility:

· There must be a functionality in each Domain containing the service profiles of all Users that are currently located in the Domain.

· All the gatekeepers of a Domain must have access to the functionality containing the service profiles of the Users.

· When a User moves to a new LA, all gatekeepers of that LA must acquire the service profile of the User. A method (signaling) for the gatekeepers to access this information must be defined.

· When a User moves to a new LA, all gatekeepers of the old LA of the User should remove the service profile information of the User that they have stored.

3.4.3 Inter-Domain Service mobility

The Home Domain of a User must permanently store the service profile of the User. When a User moves to a Network Point of Attachment in another Domain than the Home Domain of the User, this Visited Domain must acquire the User’s service profile from the Home Domain and store it as long as the User is in the Visited Domain. 

If the previous Domain of a User was a Visited Domain, when the User moves to another Visited Domain or the Home Domain, the Home Domain must inform the previous Visited Domain that the User has moved away from it, as described in sub-section 4.3.4. Upon receiving this indication, the previous Visited Domain should remove the User’s service profile from the functionality containing the service profiles of the Users in the Domain.

Summary of the functional requirements for the H.323 Annex H to support Inter-Domain Service mobility:

· There must be a functionality in the Home Domain of a User containing permanently the service profile of the User.

· Signaling must be defined between the Border Elements for the Visited Domain to acquire the service profiles of the visiting Users from their Home Domains.

· The Visited Domains must acquire the service profile of a User when the User enters the Visited Domain and store it as long as the User is in that Visited Domain.

· When the Home Domain informs the previous Visited Domain that a User is no longer located in the previous Visited Domain, the previous Visited Domain should remove the service profile of the User from the functionality storing the service profiles of the Users in the Domain.

3.5 Terminal interworking

Terminal interworking refers to the ability of the Users to use non-H.323 Terminals when accessing the H.323 network. The rationale for introducing mobility into H.323, is the variety of wireless Terminals that could be deployed with the H.323 system. Some of these wireless Terminals may be H.323 Terminals, e.g. computers with a Wireless LAN connection to the H.323 network and H.323 Terminal application software. However, also Terminals of the legacy mobile networks should be provided access to the H.323 system. Interworking with these Terminals requires the introduction of gateways performing the needed protocol conversions towards the radio interfaces of these legacy mobile networks, to the H.323 system.

Signaling requirements for these gateways have already been introduced in sections 4.1 - 4.4.

Summary of the functional requirements for the H.323 Annex H to support Terminal interworking:

· Gateways for interworking with legacy mobile terminals (non-H.323 Mobile Terminals) must be defined (Radio Access Gateways). These definitions must also include the signaling needed in the H.323 network for the proper functioning of the non-H.323 Terminals.

3.6 Network interworking

Network interworking in the scope of H.323 Annex H refers to the mobility specific issues of interworking with other networks. 

3.6.1 Calls between the H.323 network that supports mobility and external networks

Gateways towards the external networks, such as the ISDN, POTS or PLMNs, should be capable of interpreting the signaling for the handovers of the Mobile Terminals in the H.323 system in order to be able to maintain the connection to the Terminal even if it moves during a call. The functional requirements for this have already been introduced in section 4.2.

3.6.2 Mobility between the H.323 system and external networks 

When Terminal interworking has been introduced to the H.323 Annex H, the non-H.323 Mobile Terminals and their Users should also be provided mobility between the H.323 Network and the external mobile networks.

The support for mobility between the H.323 system and the external networks should include the Terminal mobility, User mobility and Service mobility.

Terminal roaming is achieved when the Terminal interworking functional requirements presented in section 4.5 are met. Handovers between the external mobile network and the H.323 system should be supported. The support for these handovers includes the signaling as well as the redirection of the media streams.

User roaming between the external mobile networks and the H.323 system requires that the Home Domain of the User is able to acquire the needed information about the User from the external mobile network. This information includes at least identification and authentication related information as well as the service profile of the User. By getting the User's service profile from the external mobile network, also Service mobility for the User can be achieved. Also, the Home Domain must be able to acquire and update the location information in the external mobile network.

It must be noted that the different external mobile networks may have different characteristics and thus there has to be different interworking functionalities (i.e. the gateways) for different external mobile networks. However, the interface of the different interworking functionalities (gateways) towards the H.323 network should be as much the same in every case as possible.

Summary of the functional requirements for the H.323 Annex H to support Network interworking:

· Signaling between the external mobile network and the H.323 system must be defined for handovers between the external mobile network and the H.323 network.

· Media stream redirection must be defined for handovers between the external mobile network and the H.323 network.

· Signaling interworking for enabling the Home Domain to acquire the identification, authentication and service profile information about the Users from the external mobile network must be defined.

· Signaling interworking for enabling the Home Domain to acquire and update the location information of the Users in the external mobile network must be defined.

· A standard interface towards the different external mobile networks should be defined.

4 Conclusions

This document identifies the functional requirements for the mobility support in H.323. As presented in chapter 4, the problem can and should be divided into User mobility, Terminal mobility and Service mobility. The most important part of Terminal mobility are the handovers for the active connections which are closely related to the call management procedures (RAS, Q.931, H.245). The Terminal roaming part of the Terminal mobility offers quite few real advantages, but on the other hand it does not create many functional requirements either. In order to divide the mobility into manageable pieces, it is clear that the User mobility should be clearly separated from the Terminal mobility. User mobility deals with User authentication, roaming, etc. but does not relate to active connections as such. Service mobility is shortly dealt with in this document, but it needs further work.

To summarize: 

· Annex H should divide mobility management into User mobility and Terminal mobility. Also Service mobility should be addressed, but most of this work can be done in a latter phase, when the User and Terminal mobility are clearly defined.

· Annex H should specify the extensions to the H.323 protocol suite for the handovers (handover signaling and stream redirection).

· Annex H should specify the User mobility protocol extensions in such a manner that connection management and User mobility are clearly separated.
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